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hen reading the articles for this issue of 
, it struck me that in various ways all articles

are predicated upon the notion of human rights. The
first article makes the case for evidence-based policing (EBP) as
a means to professionalise the South African Police Service
(SAPS) and thus render their operations more effective and
efficient. At face value, the link to human rights may appear
weak. However, evidence-based governance, including polic-
ing, may be regarded as a necessity in democratic societies. In
general, a more efficient and effective public sector requires -
at least theoretically - less operating capital, and translates into
a smaller tax burden for all. Besides, if we stay with EBP as an
example, the benefits for the community must be enormous.
Criminal justice systems often suffer from compartmentalisa-
tion and a lack of integration of the different components of
the criminal justice chain. In South Africa and Namibia, for
instance (Schulz & Bruyns, 2021), this results in lengthy pre-trial
detention, i.e. the unnecessary deprivation of liberty. It also
means delays in the finalisation of cases and with that, closure
for victims, especially those of violent crimes such as murder,
rape, robbery, domestic violence and gender-based violence.
The lack of coordination and collaboration with other sectors
such as health, education and social development, essential to
ensuring the integration of responses to crime and violence,
also means that the concept of community policing remains
under-optimised. 

The second article is an international contribution to this edi-
tion of . It deals with issues around the pre-
sumption of innocence involving Bulgaria as a member of the

Council of Europe and a signatory of the European Convention
on Human Rights. The article highlights the threat to rights
(other than the temporary loss of liberty), whenever the pre-
sumption of innocence is ignored in the context of public refer-
ence to guilt.

Two other articles deal more directly with the impact of polic-
ing on citizens' rights. Addressing questions of the utility of the
uptake of the Fourth Industrial Revolution (4IR) and artificial
intelligence (AI) for policing, they discuss benefits and bias, as
well as risks of 4IR and AI to fundamental human rights and
public interest. 

Highlighting the human rights infusion of this edition may seem
superfluous because "there is in fact hardly any other legal area
in which human rights have become so influential in recent
decades as the criminal justice system" (Van Kempen, 2014).
However, over the last two decades, and this makes it more
than a pure coincidence, the rule of law and human rights have
come under attack, implicitly and explicitly, from various cor-
ners. Paradoxically, even though recently the international
community, with reference to the International Human Rights
Bill, has achieved important milestones, e.g. the unanimous
adoption of the United Nations Standard Minimum Rules for
the Treatment of Prisoners (the Nelson Mandela Rules) by the
United Nations General Assembly on 17 December 2015, the
rule of law and human rights have been challenged at domes-
tic levels across the world (refer to Lacey, 2019; Roth, 2017).
The threat to the normative validity of these rights cannot be
underestimated, because the weaker those rights positions
become, the more we will see individuals entangled in their
respective criminal justice systems becoming pawns in the pur-
suit of abstract criminal justice objectives. Populist attacks on
the rule of law and human rights hinge on the rejection of the 



universality assumption undergirding any human rights frame-
work as much as misgivings about the actualisation of human
rights via judicial review, which is seen as counter-majoritarian
(Shapiro, 2019). 

Interestingly, research evidence which should be able to hold
populist ideologies at bay, demonstrating that irrespective of
specific cultural backgrounds, humans aspire to individual
autonomy, albeit not in an absolute sense, but rather within
the opportunity structures of their respective realities (Ryan &
Deci, 2006), seems not to matter much. This may be so because
the rejection of the universality assumption occurs in parallel
with a certain discourse about knowledge and politics. This in
turn analyses how in parts of the world theses of relativism and
social constructivism undermine the received image of science
as a truth-pursuing endeavour, with the acceptance of "original
knowledge and the authority of science as the legitimate
source of knowledge for public decision-making" (Viale, 2001). 

It is a daunting task for the scientific enterprise to retain socie-
tal relevance at a time when the politics of the day not only
lead to the erosion of the rule of law and checks and balances
(Lacey, 2019), but also the denigration of science and scientific
expertise (Weymann, Santer & Manski, 2020). In this situation,
it is important for scholars who remain convinced of the rele-
vance of science for the optimisation of public policy, to uphold
their scientific ethos, the norms of the scientific community,
the scientific method and attitude. I am content that the
authors of the articles in this edition of in all

honesty followed commensurate scholarly wisdom. Yet, a 
special mention of the first article about EBP is in order
because, although the authors eclipse the complex discourse
about knowledge and politics, they implicitly retain the claim
that scientific evidence provides a stock of knowledge, which is
useful for social and economic ends.
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n AK v Minister of Police [2022] ZACC 14, the Constitutional
Court had to determine whether the manner in which
police officials conducted a search operation for a missing

person and the subsequent investigation was reasonable,
especially within the context of gender-based violence and the
duty of the South African Police Service (SAPS) to protect
women from harm. 

The facts of the case were as follows: a woman ("the com-
plainant") was attacked and robbed one afternoon in Gqeberha
(formerly Port Elizabeth). During the ordeal, which lasted
approximately 15 hours, she was held in captivity in the bush-
es and sand dunes next to a beach and repeatedly raped by
unknown attackers. 

In the meantime, her family reported her as missing. The police
discovered her vehicle at the beach around midnight. The vehi-
cle had been broken into and items had been taken from it.
Upon this discovery, police officials requested the assistance of
the K9 Unit in the search operation. A dog handler with a police
dog arrived at the scene about an hour later. 

A search was conducted with a police vehicle along the shore-
line. The blue light and siren of the police vehicle were activat-
ed to make the presence of the police known. A search on foot
with the police dog was also conducted up to the harbour wall,
but not beyond it. During the search, three homeless persons
who were living on the beach ("bush dwellers") were spotted
and questioned by the dog handler. They informed the dog
handler that they were not aware of any incident involving the
missing person. Neither the search with the patrol vehicle nor
with the police dog was successful and the foot search was can-
celled. 

A police helicopter was dispatched around 02:00 to assist. The
helicopter searched the area with a spotlight. The helicopter
was restricted in its search since the search area was adjacent
to a no-fly zone next to the harbour. The helicopter search was
called off after about 20 minutes because of an incoming air-
craft that was scheduled to land at the nearby airport.  

Despite these efforts, the search operation was unsuccessful.
The complainant only managed to escape later that morning
and reported her ordeal to the police. It appeared that she had
been kept in an area about 20 to 30 metres further away from
the area that had been searched by the police during the night. 

The case was investigated by the police. However, despite
being aware of the CCTV surveillance of the parking area of the
beach, no immediate steps were taken to obtain the footage.
An identity kit of the suspect was compiled with the descrip-
tion of the complainant and she attended an identity parade.
The complainant was unable to identify any person in the
parade, including a suspect who had been arrested in connec-
tion with the possession of personal items that she had left in
her vehicle. Five days after the incident, an informal identifica-
tion parade was also held on the beach with a large number of
bush dwellers. However, the complainant was unable to identi-
fy any as potential suspects in her attack. No positive link could
be made between DNA samples taken from the complainant
and any of the suspects.

In a split decision, the majority of the Constitutional Court
judges held that the conduct of the police officials in the search
operation and investigation was unreasonable and that the
Minister of Police is vicariously liable for the negligent action of
police officials. 

The court underlined the responsibility of the State (including
the SAPS) to respect, protect, promote and fulfil the rights con-
tained in the Bill of Rights as set out in the Constitution of the
Republic of South Africa, 1996. In evaluating the conduct of
police officials, the court explained that the SAPS has to take
reasonable measures to protect and fulfil the rights of women
specifically, including the right to dignity and to be free from
violence.

The court held that the police officials failed to conduct the
search and investigation in a manner that is expected of rea-
sonable police officials. This included negligence in respect of
the following actions: 
 The police officials who first discovered the vehicle of the

complainant failed to conduct a basic foot patrol to look for



the complainant in the vicinity of the beach and dunes. The
court explained that, if police officials fail to act promptly
and with determination, the obligation to protect the pub-
lic and ensure the safety and security of vulnerable persons
becomes meaningless.

 The dog handler terminated the search just short of the
area where the complainant had been kept. The court
explained that the official had to be sure that there was no
area beyond the harbour wall to search (where the com-
plainant might have been kept). If the official had done so,
the complainant would probably have been found earlier
and would have been spared the further trauma that she
had subsequently suffered due to the failure. The dog han-
dler was familiar with the area and knew of the boundary
wall and sand dunes, but failed to search the whole area.
There were no barriers that would have prevented him or
the police dog from searching the extended area. The omis-
sion of this police official was amplified by the fact that he
was aware that an area had not been searched, and yet, he
failed to instruct the helicopter to focus on searching that
specific area. The court pointed out that a diligent and rea-
sonable police official with expertise in searching (such as
the dog handler) would have extended the search area or
instructed the helicopter to search the area.

 The helicopter failed to fly over the whole dune area and to
hover close enough to the harbour wall to direct the spot-
light towards the bushes in the no-fly zone. The court also
held that the helicopter search was terminated premature-
ly and could have resumed after the incoming aircraft had
landed. Due to inadequate communication between the
helicopter crew and the dog handler, the area where the
complainant was detained remained unsearched. 

 After the complainant had been found, the focus of the
police should immediately have been to apprehend the
perpetrators. The complainant was able to provide informa-
tion on where she had been kept. This information should
have been the starting point of the investigation. However,
no effort was made to interview any of the bush dwellers,
not even to obtain their names and contact details should
the information be needed later. 

 No urgent steps were taken to obtain and view the CCTV
footage of the parking area for possible leads. This informa-
tion could have assisted the police to view events that took
place in the parking area and possibly, the modus operandi
of the perpetrators. This was an opportunity to identify a
suspect and to follow up on leads. The court pointed out
that reasonable leads must be followed up in the course of
a proper investigation. The court, furthermore, explained
that an investigation cannot be conducted merely on the
question of whether or not the perpetrator appears on the
footage. Footage may also offer other valuable evidence. As
a result, the police are required to investigate all reasonable
leads. The failure to view the CCTV footage straightaway
caused the decreased value of leads over time.

The court explained that police officials are not required to
guarantee a successful search (by finding the complainant) or
investigation (by securing a conviction of the perpetrator).

Instead, the police are required to conduct a search and inves-
tigation in an adequate manner with the means available. The
focus is therefore on how the available resources are used to
conduct the search and rescue mission.  

While the court acknowledged it was commendable that the
SAPS was able to deploy the K9 Unit and a helicopter, the man-
ner in which these resources were utilised was of critical impor-
tance. The court held that police officials are required to utilise
the deployed resources with the necessary diligence, care and
skill reasonably expected of police officials in the circum-
stances. 

In consideration of international standards, the court explained
that an effective investigation must be able to determine the
circumstances in which the incident took place and must lead
to the identification of the perpetrator (and ultimately, secure
the punishment of the perpetrator). 

Police officials are required to act quickly and with urgency and
must take all reasonable measures available in the circum-
stances, including the diligent and effective mobilisation of
resources such as the gathering of evidence using CCTV
footage, interviews with witnesses and forensic evidence to
assist with the investigation. The court further warned that
police officials must never act carelessly or display a lack of
interest or concern for the plight of women in similar circum-
stances as that of the complainant. The conduct of the police
officials during the search operation prolonged the trauma suf-
fered by the complainant.

The court emphasised that survivors of gender-based violence
must be treated with empathy. They must be confident that the
police will regard their cases as serious and take steps to secure
the arrest of the perpetrators. The State is required to protect
women against all forms of gender-based violence that infringe
upon their fundamental rights. The SAPS is responsible to pro-
tect the public, in particular women and children, against vio-
lent attacks. 

The Constitutional Court has set the standard against which
future search operations and investigations by the police will
be measured. The conduct of police officials and how available
resources are used by the police will determine whether the
SAPS will be held accountable for civil action in cases of this
nature in future. 



wo of the so-called "GBV Acts" recently came into opera-
tion. These Gender-Based Violence Acts or "GBV Acts" refer
to three separate Acts, namely the Criminal and Related

Matters Amendment Act 12 of 2021, the Criminal Law (Sexual
Offences and Related Matters) Amendment Act Amendment Act 13
of 2021 and the Domestic Violence Amendment Act 14 of 2021. 

The GBV Acts are legislative attempts to address the scourge of
gender-based violence in South Africa and aim to protect vulnera-
ble groups more effectively, specifically within the criminal justice
system. The legislation gives effect to the government's commit-
ment, as set out by the President of South Africa, Mr Cyril
Ramaphosa, during his State of the Nation Address of 2022, to
intensify the fight against gender-based violence and femicide by
strengthening the criminal justice system, to promote accountabil-
ity across the state and to support survivors. It is envisaged that the
legislation will enhance the successful prosecution of perpetrators,
protect survivors more effectively and combat the prevalence of
gender-based violence in society. 

The Criminal Law (Sexual Offences and Related Matters)
Amendment Act Amendment Act 13 of 2021 ("the SORMA
Amendment Act") came into operation on 31 July 2022. One of the
primary purposes of the SORMA Amendment Act is to strengthen
the criminal law by creating several new sexual offences. 

The SORMA Amendment Act inserts section 14A which provides for
a new offence, namely sexual intimidation. The offence is commit-
ted when a perpetrator unlawfully and intentionally utters or con-
veys a threat to a complainant that inspires a reasonable belief of
imminent harm in the complainant that a sexual offence will be
committed against the complainant, a family member of the com-
plainant or any other person who is in a close relationship with the
complainant. The offence will, for example, be committed when
robbers threaten the husband during a house robbery that his wife
and daughter will be raped. Due to the insertion of this offence,
section 5(2) of the Criminal Law (Sexual Offences and Related
Matters) Amendment Act 32 of 2007 was repealed. Section 5(2)
previously extended sexual assault to circumstances where the per-
petrator unlawfully and intentionally inspired the belief in a com-
plainant that he or she would be sexually violated. The offence of
sexual intimidation is wider (not limited to a threat against the
complainant only) and includes a threat of imminent harm that any
sexual offence (not limited to a sexual violation) may be committed
by the perpetrator. 

The SORMA Amendment Act also broadens the definition of the
offence of incest. Previously, section 12 prohibited the unlawful
and intentional engagement in an act of consensual sexual pene-
tration between persons who may not lawfully marry each other
on account of consanguinity, affinity or an adoptive relationship.
The offence has now been broadened to include the unlawful and
intentional engagement in an act of sexual violation between per-
sons who may not lawfully marry each other on account of con-
sanguinity, affinity or an adoptive relationship if one of the persons
is a child and the nature of the act was reprehensible for the adult
person to have acted in that manner under the circumstances. The
term "reprehensible" is not defined and will be guided by the dic-
tionary meaning of the term, namely, behaviour that evokes severe
criticism, is unacceptable or despicable. The challenge is, however,
that the term must be interpreted objectively, and not according to
the subjective view of the complainant. The objectivity test means
that the test of the reasonable person will be applied to determine
whether or not the particular conduct of the perpetrator can be
regarded as reprehensible. In other words, a court will consider
what the reasonable person (or average member of society) will
consider as reprehensible (unacceptable or despicable) before the
accused may be convicted. It may be difficult for a police official to
determine such behaviour. It is, therefore, advisable that police
officials involved in the investigation of such allegations consult the
public prosecutor in advance to obtain guidance on whether spe-
cific conduct should be viewed as "reprehensible". The SORMA
Amendment Act further includes section 56(4) to provide that a
perpetrator cannot be convicted of incest if he or she was younger
than 18 years at the time when the sexual act was first committed
and the other person exercised power or authority over the perpe-
trator or there was a relationship of trust between the parties. 

Section 54 previously placed a legal duty on persons to report
knowledge or reasonable suspicion that a sexual offence has been
committed against a child or mentally disabled person. This meant
that if a person (such as a parent, teacher or neighbour) knew that
a child was the victim of a sexual offence, the person was com-
pelled to report such information to a police official. Failure to do
so constituted an offence and the person could be sentenced to
incarceration for a period not exceeding five years upon conviction
of the offence. 

The SORMA Amendment Act has expanded the legal duty on any
person to report knowledge, reasonable belief or suspicion to a
police official that a sexual offence has been committed against a



vulnerable person. If the person fails to do so, he or she will be
guilty of an offence, and liable to the same penalty as before. The
expansion of the legal duty is evidence that the legislature recog-
nises that certain groups of persons are particularly vulnerable to
becoming victims of sexual offences and therefore deserving of
special protection. 

"A person who is vulnerable" is defined in the SORMA Amendment
Act as follows: 
(a) child or a person who is mentally disabled;
(b) female under the age of 25 years who -

(i) receives tuition at a higher education college, higher edu-
cation institution or university college as defined in section 1
of the Higher Education Act 101 of 1997;
(ii) receives vocational training at any training institute, other
than the institutions referred to in subparagraph (i), or as part
of their employment; or
(iii) lives in a building, structure or facility used primarily as a
residence for any of the persons referred to in subparagraphs
(i) and (ii);

(c) person who is being cared for or sheltered in a facility that
provides services to victims of crime; 

(d) person with a physical, intellectual or sensory disability and
who -
(i) receives community-based care and support services,
other than from a family member for;
(ii) lives in a building, structure or facility used primarily as a
residence for; or
(iii) is cared for in a facility providing 24-hour care to persons
with physical, intellectual or sensory disabilities; or

(e) person who is 60 years of age or older and who -
(i) receives community-based care and support services,
other than from a family member for;
(ii) lives in a building, structure or facility used primarily as a
residence for; or
(iii) is cared for in a facility providing 24-hour care to, such
persons."

The SORMA Amendment Act furthermore provides that a person
who reports such reasonable belief or suspicion in good faith can-
not be held liable in civil or criminal proceedings for the report that
he or she has made. This means that if a person, for example, in
good faith reports to the police that he or she suspects that a sex-
ual offence has been committed against a particular child, but it is
later discovered that no sexual offence was committed against the
child, the person cannot be held liable by the alleged perpetrator in
civil proceedings. 

The ambit of the National Register of Sex Offenders (which is
administered by the Department of Justice and Constitutional
Development) has also been addressed by the SORMA Amendment
Act. Previously, only the particulars of persons who have been con-
victed of a sexual offence against a child or disabled person were
included in the National Register of Sex Offenders. 

The National Register will now include the particulars of any person
who has been convicted after the commencement of the SORMA
Amendment Act, of any sexual offence (irrespective of the age of

the victim) or offences in terms of the Prevention and Combating of
Trafficking in Persons Act 7 of 2013, if the offence was committed
for sexual purposes and offences which relate to child pornography
(such as the possession, creation and distribution thereof) in terms
of the Films and Publications Act 65 of 1996. The Cybercrimes Act
19 of 2020 inserts offences relating to child pornography into the
Criminal Law (Sexual Offences and Related Matters) Amendment
Act 32 of 2007. The decision to include such offences in the sexual
offences legislation has removed any previous doubt about
whether or not offences relating to child pornography are sexual
offences. 

The Criminal and Related Matters Amendment Act 12 of 2021 ("the
Act") came into operation on 5 August 2022. Unlike the SORMA
Amendment Act and the Domestic Violence Amendment Act which
focus in particular on matters relating to domestic violence and 
sexual offences, the implications of Act 12 of 2021 are more gener-
al and wider. This Act amends other legislation, including the
Criminal Procedure Act 51 of 1977 (“the CPA”) and the Criminal Law
Amendment Act 105 of 1997 (which requires that minimum sen-
tences be imposed upon conviction of certain serious offences) to
strengthen the efforts to assist victims of gender-based violence. 

The implications of the Act relate to the following aspects:

The Act authorises the use of intermediaries to enable vulnerable
witnesses, such as children, older persons or persons who suffer
from a physical, physiological or emotional condition, to testify in
court through an intermediary in proceedings other than criminal
proceedings. In the past, many vulnerable witnesses felt intimidat-
ed and overwhelmed when they had to testify in court. This result-
ed in witnesses feeling that their voices were not heard during
court proceedings or that they had been treated unfairly. This has
deterred witnesses and undermined public confidence in the legal
system. The effect of the amendment is that these witnesses will
not have to be physically present in court to testify, but may do so
with the help of an intermediary from another informal venue. The
witness will be more comfortable and does not have to face any
person whose presence may upset him or her. 

In terms of section 40(1)(b) of the CPA, a peace officer may arrest
any person whom he or she reasonably suspects of having commit-
ted an offence referred to in Schedule 1 of the CPA. Schedule 1
includes a reference to "assault when a dangerous wound is inflict-
ed". This terminology has created confusion since there is no such
crime recognised in our law. While assault with the intention to
cause grievous bodily harm may involve the infliction of a danger-
ous wound, this is not always the case. Assault with the intention to
cause grievous bodily harm may also be committed without the vic-
tim having to suffer the infliction of a dangerous wound, for exam-
ple, if the jaw of a person has been broken.

Therefore, if an arrest has been made and the peace officer relies
on section 40(1)(b) of the CPA, the arrest statement must be clear
on the justification of the arrest, namely that a dangerous wound
was inflicted. The arresting officer has to explain the circumstances



(namely that a dangerous wound was inflicted with a clear 
description of the nature of the wound) to justify the lawfulness of
the arrest. A mere reference to the crime of assault with the inten-
tion to cause grievous bodily harm as the reason for the arrest
means that the arrest is prima facie unlawful since that crime is not
included in Schedule 1. 

The Act has expanded the ambit of "assault when a dangerous
wound is inflicted" in Schedule 1 to also include assault -
 involving the infliction of grievous bodily harm; 
 where a person is threatened with grievous bodily harm; or
 with a firearm or dangerous weapon (namely, any object, other

than a firearm, capable of causing death or inflicting serious
bodily harm if used for an unlawful purpose as defined in the
Dangerous Weapons Act 15 of 2013). 

The expanded definition now affords wider powers to a peace offi-
cer to arrest a person without a warrant in terms of section 40(1)(b)
of the CPA. However, it is still important that the reason for the
arrest be clearly stated in the arrest statement to justify the arrest.

The Act imposes more stringent requirements to consider bail
applications if the case involves an offence relating to domestic vio-
lence or relates to the contravention of an order or protection
order (albeit in terms of the Domestic Violence Act 116 of 1998 or
the Protection from Harassment Act 17 of 2011 or any other law)
that criminalises the contravention of a court order to protect a
person from the accused. These are:
 No police bail or prosecutorial bail may be considered in

respect of offences of this nature. For example, a husband has
allegedly slapped his wife and is subsequently arrested by the
police. Previously, the accused could be released on police bail,
since the case involved assault, a crime for which the accused
could be released on police bail. The Act no longer authorises a
police official to consider bail in respect of any crime in circum-
stances where the victim and accused are in a domestic rela-
tionship or if the crime involves the contravention of any pro-
tection order or other order issued to protect a person from the
accused. The consequences of the amendment are that an
accused will have to remain in police custody until his or her
first appearance in court, during which he or she may apply to
be released from custody. 

 Emphasis is placed on the interests of the victim before a deci-
sion is taken to release an accused on bail. A court must con-
sider the view on the safety of any victim against whom the
alleged offence has been committed. The court also has to con-
sider whether the accused has made threats of violence against
the victim or any other person and the disposition of the
accused to commit offences in a domestic relationship before
determining whether the interests of justice permit the release
of the accused.

 If a court authorises the release of an accused on bail in cases
where the victim has not previously obtained a protection order
against the accused, the court must hold an enquiry to consid-
er the issuing of a protection order against the accused, as if the
complainant has applied for such an order. 

 A prosecutor has to provide reasons if a bail application is not
opposed in certain cases involving domestic violence. This
means that a bail application of the accused should, in princi-
ple, be opposed, unless the prosecutor is able to motivate the
failure to do so. 

 The onus is placed on the accused to present evidence to satis-
fy the court that the interests of justice permit his or her release
if the case involves a crime committed in a domestic relation-
ship or involves any crime relating to the contravention of any
protection order or other order issued to protect a person from
the accused. In order words, the onus placed on an accused to
justify his or her release in respect of offences referred to in
Schedule 5 and 6 of the Criminal Procedure Act 51 of 1977, has
now been extended to crimes involving domestic violence and
the contravention of court orders to also protect a person from
the accused.

 In the past, the accused was obliged to disclose certain infor-
mation, such as his or her previous convictions and pending
cases, to the court during a bail application. The Act expands
the obligation by requiring that the accused must also inform
the court of any protection order or similar a court issued
against him or her to protect the person against whom the
offence in question was allegedly committed and whether that
order is still in force. If the accused fails or refuses to disclose
the information, he or she is guilty of an offence.

 Additional grounds for the cancellation of bail have been insert-
ed. These include the contravention of a protection order or if
the accused is threatening the safety of the victim of the alleged
crime while he or she has been released on bail. 

 The victim is also afforded a platform to participate in proceed-
ings to consider whether the perpetrator should be released on
parole and correctional supervision. The Act places a high pre-
mium on the participation of the victim during various stages of
the criminal justice system. This is a valuable means to empow-
er victims to participate in matters that affect their safety and
well-being. 

The Act provides for severe minimum sentences to be imposed if an
accused is convicted of murder or attempted murder where the vic-
tim is or was in a domestic relationship with the accused. The same
applies in the case of rape, where the victim was a child (a person
younger than 18 years), an older person, a person with a disability,
or is or was in a domestic relationship with the accused. The impo-
sition of minimum sentences aims to protect vulnerable groups
against violent crimes. 

There are many reported instances where the criminal justice sys-
tem has failed to protect victims of gender-based violence. In some
tragic incidents, victims continued to suffer horrific ordeals or even
paid with their lives after they had requested assistance from the
police and courts. Both Acts promote the commitment of the 
government to prevent the re-occurrence of these incidents. It con-
veys the message that gender-based violence will not be tolerated
and perpetrators will be dealt with decisively to ensure that victims
are afforded the protection that they deserve. 



In light of the South African Police Service's inadequate preparedness during the COVID-19 pandemic and
its slow and insufficient response to the July 2021 civil unrest, trust in the SAPS has reached a new low and
has resulted in renewed calls for reform. Several stakeholders in academic -, research - and non-govern-
mental organisations proposed that the concept of Evidence-based Policing (EBP) could be the vehicle to
help turn the police's efforts into more successful operations. In this article, the authors explore the inter-
sectionality of EBP, workplace learning and police culture in facilitating police reform. It is argued that while
EBP could provide a valuable knowledge base to tap from, it should be supported by proper supervision and
guidance, and buy-in from frontline officials to become practice and, eventually, embedded culture. That is,
workplace learning could prove a valuable tool to establish EBP within the police service, which in turn could
affect traditional police culture. Based on the findings of pilot studies conducted at five police stations, it is
proposed that with effective supervision and monitoring, it would be possible to establish EBP principles in
the workplace, reduce the influence of police culture and pave the way for police reform.

evidence-based policing, workplace learning, police culture, agency, police reform. 



"Pressure from the public and political opposition is growing, but
police reform in South Africa is unlikely to happen anytime soon"
(Burger, 2021). A statement such as this one highlights the appar-
ent inability of the South African Police Service (SAPS) to reform
and become more effective in policing the country. These senti-
ments are often raised in reports and bulletins published by the
Institute of Security Studies (ISS), even serving as conference and
article themes. Reform in this context not only refers to the insti-
tution or its structure but also the make-up of its officials who fail
to reduce crime (Bruce, 2021). Such publications and conferences
are justified and warranted given the high crime rate in South
Africa as presented by the SAPS (SAPS, 2022). The crime statistics
for the last quarter of the 2021/2022 financial year, as released by
the Minister of Police, Mr Bheki Cele, highlight the need for reform
of the organisation unequivocally (SAPS, 2022). These statistics
paint a "violent, brutal and unsafe" picture for many South
Africans (Charles, 2022). Recent events exposed the police as
underprepared for public protests such as what happened during
the July 2021 civil unrest (Bruce, 2022). The police were taken by
surprise (Felix, 2022), heavy-handed (Bruce, 2020), slow to react
and overwhelmed (Ferreira, 2021a). The trust in the SAPS has sub-
sequently dropped to a new low. The situation is exacerbated by
instability in the police leadership (Afrobarometer, 2021). 

A panel discussion at the 6th Annual American Society of Evidence-
based Policing (ASEBP) Conference pointed out that the recent
unrest in the United States of America led to calls for defunding of
the police if it could not ensure the safety of the citizenry (ASEBP
Notes, 2022). Such calls have not yet been made by South Africans,
but calls have been made for increased efficiency amid budget cuts
for policing. There is thus no alternative for the SAPS than to
reform and regain the trust of the community (Burger, 2021). 

Several stakeholders in academic -, research - and non-govern-
mental organisations have noted that the concept of evidence-
based policing (EBP) could be the vehicle to help turn the police's
efforts into more successful operations (Western Cape Evidence
Advisory Committee, 2022; SAPS, 2019b). While EBP could provide
a valuable knowledge base to tap from, it still needs to be intro-
duced to the SAPS and rolled out systematically to gradually build
a knowledge base relevant to the South African context (Sherman,
2022).

A major step in police reform is to find and embrace common
ground with the community it serves since the SAPS's administra-
tively justified standards, institutionalised through official direc-
tives and Standing Orders, may not be aligned with what the com-
munity expect and how they want it to be executed (Heiberger,
2022). This view poses important questions to police leadership
about policy and practice, and the police's official development to
reduce the use of force, bias and crime. It has been argued that
EBP could potentially drive the change in policing practices and
facilitate the reform of policies based on evidence of what works,
but which had to be tested in pilot studies. 

This article draws from the EBP pilot studies conducted at five
police stations and the learnings of the 6th ASEBP Conference held

in Washington DC during 2022, to explore how the intersection of
EBP, workplace learning (WPL) and police culture can advance
police reform in South Africa. 

Learning in the work environment is multimodal and complex
when the social-cultural nature and boundaries which influence
learning are considered (Billett & Choy, 2013:264). To this end,
Jacobs and Park (2009:134) explain that WPL has three interacting
variables relating to the location of the learning, the extent of
planning that goes into developing and delivering the learning
experience and the role of the trainer in the learning process.
These authors define WPL as "… the process used by individuals
when engaged in training program(me)s, education and develop-
ment courses, or some type of experiential learning activity for the
purpose of acquiring the competence necessary to meet current
and future work requirements" (Jacobs & Park, 2009:134). While
individuals' thinking and acting at work are influenced by practices
in the workplace, most learning consists of informal learning expe-
riences. These experiences generally occur during learners' inter-
action with others in the workplace, a social setting that typically
has its own culture and language (Billett, 2004:119). Because
learning is situated in the workplace, this study falls within the
constructivist and socio-cultural perspectives of learning. In this
view, police officials will construct new knowledge when they
apply what they are taught in their day-to-day tasks.

EBP refers to the practice of using available evidence to inform 
policy development and challenge existing policies, practices and
decisions. It does not provide absolute answers, but rather assists
police officials to reflect on their practices, consider how to apply
the best available evidence in their day-to-day work and learning
from the outcomes, in terms of both successes and failures. EBP
thus encourages asking questions and challenging accepted prac-
tices to improve such practices (College of Policing, 2022).

In this article, we align with the definition of police culture pro-
posed by Reiner (2000:87) as a "developed pattern of understand-
ings and behaviour that help officers cope with and adjust to the
pressures and tensions confronting the police". Police officials
need to develop new skills or apply police approaches to improve
their practices while being influenced by their organisational cul-
ture which is not monolithic or unchanging, according to Reiner
(2000:106). Johnson and Scholes (1999) assert that there is no
"best" or "worst" organisational culture, but that some organisa-
tional cultures match and support organisational products or serv-
ices better than others. Organisational strategies should, there-
fore, endeavour to match the organisational culture with the serv-
ice it provides. The police culture should thus enable experiment-
ing with policing methods as required in EBP in real-world situa-
tions because that is when WPL is most effective. 

With growing dissatisfaction with the SAPS's lack of progress in
successfully addressing crime, it comes as no surprise that com-
munities want the police to account for their failure to secure safe-
ty in the country and to reform. While academics tend to develop



their own definitions for "police reform", there is no single defini-
tion or shared concept that prevails (Call, 2003:2). Dias (2021) expli-
cates that real police reform refers to more officials, more training
hours, adequate equipment, support to injured police officials,
financial security and being realistic about what officials can and
cannot change. In this article, police reform is conceptualised as a
process that requires new thought paths. That is, police reform
requires rethinking how the organisation operates and improving it
by redesigning its structure, policies, make-up, values and culture,
and ultimately its services while respecting the rule of law.

The demand for police reform is certainly not a recent one. It has
been the subject of concern for many authors and has seen sever-
al recommendations on the type of police needed in South Africa.
Bruce and Neild (2005) wrote a comprehensive handbook for over-
sight of the police to help shape police professionalism. Dugmore
(2017:1) proposes a new policing reform agenda that centres on
the protection of human rights and demilitarisation (with particu-
lar focuses on public order policing), the independence and oper-
ational autonomy of policing institutions and oversight bodies,
police responsiveness, efficiency and professionalism. 

Despite such academic guidance and the overwhelming need for
police reform, the SAPS is slow to adopt these recommendations
and reforms. To this end, Ivkovic´, Sauerman, Faull, Meyer and
Newham (2020:320) assert that effective police reform and pro-
fessional, legitimate policing are dependent on the willingness and
ability of the top leadership to transform the SAPS. The SAPS is,
however, experiencing a leadership crisis, visible through contin-
ued instability in the police, which impacts negatively on both the
morale and performance of frontline police officials, making
reform a futile task (Faull, 2022). 

Several incidents of alleged police brutality continue to surface
despite the recommendations made by the Farlam Commission of
Inquiry (2012) and the Panel of Experts appointed after the Farlam
Commission of Inquiry had published its findings (Panel of Experts,
2018:54-393). Heavy-handed policing tactics were reported in the
media when police officials enforced the national state of disaster
regulations during the COVID-19 pandemic (Izobo & Abiodun,
2020; Gumede, 2020; Lamb, 2020; Chabalala, 2020). 

Soon after the initial, tougher than needed, response by the SAPS
officials and South African National Defence Force (SANDF) sol-
diers, a more acceptable approach to policing was adopted. The
softer policing methods were mainly the result of inclusive and
consultative Provincial Joint Operational Centres in which security
forces, government departments at the provincial and local level,
as well as non-governmental organisations that represent the
community, worked collaboratively. Several lessons were learnt
from the collaboration between the police and the community
(Schwartz, Burger, Smit, Botha, Snyman, Moult, Kriegler, Van der
Spuy, Redpath, Gopal & Bhoola, 2021:61-65). The most critical 
lessons included:
 The criminal justice system's capacity to involve all role-players

provided space for inter-sectoral coordination, cross-cutting
"integrated" efforts and "whole of society" approaches to fight
the pandemic.

 Strategies to augment capacity such as the deployment of
office-bound officials, drawing on specialised capabilities and
the utilisation of commissioned officers to oversee and assist
with policing on the streets worked well. In addition, the cross-
training of staff to fulfil multiple roles emerged as an important
precondition for the successful redeployment of office work-
ers.

 The study confirmed the need for the organisation to engage
the well-being of its members in a much more concerted 
manner. 

 Police officials should also be kept properly informed about
their policing objectives during detailed briefings and debrief-
ings at station-level parades during shift changes. This practice
had a positive impact on police officials and their respect for
human rights.

 The trying conditions under which police officials had to con-
tinue functioning during the COVID-19 pandemic prompted
station commanders and their members to find innovative
ways of performing their duties. This required the use of dis-
cretion which under normal situations may have been frowned
upon. However, discretion in the hands of inadequately trained
police officials could be risky for the safety of society. 

 Systems and capacity for data integration between the police,
courts and correctional centres still fell short of being effec-
tively integrated. This reaffirmed the need for modernising
communication systems within SAPS, synchronising communi-
cation and data management systems across government
departments and the importance of a digital capacity to inte-
grate security in the 21st century.

 Questions about the preparedness of SAPS solicited responses
among SAPS respondents about the absence of personal pro-
tective equipment (PPE), pointing to a lack of proper pre-
paredness for sudden large-scale occurrences. 

 The first few sets of regulations issued in terms of the Disaster
Management Act 57 of 2002 (DMA) prescribing the lockdown
levels and their restrictions were heavily criticised as being
vague and unclear. This caused uncertainty and often resulted
in conflicting interpretations and inconsistent application
thereof by the police and other enforcement officials.

 With the enforcement of the regulations primarily by the SAPS,
police officials became the target of frustration in some com-
munities resulting in physical attacks. This points to a dire need
for the development of an understanding of and respect for
the SAPS and its mandate.

The deployment of police officials to the civil unrest in KwaZulu-
Natal and Gauteng during mid-2021 followed shortly after the
deployment of SAPS Head Office personnel to strengthen policing
during the COVID-19 pandemic (Ferreira, 2021b). Not only was the
Police Service criticised by the community for its late and inade-
quate response (Singh, 2021), but it was emphasised by the
Human Rights Commission that the police failed to respond in time
due to the absence of intelligence about the scale of the unrest
and the unpreparedness of the police to protect citizens' lives and
property (Monama, 2021; Ferreira, 2021b). Regarding several of
the lessons learnt during the COVID-19 pandemic deployments, it
is clear that the SAPS did not take cognisance of the warning signs
related to slow responses, under-preparedness and uninformed



frontline police officials about their objectives when they are rede-
ployed to civil unrest situations. The SAPS forgot the lessons learnt
about the late distribution of PPE to frontline officials during the
COVID-19 pandemic operations and suffered the same criticism,
although in a different context, during the July 2021 unrest in the
two most affected provinces in the country, namely KwaZulu-Natal
and Gauteng. Again, collaboration with ordinary citizens to solve
problems in the community was ignored. Instead, the police relied
on its intelligence to prepare for anticipated anger about the loom-
ing arrest of the former President of South Africa, Mr Jacob Zuma.
This step proved to be fatal for many victims of rioting and looting
(Monama, 2021). 

The policing of hate crimes and xenophobia also proves challeng-
ing for SAPS (SAHRC, 2010). This could be because police officials
prevent "crime" and not "hate" and could overlook signs of resent-
ment for non-nationals, friction and potential xenophobic conflict.
Frontline police officials also need to respond to service delivery
protests of communities even though the SAPS is not necessarily
the cause of their dissatisfaction. Von Holdt, Langa, Molapo,
Mogapi, Ngubeni, Dlamini and Kirsten (2011:2) explain how easily
public service delivery protests escalate into xenophobia:

"… a new wave of conflict swept across the country, with
the epicentre - as in the xenophobic violence - in Gauteng.
The community protests against poor service delivery, 
corruption and the lack of consultation with communities
by government often flared into violence between protest-
ers and police, and not infrequently involved episodes of
xenophobic violence as well."

While xenophobia-related incidents were reported to a lesser
extent in other provinces, police responses to xenophobia-related
violence in Gauteng and KwaZulu-Natal were met with criticism
and accusations of bias, echoed by calls for reform (Misago, 2021).
The SAPS were found to over-police non-nationals during such
events in contrast to the normal under-policing when non-nation-
als report crime (Edwards & Freeman, 2021:11-21). 

Not surprisingly, these events and continuing high crime rates in
the country contributed to the replacement of the National
Commissioner of SAPS, General Khehla Sitole, at the end of March
2022, before the termination of his contract. However, substituting
the National Commissioner per se will surely not change police
policies, performance or culture. Feelings of safety are not
dependent on policy reform, but on action which exposes the citi-
zenry to less force. For this, the police service needs to review its
operational policies as its perceived justified administrative stan-
dards stipulated in its policies, national instructions and other
directives to frontline police officials might not meet the approval
of the people they police. As an example, Edwards and Freeman
(2021:5) explain the following: 

"… accessing services as a victim of crime, the SAPS Victim
Support Policy promotes the provision of professional,
accessible and sensitive services by SAPS officers. Although
the SAPS Service Charter for Victims of Crime and its imple-
menting framework, the Minimum Standards of Service for
Victims of Crime, do not deal directly with the treatment of
victims who are non-nationals …"

Several police strategies such as the Rural Safety Strategy are criti-
cised for not being supported with the necessary resources to give
effect to these strategies (Pijoos, 2020). Police officials are further
often criticised for being ill-equipped to deal with sensitive inci-
dents such as gender-based violence (GBV) and offences of a 
sexual nature (Human Rights Watch, 2021). 

Given this background, it is clear that much of the police's 
performance relies on their training and practices on the frontline
(Faull, Kelly & Dissel, 2021:14). While acknowledging such criti-
cism, policy reform does not mean everything must change, only
that which needs to be fixed or aligned to more acceptable ways of
policing. The police must know what prompted previous changes
to policy and assess whether such changes are still relevant. Policy
reviews may thus have to occur more frequently (ASEBP Notes,
2022).

Suggestions are often made that police officials must learn to
respond appropriately to community needs, assuming that police
officials are all well-literate and educated, but this is not necessar-
ily the case. Shockingly, it was revealed in 2002 that 25% of police
officials in Mpumalanga could not read or write properly and did
not have a matric qualification, which created challenges in record-
ing and investigating crime (News24, 2002). Years later, the situa-
tion appeared as bleak. In 2018, a SAPS delegation conceded to
Parliament that a low level of literacy skills among officials still
exists (Maqhina, 2018). Moreover, police officials who can read
and write are often functionally illiterate and pose a challenge to
implementing the National Commissioner's Turnaround Vision
(Magubane, 2018). The Turnaround Vision referred to "a crime-
free country that is conducive to socio-economic stability, in sup-
port of a better life for all". The vision would focus on stabilising
crime hotspots, preventing and combating gangsterism, serious
crimes, crimes against women and children, unlawful possession
and dealing in drugs, and most importantly, on enhanced police
visibility and targeted crime prevention operations to make people
feel and be safe (SAPS, 2018:13). 

To improve functional literacy levels, the SAPS explained that the
organisation has trained 98.87% of 77 843 police officials success-
fully in 2018, declaring them competent in learning programmes
such as public order policing, dealing with crimes committed
against women and children, crime investigation and forensic 
science investigation training (SAPS, 2018:13). By 2021, the SAPS
had trained 655 police officials in crime prevention, 1427 officials
were trained to deal with crimes committed against women and
children, while 1635 officials were trained in crime investigations
and 177 officials completed forensic science-related courses. A 
further 459 police officials were trained in public order policing
(SAPS, 2021a:81). 

However, the question needs to be asked whether this type of 
formal training is enough to change police behaviour and embed-
ded old police practices? Even well-established police forces strug-
gle to deliver good service to members of the public when those
civilians cannot read and write English (Public Safety Canada, N.d.).
It not only poses challenges to service delivery but the functioning



of the whole criminal justice system. This has led to the roll-out of
specific development for police officials to utilise other senses too,
for example, also read body language. Such development does not
take the form of formal training, but rather on-the-job training.
More than formal functional training is needed to reform police
practice such as completing case dockets, taking statements and
capturing crime data on computer systems. Lave and Wenger
(1991:93) state that participation in a social practice such as the
workplace points to employees' level of engagement to specific
activities of that workplace and to their fellow employees. Such
employees become learners when they develop skills through
their participation in work activities with others in the workplace.
Police officials will, in this context, develop new skills when they
are involved in police activities within the police environment
among police officials and clients. Their thinking patterns and con-
ceptualisation of crime need to be reprogrammed to cope with
changing policing demands in the field. Police officials need to be
able to account for their actions which means that they have to
record their actions in detail and keep such records safe for later
referral. This is, however, not the case as concluded by Bruce
(2020:2) in his study on police brutality. This author points out that
the SAPS is unable to account for how police officials generally use
force and that police officials lack the culture of accounting for
their use of force. 

What happens to the volumes of incident reports at the end of
operations and are they not read and analysed? The answer to this
question could lie in the way that recording, reporting and
accountability are taught, understood and applied. In a similar
vein, one could also ask what happens to the volumes of research
reports, inspection reports and internal audit reports generated by
police officials in the SAPS. Finally, one needs to pose the question:
How can new learning promote police reform if the sources for
learning remain hidden in filing cabinets and archives?

Fifteen years ago, Schwartz, Schurink and Stanz (2007:245) assert-
ed that frontline police officials' trust in their commanders was
low, their commitment lacking and that they experienced difficul-
ty in associating with the SAPS as organisation. Commanders on
the other hand were perceived to lack managerial skills. At the
time of the study in the East Rand Police Service Area (ERPS),
Schwartz et al. (2007:46) pointed out that, if not careful, the SAPS
could find it very difficult to reform due to a looming pathological
culture. One finding reads as follows: 

"A culture in which employees do not support each other,
cheat each other through false reporting, and fear for safe-
ty due to inadequate resources are prevailing in the ERPS.
This is [a] further indication that the prevailing culture is
leaning dangerously towards a pathological state."

The finding sounds outdated, but it is very familiar to the morale
survey of the SAPS conducted in 2021, which clearly shows that
police officials do not trust their colleagues because of their per-
ceived lack of integrity (SAPS, 2021b). Given the amount of train-
ing provided to police officials to improve their functional literacy,
little is done to strengthen an ethical police culture that would
improve safety in the country. The police's strategy for developing
professional police officials is not working. 

Poor performance may also be indicative of poor supervision on
the frontline. Schwartz and Schwartz (2020:17) explored the Police
Service's attempt to reconstruct the professional identity of
employees by drawing from four case studies. The authors con-
cluded that the cases -

"… presented with examples of how police officers resist
change, deviate from police directives and develop alterna-
tive ways to get their work done if not closely supervised.
Police officers find themselves confronted by what the
organisation requires of them and what they experience in
the workplace. While developing professional identity
within the police, the individual has to navigate between
organisational prescripts and own discretion in the field".

In other words, frontline police officials learn in the field about
what works for them and what does not when they are confront-
ed with particular problems. Schwartz and Schwartz (2020:22) 
further argue that supervisors and suitable role-models play an
integral role in guiding frontline police officials to develop the
desired police officials' identity, emphasising discipline and com-
pliance with organisational directives. This is achieved by observ-
ing, mentoring and modelling, and supported by encouragement,
skills development, regular appraisals and fair reward. 

Without exposure to real situations, trial and error, learning from
discretion and reflecting on what worked and why it worked,
police officials will not understand why they need to change their
tactics and conduct. Supervisors have to facilitate the learning
process by analysing police officials' production sheets and shift
reports. To this end, Mofokeng (2012:70) concludes that in the
SAPS, specifically in the detective environment, both supervision
and mentoring have been neglected for many years. In the same
year, Grobler and Prinsloo (2012:52) highlighted the fact that many
supervisors were ignoring misbehaviour while others believed that
dealing with misbehaviour was not their responsibility. Yet, a case
study conducted by SAPS researchers at a police station in the
Western Cape in 2019 revealed how much influence supervisors
and junior officers have on the effective implementation of organ-
isational directives and the continuance of acceptable service lev-
els by frontline officials (SAPS, 2019a). The study revealed that
without supervisors and junior officers, it is highly unlikely that
frontline police officials will execute their duties according to pre-
scripts and their performance will generally be lower than expect-
ed. Issuing policies and national directives are not sufficient to
ensure effective policing, let alone reforming police behaviour as
Schwartz and Schwartz (2020:20) have argued, because policies
and directives must be implemented for it to become practice.

Usher and Edwards (2007:2) assert that learning is a socio-cultur-
ally embedded set of practices in which learning is neither invari-
ant nor unchanging. Regardless of the andragogy or alternative
adult learning theories applied, employee training is starting to
take a backseat to WPL (Estep & Biech, 2008:9). These contribu-
tions echo the argument by Billett (2004:119) that while individu-
als' thinking and acting at work is influenced by practices in the
workplace, most of the learning in the workplace consists of infor-
mal learning experiences. It is thus worthwhile unpacking relevant



conceptualisations of WPL as several key factors that impact learn-
ing in the workplace are not far removed from what Schwartz
(2019) pointed out as critical for shaping and reshaping police 
culture and identity in the SAPS. Factors that are key to effective
WPL within police organisations such as the SAPS include the fol-
lowing:
 Products of informal, unintentional learning remain more

prominent than intended outcomes of experiential or formal
learning interventions in the workplace. 

 Organisational readiness to support WPL plays a significant
role.  

 Unsupported police officials develop coping mechanisms in
response to the introduction of new work philosophies or prac-
tices and construct unintentional and sometimes unwanted
practices.  

 Reflecting on workplace experience features prominently in
WPL (also supported by Boud, Keogh & Walker, 1985:19).

 Active participation of targeted officials is needed for learning
to take place.  

 Learning is more effective in the workplace when police offi-
cials become part of communities of practice. 

 When the culture of a particular community is perceived to be
too different from that of newcomers, or when perceived as
uninviting, the latter will find it hard to enter such communi-
ties of practice. 

 The pervasive strong police culture and identity still cause
obstructions to learning in the workplace. 

 Deliberate actions are needed to support the integration of
learning into practice (Schwartz, 2016; Schwartz, 2019:477-
500).

To this end, police organisations should reconsider the importance
of learning in the workplace, especially due to the prominence of
informal learning as it goes unnoticed and unrecognised (Jacobs &
Park, 2009:141). Informal learning, like more controlled forms of
WPL, is constructed through work and at work. Schwartz
(2016:275) found that very few senior police officers had the emo-
tional intelligence to deal with the unsympathetic workplace
where they were supposed to develop new skills. The demand to
meet targets of fighting crime was superseding their learning and
development by far. As a result, they developed coping mecha-
nisms by cheating and taking shortcuts in their work. Supervision
and guidance are thus critical for the development of new ways of
working and the improvement of work practices. However, as
Billett and Choy (2013:268) point out, even when learners are
afforded opportunities to learn from experienced employees, their
WPL depended on their level of interest, motivation and ability to
learn. This implies that police officials will learn when they choose
to, even if they are allowed to learn new practices. A remedy could
be found in what Billett and Choy (2013:272) suggest as they argue
that learners need to be prepared for circumstances that relate to
previous unpleasant or confrontational encounters for them to
deal better with such situations. 

Warhurst (2006:115) asserts that adult learners who felt part of a
group or organisation demonstrated their belongingness to the
group and place in their work output. It is, therefore, also impor-
tant for police officials, in their capacity as learners, to reflect on

their affiliation to the organisation and their contribution to the
performance of the police as an organisation (Boud et al.,1985:19).
Frontline officials, in particular, need to read directives and proto-
cols and compare their actions, think and reason about things to
gain a better contextual awareness to solve problems appropriate-
ly. In particular, they need to reflect on their work. Knipfer, Kump,
Wessel and Cress (2013:30) argue that organisational learning is
constructed from individual and team learning at work. While
reflection drives organisational learning, it is the act of cumulating
the outcomes of everyone's reflection that stimulates the integra-
tion of individual and team learning to become organisational best
practices.

As indicated earlier, the organisation's readiness to support the
development of new and desired ways of practice is a key factor
that impacts on employee practices. More creativity in problem-
solving, underpinned by healthy discretion, is needed for instance,
but creativity is deemed to obstruct police culture. Creative think-
ing that would support new policing concepts could involve: 
 Rejecting standardised problem-solving formats and exploring

widely in the field of the problem; 
 considering multiple perspectives and viewing the world rela-

tively and contextually; 
 applying trial and error experiments using alternative

approaches while having a future orientation; and
 embracing change, testing own judgment and building self-

confidence (Brookfield, 1987:115-116.). 

Divergence in the workplace results in the opposite. As Schwartz
(2016:343) argues, when police officials experience different
organisational cultures, policing philosophies and alternating lev-
els of support for adopting new strategies and approaches to polic-
ing in their workplace, they question the validity of supervisor
guidance and often opt not to follow any directive. In such
instances, individual learning is mostly to survive, to cope with
pressure. For Schwartz (2016:417) the police culture impacts heav-
ily on WPL, but it is merely a contributor to the conditions for
learning as the police officials engage with learning opportunities
regarding their existing abilities, personal agency, knowledge of
the organisational culture and willingness to participate in learning
opportunities at work.

Schwartz (2016:343) found that the strategy of getting police offi-
cials to do several concurrent tasks or activities did not sit well with
the older generation police officials as they struggled to cope with
the amount of work, the complexity thereof and the pace at which
they had to develop new skills. All they learnt was how to manage
time and how to survive the demands of the workplace. There is
no guarantee that workers will learn what they have to learn,
argues Billett (2011:13) as this author further explains that learn-
ers construct knowledge from what they know (cognitive experi-
ence) and what they experience (pre-mediate experience) which
may result in being unpredictable.

In an evidence-based approach to policing, experience and intu-
ition are crucial, but research, analysis and evaluation must also be
part of the process (ISS, 2020). As South Africa faces significant



public safety challenges, many South Africans do not feel safe. The
SAPS has an ethical obligation to work effectively and efficiently to
promote safety and prevent crime (Faull, 2013) which can be
achieved through an EBP approach in policing (ISS, 2020). 

EBP is based on existing information about what works and does
not work in policing (Potts, 2017:21; Kriegler, 2021). It is a shift in
how we think about policing and safety. As the police continue to
evolve, it is imperative that we understand our origins and how we
can address our most pressing challenges. Very few studies exist in
South Africa in which the impact of police actions has been meas-
ured that point to the police operationalising strategies without
having an idea whether or not such tactics work (Kriegler, 2021).
To comprehend the basic premise of EBP, one has to ask pertinent
questions such as: How effective is our policing? What works to
reduce crime and build trust in the police? And how do we know?
It may also prompt the question about who is asking the question,
because the indicators for success may differ depending on who
answers these questions. 

Questions like these proposed by Potts (2020) are also applied in
other contexts such as in the general sense of police oversight as
explained by Bruce and Neild (2005:8-9). They highlight that sev-
eral countries moved to measure police performance and reform
differently from focusing on statistics only. Instead; they define the
characteristics or key aspects of police reform and then monitor
and evaluate the police according to these aspects. In contrast,
police agencies tend to use statistics to show improvement in
addressing crime while civilians may measure success in respect of
how safe they feel in their community. Phillips (2011:57) for
instance argues that police officials' memories of the past could
also serve as a reference to measure their success in policing.
Unfortunately, despite the volumes of work done by academics,
the SAPS still finds itself in its infancy. Police officials, therefore,
need to be exposed and introduced to EBP methodologies in a
step-by-step approach.

There is also a perception that police officials do apply elements of
EBP in their everyday policing functions. This may be true, but will
this response hold when the police's practices are scrutinised? For
police actions to constitute EBP, there has to be evidence that their
actions have resulted in an improvement of the solution of a crime
or problem in the workplace. There has to be a proper record and
account of what worked. SAPS needs to incorporate the best evi-
dence available into their work, to determine what works and
what does not. It fosters an organisational culture that supports
scepticism, openness and critical thinking. Emotionally intelligent
frontline police officials will know when to arrest and when to edu-
cate. This argument ties in with a discussion on day two of the
ASEBP Conference (2022) about the de-escalation of potentially
violent confrontations or citizen behaviour. Police officials need to
be trained in methods to reduce the possibility or potential for the
use of force. EBP provides police officials with the fundamental
skills needed to test, evaluate and constantly learn from their
work. According to Sherman (2013), EBP does not have to be com-
plex as it can work in three basic steps namely target, test and
track. This means those police efforts should be targeted at 
solving specific problems and places, based on research and 

experience. Policing ideas and tactics should be tested and learnt
from to build knowledge about what works and what are more
effective than using methods that we think will work or that make
sense. What works should be tracked by recording, sharing, learn-
ing and changing how we work based on what we know. An exam-
ple of a successful EBP strategy is found in hotspot policing which
focuses limited resources on small geographic areas or places,
mainly in urban settings where there is a concentration of crime.
Hotspot policing is rated "effective" for reducing overall crime.
Moreover, it is rated as "promising" for reducing crimes related to
violence, property, public order and drug and alcohol offences (NIJ,
2013).

By incorporating this logic into the daily work of the police, officials
can be confident that their actions and conduct are based on the
latest research on what reduces crime and improves public confi-
dence in the police (ISS, 2020). Successful police reform often
relies on policing communities in ways unique and acceptable to
that community as opposed to a nationally directed method
(Heiberger, 2022). For that reason, it is important to empower
communities with the basic knowledge of EBP; by understanding
EBP they can support the police and hold them accountable for
their activities (ISS, 2020). Drawing from the ASEBP Conference
(2022) discussions, finding common ground between the police
and the community is the key to successful police reform as polic-
ing will become more acceptable for the community, which in turn
builds trust in the police. Linked to police reform is the acknowl-
edgement that "police common knowledge" is not necessarily
"community common knowledge" and vice versa. The relationship
between community expectations and police administrative stan-
dards (contained in police national instructions and standard oper-
ating procedures) should be reviewed to identify gaps in commu-
nity expectations and standard police practice. The gaps must be
addressed by consulting with the community within the bound-
aries of the police's legal mandate (Saferworld, 2006).
Expectations that do not fall within the scope of the police's man-
date, are unreasonable or not rational and would require commu-
nity enlightenment through awareness programmes to educate
the community in this regard.  

Bueermann (2012:13) explains that EBP -
"… offers a practical solution to the need to balance public
safety, community service needs, available funds and tax-
payer expectations. It blends the science of controlling
crime and disorder with the principles of community polic-
ing and problem-solving. It helps communities focus on
meaningful, achievable public safety outcomes without
breaking their budgets. Evidence-based policing can be
implemented without adding law enforcement officials,
disrupting police organisations or offending community
members. It can also help police departments strengthen
their legitimacy with the diverse communities they serve".

The view of Bueermann (2012:13) implies that EBP does not
require additional resources and should not only involve police
officials as EBP, in its very nature, is still community policing. The
evidence of what works, uncovered by researchers and police 
officials in the field, can contribute to the development of more



effective policing strategies if the disconnect between the evi-
dence and the police approaches can be mended. However, this
view of Bueermann (2012:13) needs to be broadened to include
the pervasive police culture where line managers make decisions
based on their seniority and not on what evidence tells them. New
practices have to be evaluated to determine their impact on crime
and their overall outcome. If they do not, they should be refined
and lessons learnt documented to ensure that mistakes are not
repeated (ISS, 2020). 

The Southern Utah University (SUU) suggests five steps of EBP
which map out the process. These steps are: 
 asking a question about the problem or situation; 
 collecting the evidence and research results; 
 evaluating the evidence; 
 implementing the findings in the context of the problem or

situation; and 
 assessing the outcome (SUU, 2020). 

Without evaluation, there will be very little argument to convince
policymakers of the need for review of organisational directives
and strategies. May, Hunter and Hough (2017) drew from previous
research conducted by the Alliance for Useful Evidence in 2016 to
define an initial list of categories of mechanisms that could
advance evidence-use practices: 
 Building awareness, understanding and support towards using

evidence. 
 Building agreement on the relevant questions to seek answers

to.
 Access and communication - providing communication of, and

access to, evidence.
 Promote interaction between decision-makers and

researchers.
 Support skills development. 
 Promote a culture of experimentation among senior police

managers.
EBP needs support from within the organisation if it is to be
accepted, embraced and inculcated into practice. 

The research was conducted following a qualitative research
method within a Participatory Action Research (PAR) approach.
The research approach was an exploratory pilot study to explore
the understanding and practice of EBP and its intersection with
WPL and organisational culture to determine its potential for
police reform.

The study was conducted in the Eden Cluster in the Garden Route
District Municipality in the Western Cape (Garden Route District
Municipality, 2022:66). The Eden policing district consists of two
clusters namely the Eden Cluster and Da Gamaskop Cluster
(Western Cape Government, 2022:9). The district consists of farm
homesteads, small towns and industrial and commercial outlets, but
80% of the population live in urban areas (Garden Route District
Municipality, 2022:66). The Eden district polices communities with
distinct income inequalities and unemployment and has to deal with
crimes such as murder, attempted murder, assault and robbery. 

Data was collected in a PAR project over two years. The EBP pilot
project was initiated by the SAPS's Cluster Commander in the
Western Cape and conducted collaboratively with the Institute for
Security Studies (ISS) in South Africa at five police stations. These
were the Conville, George, Oudtshoorn, Thembalethu and Knysna
Police Stations. The stations decided on the objectives of their
respective stations (SAPS, 2019b) which were to:
 Develop improved conflict management and leadership capa-

bility of frontline managers for improved crime combating.
 Improve motivation levels of personnel as a means to reduce

absenteeism levels. 
 Reduce burglaries at residential and business premises.
 Improve cooperation between the SAPS and the National

Prosecuting Authority (NPA) to increase conviction rates.
 Reduce youth and children's involvement in crime.
 Improve reporting of domestic violence-related assault inci-

dents.
 Reduce the level of assault committed in the vicinity of taverns,

liquor outlets and shebeens.

The researchers conducted a series of seven focus group inter-
views during planning sessions, briefing and debriefing meetings.
The focus groups had between six to eleven participants per sta-
tion depending on their personnel availability as it differed each
time. Results and feedback were interpreted and supplemented by
a review of literature about crime, EBP and organisational direc-
tives. Focus group interviews were followed up by in-depth one-
on-one interviews with experienced police officials representing
each targeted environment: crime intelligence, detectives and uni-
formed frontline police officials. When requested by participants,
interviews were conducted electronically, by responding to ques-
tions that were sent via e-mail to them. Data was also collected
through participant observation in the field and at police meetings
and meetings with the community where police officials reached
out to the community.

The research strategy was to brief the relevant role-players in the
cluster to, as a focus group, explore the specific outcomes to be
achieved during the study. The participants were involved in set-
ting these goals to increase their buy-in and to provide the focus
for each step in the action research cycle. The research team, con-
sisting of researchers and station participants, identified crimes or
phenomena that they wished to address and developed action
plans to resolve those issues. Crime intelligence products and
crime rates were used as a baseline for future measurement in
respect of crime reduction. The SAPS Head Office researchers pro-
vided instruments (discussion guides) to the stations to facilitate
more debate and reflection at EBP research team meetings. In-
depth interviews were then conducted one-on-one with role-play-
ers during debriefing sessions in the different policing environ-
ments to determine their views on the development, utilisation
and effectiveness of research instruments applied to work towards
their operational goals. Finally, the research team reflected on the
research process, achievement of goals and lessons learnt in the
process. The data was then qualitatively analysed. The research
cycle was conducted over two years. The participating police 
stations were allowed to apply their learning and experience at



their own discretion for the researchers to determine to what
extent police officials were buying into the concept of EBP.
On conclusion of the EBP studies, the researchers wanted to estab-
lish the potential of EBP, considering WPL and police culture to
reform the police when they intersect. To establish such, it was
important to study how EBP is interpreted and applied, and how
EBP is evaluated and modified to address crime. Furthermore, it
was important to gauge the impact of specific EBP approaches on
the prevention, combating and investigation of crime and to iden-
tify good practices for further piloting in other police precincts.

The population of the study compromised police officials working
in crime intelligence, the detective service and the uniformed
frontline officials at five stations in the Eden Cluster. Purposive
sampling was applied in respect of senior commanders at the sta-
tions. Convenience sampling was applied with regard to sensitising
and roll-out of the pilot study to allow for as many police officials
as possible to join in the research project. No specific sampling size
was set for the stations.

The qualitative data analysis procedure was followed. It involved
reading and studying minutes of station meetings, operational
planning sessions, debriefing records and field notes to gain a thor-
ough understanding of the data. Data was then consolidated,
coded and categorised to enable the development of themes. Data
analysis was performed during and after data collection. 

Following methods of qualitative research, data interpretation was
validated for accuracy against participant views and understanding. 

Ethical clearance was obtained from the SAPS Research Advisory
Committee which utilised the SAPS Ethics Guidelines to consider
approval for the study. Access to stations was granted by the
National Commissioner, Provincial Commissioner, District
Commissioner and Station Commanders.  

Several important themes emerged from the data that reflect on
both the police officials' grasp and application of the EBP concept,
and on learning in the workplace. The five most prominent themes
are discussed. 

Although time was spent on sensitising police managers and con-
ducting several EBP induction sessions, the educational efforts
seemed to have stopped at those meetings. The Triple-T principle
of EBP which emphasises the targeting of problems, testing of
methods and tracking of outcomes was a necessary preparatory
step to introduce the concept and to relate it to existing knowl-
edge and practice of police officials' daily work. The induction 
sessions yielded some positive outcomes when police stations
applied aspects of EBP, but the principles of EBP have not yet per-
meated into everyday practice. 

The most prominent explanation for the stations' challenges with
EBP was that police managers did not take full ownership of 
developing an EBP mindset at their stations. Some station com-
manders initially showed more enthusiasm than others for the
pilot studies when all station commanders were together in a big
hall, but since participation was voluntary, later withdrew from
participating. Two of the five stations experienced changes in their
station management. These changes resulted in friction in the
management and a halt in the EBP pilot projects. It took months to
sensitise the new commanders and convince the station manage-
ment to consider new objectives for the EBP pilot. The pilot proj-
ects struggled to get off the ground due to the inconsistency of
managers in respect of their support for EBP.

The reason for an insufficient grasp of EBP could also be linked to
stations' inclination to manage projects and operations. It was
approached by police stations as once-off events or projects that
end at some stage, usually when they see that their actions bring
them closer to achieving their objectives. A station for instance
decided to conclude an initiative that would require continuous
attention to report GBV and domestic violence without consider-
ing the long-term effects of the initiative.

Another reason was that the communication with frontline offi-
cials was inadequate to develop a good understanding of the EBP
concept and how it relates to their work. Some communication
reached the frontline officials as they could refer to some buzz
words, but could not explain what they meant when using such
words and what is required of them in their daily activities.
Frontline officials generally lacked conceptualisation of EBP.

During the first phase, the research team was clear on the applica-
tion of EBP as a process and not just an event in policing. Yet,
observations during the second phase revealed that changes in
management at some police stations and changes in EBP research
teams brought about perceptions that the EBP concept was a proj-
ect that must be completed, passed and forgotten. Newcomers'
inadequate understanding of EBP and the managements' lack of
sharing information about EBP contributed to these perceptions.
There were at least two police stations that adopted the concept
of EBP and tested it during their special operations and interven-
tions before phasing it into their daily duties. Stations, however,
lacked measuring tools for the intended outcomes of their inter-
ventions and they did not develop a new instrument that could
serve as a performance indicator. Although stations were given an
instrument that could guide them throughout the planning, brief-
ing, execution and debriefing processes of police activities during
operations, it was seldom used. Stations did not develop new
instruments but merely referred back to their data and statistics on
reported crimes. Even though it was observed that in most inter-
ventions there was progress and that some objectives were
accomplished, stations still could not present evidence of process-
es followed to accomplish those objectives.



During phase two, some police stations applied the Triple-T
approach as introduced by Sherman (2013) to tackle crimes such
as burglaries and robberies. Through this approach, the stations
were not only successful in reducing these crimes but also built
sustainable relationships with other government departments and
non-governmental organisations. Evidence was found that EBP-
specific approaches can have an impact on the investigation of
crime, but very little data indicate any impact resulting from crime
prevention activities. This finding may have to do with the inade-
quate communication, development and monitoring of EBP princi-
ples in crime prevention duties executed by uniformed members.

While there were signs of good practices, these practices still
needed to be evaluated through a further assessment over time
before any conclusion can be reached that these early "good prac-
tices" are indeed evidence of good practices. The majority of the
stations have built and strengthened relationships with other role-
players. Where partnerships were already established, participants
were encouraged to strengthen those relationships. The practice
of EBP thus emphasised initiating and building partnerships/rela-
tionships with relevant role-players such as the NPA at courts or
employees of the Department of Social Development, depending
on the station's needs. This stakeholder analysis in the research
instrument that guided stations has thus enabled police stations to
identify gaps in their partnerships with other relevant role-players
when addressing problems that overlap with the scope or man-
date of such a role-player. Building and establishing communica-
tion networks were also easy or were picked up again as these
activities were existing practices at stations. Reverting to old prac-
tices seemed to be "quick wins" for stations rather than exploring
and adapting own police routine practices. Officials therefore
mainly referred back to what they knew instead of trying out new
ideas.

Stations indicated that EBP can contribute to reducing crime, but
there are still concerns regarding the sustainability of adopting EBP
in the daily duties of the police. This is because it was expressed
that the application of EBP is time-consuming and takes away
resources from the day-to-day police duties and operations. This
was a surprise finding as EBP will rather prompt police officials to
allocate their resources to where it will have the greatest impact
on crime, utilising resources more efficiently. Further analysis indi-
cated that the stations' concern over the sustainability of EBP prac-
tices at the station was rather a reflection of the additional work
brought about through thorough reporting of activities before,
during and after operations. Basic performance data were record-
ed on police systems but detailed notes regarding the operations
and the lessons learnt were neglected. The poor recording of
actions and activities relates to guiding questions on the study's
instruments that prompted clear monitoring and measuring of
actions and subsequent outcomes which were perceived as admin-
istration heavy and time-consuming.

It was clear that the principles of EBP need to be fully embraced
and incorporated into everyday business. Emanating from the
themes uncovered during the EBP pilot study, new themes relating
to both EBP and WPL within the police culture emerged and its
potential to influence standard practice towards reform is dis-
cussed. 

Essentially, EBP requires the improved recording of actions and the
reasons for such actions, to reflect on those actions and record the
outcomes and shortcomings. These steps are also critical for learn-
ing in the workplace because that is how learners, in this case
police officials, construct knowledge. They learn from what they
know and what they experience, their cognitive and pre-mediated
experiences (Billett, 2011:13). Police officials were encouraged to
record their actions during the EBP pilot projects for other police
environments to learn from and improve policing practices in their
respective precincts. The research team motivated thorough
recording as a necessary step to improve the style of policing.
However, the EBP pilot projects were perceived as a project with
start and end dates rather than pilot studies. One station had iden-
tified a specific objective to improve reporting of GBV and domes-
tic violence. This initiative would require continuous attention but
was soon "concluded" without considering the continuation of the
initiative to regain trust in the police. The station's initiatives could
provide valuable learning and perhaps evidence of what works to
improve the reporting of GBV, or the development of critical skills
to serve victims of GBV, something that the police are being criti-
cised for, according to Human Rights Watch (2021). The stations
were thus not embracing learning opportunities or recognising the
potential of the learning experience. This falling back onto project-
based management during the EBP pilot studies illustrates Billett's
view that individuals' thinking and acting at work are influenced by
practices in the workplace, which in this case is the stations' proj-
ect-based management approach to policing (Billett, 2004:119).

Active participation of targeted officials is critical for an EBP
approach to policing, but the stations shared the information
about what EBP entails sparingly. Once the EBP pilot project team
was formed, the concept seemed to be controlled by the senior
officer present in the room. This illustrates the typical police cul-
ture where the most senior person commands and delegates
responsibility. Without empowering the frontline, the EBP pilots
were destined to fail, almost as if the new initiative was deliber-
ately restricted. In some instances, commanders withdrew from
the pilot study at the station, in others, the whole station with-
drew when the station commander changed his mind about par-
ticipating in the study. This could be the result of fear of the
unknown, but it could also be fear of failure, something that adult
learners experience when they are expected to develop new skills.
Adults need to be prepared and sensitised before new concepts
are introduced, requiring organisational readiness to support
workplace learning (Schwartz, 2019:477-500). Yet, regardless of
the EBP study or lack of organisational readiness, the station com-
manders' decisions to withdraw do not seem rational as police



officials are faced with new challenges daily, each requiring new
methods and approaches to policing. These situations create a
learning opportunity for police officials as argued by Usher and
Edwards (2007:2) who assert that learning is a socio-culturally
embedded set of practices in which learning varies and changes.
The assertion of Ivkovic´ et al. (2020:320) that police reform and
professional policing depends on the willingness and ability of the
top leadership of SAPS to transform the organisation, should
extend to senior management at the local level as that is where
the impact in practice is made and experienced. The withdrawal of
commanders and members of the EBP pilot teams reflects the
instability in the police leadership on the local level where man-
agement volatility impacts negatively on the performance of front-
line police officials as pointed out by Faull (2022).

Successful inculcation of the EBP concept requires each police offi-
cial at a station to take ownership of the station's crime and safety
problems and to be susceptible to new ideas that could address
their problems. Being open to new ideas refers to using creative
measures and discretion to solve problems in practice and to learn
from them. Police officials' participation in policing suggests their
relation to crime prevention activities and commitment to their
own communities where they work (Lave & Wenger, 1991:29).
Frontline officials may thus have a stronger affiliation to the com-
munity than managers who have less interaction with community
members. Their desire to learn new ways may subsequently also
be stronger. To this end, it appears that it would be beneficial to
rather explain the philosophy and explore the feelings and percep-
tions of frontline personnel about EBP rather than selling the idea
to station management. More understanding of EBP, especially
what evidence refers to and how research can assist police stations
to reduce levels of crime, is critical for successful implementation.
Unclear directives cause uncertainty and could even result in con-
flict as was clear during the COVID-19 pandemic (Schwartz et al.,
2021:65). The fact that there was limited evidence to show the
impact of EBP on crime rates could be indicative of frontline offi-
cials not being focused on the stations' objectives or of poor super-
vision on the frontline (Schwartz & Schwartz, 2020:20). Where
supervisors were informed about the station's EBP objectives, the
police strategies for addressing crime challenges were executed,
but there was little evidence that suggests a crime reduction. It is
still unclear whether better execution of strategies does result in
more arrests or a crime reduction.  

Police frontline supervisors and junior officers play an important
role to ensure that the organisation's directives are followed
(Schwartz & Schwartz, 2020:20). Their influence on frontline offi-
cials' service delivery level is vital (SAPS, 2019b), especially if new
policing practices are to be established. However, they must be
informed of their goals by their station management and senior
officers. Supervisors' deliberate actions are needed to support the
integration of learning into practice. If not, the pervasive strong
police culture may obstruct the development of EBP practices in
the workplace (Schwartz, 2016:239; Schwartz, 2019:477-500).
Sound supervision is, therefore, critical for shaping police officials'
understanding and practice of EBP as they also learn informally
how to do the work correctly when they have positive 

role-models. Such practice could help to transform the police's
often heavy-handed policing tactics mentioned in the media (Izobo
& Abiodun, 2020; Gumede, 2020; Lamb, 2020; Chabalala, 2020)
into methods that are respected and welcomed by the public.

Although some station commanders and their management may
have bought into the concept, its implementation in the workplace
was limited. At these stations, the station commanders had good
intentions to support and drive the EBP pilot study, but there were
simply too many other tasks and expectations that "removed"
them from the process. The pilot study was left to the station man-
agement teams to identify and roll out initiatives that would
address the stations' EBP objectives. Communities of practice
started developing for a short while within the station research
team, but police officials lost interest and group forming dwindled.
In addition, the station's management team excluded frontline
officials who have a better grasp of the operational context. The
exclusion of frontline officials in the planning process for opera-
tions or initiatives left the frontline uninformed and not focused on
the stations' "new" objectives, resulting in their creativity and sug-
gestions for new ideas being lost. The top-down sharing of infor-
mation with juniors without consulting or testing their opinions
rather strengthened the police culture than creating the potential
for EBP to grow on police officials. The shift and crime prevention
officials thus continued to work as they used to without contribut-
ing to the EBP pilot. The effect of their exclusion deprived them of
the opportunity to test new ideas as proposed by Brookfield (1987)
and to exercise discretion regarding when to arrest and when to
educate. It thus confirmed the view of Faull et al. (2021:14) that
the police's performance rests largely on the training and practices
on the frontline. When EBP is not inclusive of all role-players it
risks lacking conceptualisation and support for the actualisation of
the concept. But police officials' development of new skills
required by EBP is not guaranteed as their WPL depended on their
level of interest, motivation and ability to learn (Billett & Choy,
2013:268).

Initial good practices centred on establishing and reinforcing stake-
holder relations, but when analysed, rather pointed to the stations
reverting to what they were doing in the past. Good working rela-
tionships with different departments and local authorities have
been confirmed to strengthen policing partnerships with other
role-players (Schwartz et al., 2021:44). The most critical lesson for
policing during both the COVID-19 pandemic and the EBP pilot
study is that the criminal justice system can involve all role-players
for inter-sectoral coordination and integrated efforts to fight
threats at station level (Schwartz et al., 2021:44). Building and
establishing communication networks were easily formalised or
picked up again. Meetings with other role-players usually had min-
utes of discussions as is the generally accepted practice, but sta-
tion planning meetings and debriefings where the outcomes of
station operations were reflected on, were poorly documented.
Basic performance data was recorded on a police system, but
detailed notes regarding the operations and the lessons learnt
were neglected. This lack of proper and detailed recording of
events attests to the assertion by Bruce (2020:2) that police 



officials do not record their actions in detail or keep such records
for later referrals to account for their actions. The recording of
actions and activities using EBP monitoring and measuring instru-
ments was perceived as administration heavy and time-consum-
ing. Yet, the recording of policing experiments and reflecting on
actions are key factors for WPL to be successful (Knipfer et al.,
2013:30). Officials instead referred back to what they know, their
old ways, instead of trying out new ideas as very little detailed
feedback was requested at the end of shifts. The resistance to
change prevented police officials from experimenting with new
ideas as is practiced in EBP. The poor recordkeeping ultimately
resulted in missed learning opportunities for both stations and the
bigger SAPS as there is no organisational learning (Knipfer et al.,
2013:30). Ultimately, without a senior officer's instruction to
improve debriefing and recordkeeping of crime prevention efforts,
police officials will observe the culture and not take the initiative.

EBP was understood by fewer police officials than anticipated and
subsequently also not convincingly applied. Not enough time was
spent reflecting on operations, methods and outcomes which coin-
cided with the insufficient recording of what worked and what did
not work. It was therefore difficult to gauge the impact of specific
EBP approaches on the prevention, combating and investigation of
crime. However, the re-establishing of collaborative partnerships
to address alcohol-related crime and assault incidents does indi-
cate that EBP can be applied successfully if there is support and
willingness to target and test crime prevention methods. Clear evi-
dence of the positive impact on crime prevention efforts on crime
still needs to be generated. Regardless of its limited impact on
crime or inadequate embracing of EBP, several lessons have been
learnt by the researchers of what SAPS can do to improve the qual-
ity and effectiveness of EBP. By giving effect to the steps identified
by May et al. (2017), one would also be able to address the practi-
cal challenges to develop an understanding of EBP, especially to
prepare the workplace for EBP approaches and to ensure that
everyone in the workplace is informed about the concept. This
step will pave the way for WPL to be effective when applying the
target-test-track method and adopting new methodologies to
reduce crime. Reflecting on progress and lessons learnt will, if ade-
quately communicated to policymakers, prompt police review and
the roll-out of amended standard operational practices. Police
decision-makers will be in a much better position to implement
EBP successfully when they plan its roll-out in the field when they
consider the principles that are critical for WPL as these overlap to
a large extent. Improvement in policing methods, and ultimately
policing reform, is possible when practitioners recognise those fac-
tors found in the intersection of both EBP and WPL and create the
environment in which it can be practiced.  
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This study explores some dimensions of the presumption of innocence as a fundamental principle of the
contemporary penal procedure law in many jurisdictions around the world. The focus is on the potential and
realised infringements of this essential criminal justice instrument. Special attention is paid to the latest
European regulation on this aspect, namely EU Directive 2016/343, strengthening certain aspects of the pre-
sumption of innocence and the right to be presented in criminal proceedings. The subject of the review is
the case law of the European Court of Human Rights concerning some cases against Bulgaria. Notice is taken
of other Acts within the framework of the Council of Europe. The research method includes a normative
analysis and investigation of several typical case studies. Recommendations for improving legislation and
practice to prevent future infringements have been generated and are offered to the reader. This critical
review aims to assist European and other countries and authorities when tackling the presumption of inno-
cence.
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law, Bulgaria

The subject studied in this article is the classical issue of the pre-
sumption of innocence. Although firmly fixed in international and
national legislation and well-explored and explained in the doctrine
(Stumer, 2010:1-258; Van Sliedregt, 2009:247-267; Ferguson,
2016:131-158) as an incontestable condition for a fair trial, the pre-
sumption of innocence is sometimes under threat or even violated.
Based on the normative analysis and case studies of some current
practices of open or veiled infringements of the presumption of
innocence, particularly in Bulgaria, some new legislative and practi-
cal solutions will be proposed to preclude potential violations of
this essential element for all rule of law state institutions. Although
based on European and, in particular, Bulgarian experiences, the
article tackles global issues and values. 

The presumption of innocence is a fundamental guiding principle,
core right and guarantee of contemporary criminal procedure and
human rights laws. Its roots are found in the ancient Roman law of
evidence, whereafter it became a central component of the
European legal tradition and part of understanding the concept of
a fair trial. In recent times it has been enshrined in the International
Covenant on Civil and Political Rights (Art. 14), the Universal
Declaration of Human Rights (Art. 11), the Council of Europe
Convention for the Protection of Human Rights and Fundamental
Freedoms (European Convention of Human Rights, ECHR) (Art. 6, §
2), the Charter of Fundamental Rights of the European Union (Art.
47 and 48), EU Directive 2016/343 on the strengthening of certain
aspects of the presumption of innocence and of the right to be pre-
sented in criminal proceedings, etc. 



Despite varied narratives, the presumption of innocence is usually
described as a rule of utmost importance requiring that suspects
and accused persons are presumed innocent until proven guilty,
according to the law. The presumption is also reflected in the Court
of Justice of the European Union and the European Court of Human
Rights (ECtHR, the Court) case law. On national levels, it is an intrin-
sic part of all modern Penal Procedure Codes and Constitutions of
many states. 

The presumption of innocence is an indisputable achievement of
the legal doctrine. However, the practical implementation varies
enabling it to be undermined in countless ways. This was estab-
lished a long time ago (Ashworth, 2006:241-278), and even at pres-
ent, with the social development, technological progress and the
broad dissemination of information, if the last mentioned is not cor-
rectly implemented, the opportunities for affecting the presump-
tion increase. Simultaneously, enhanced cooperation in criminal
matters, especially in the European Union (EU), requires mutual
trust. The individuals must have faith that their criminal justice sys-
tems impose sanctions only in accordance with the law, and the
close observance of the presumption at multiple levels is essential.
All cases of its infringement are legally intolerable. Human rights
must be protected at any stage of criminal procedure.

Moreover, Ferguson (2016:137) contends that -
"A distinction can be drawn between 'factual guilt' (the
accused did, as a matter of fact, perform the criminal act
with the requisite mens rea), and 'legal guilt' (the prosecu-
tion was able to establish beyond a reasonable doubt and in
conformity with due process that the accused performed
the criminal act)". 

This distinction recognises that even one who is "factually guilty"
may not necessarily be convicted - there are many ways in which a
prosecution may fail. That is why the presumptions of fact and of
law should be interpreted very carefully (Council of Europe/ECtHR,
2022:74-75).

The factors that might potentially affect the presumption of inno-
cence are numerous - the attitude of criminal justice professionals,
public reference to defendants' guilt alongside defendants' physical
presentation before or during a trial, rules on the burden of proof,
some aspects related to the right to remain silent and not to incrim-
inate oneself, etc. These factors are well-known; the national legis-
lation, judicial and other practices have envisaged several guaran-
tees that should prevent potential violations of the presumption.
The mentioned international instruments, namely the EU Directive
2016/343 on the strengthening of certain aspects of the presump-
tion of innocence and of the right to be presented in criminal pro-
ceedings (Directive 2016/343, the Directive) and the case law of the
ECtHR, pay particular attention to them. That is because the funda-
mental objective is for all European citizens to receive the same
level of protection as in their own countries (Nacheva, 2015:84).

Recital 16 of the Directive stipulates that public authorities should
not refer to a defendant as guilty or reflect such an opinion as long
as that person has not been proven guilty according to the law. A
recent report by the European Union Agency for Fundamental

Rights (FRA) shows that, in principle - 
"… criminal justice authorities are careful in their official
statements and avoid using language that depicts someone
as guilty. However, when conducting investigations, certain
assumptions about alleged perpetrators may influence
authorities' work on a given case, which in turn may lead to
one-sided investigations" (FRA, 2021:9).

This view is shared by many practitioners (FRA, 2021:48-50) in the
nine EU countries explored in the report (Austria, Belgium, Bulgaria,
Cyprus, Germany, Italy, Lithuania, Poland and Portugal) and by the
author of this article.

Other factors that could undermine the presumption of innocence,
presented in the article (FRA, 2021:9 et seq.), include personal prej-
udices and biases of judicial authorities, lay judges and juries when
they perceive certain persons as more likely to commit crimes; past
convictions; ethnic background or nationality of the defendants,
their gender, economic and social environment; particularly media
coverage of cases. In summary, it is widely recognised that the
equal application of the presumption of innocence remains a prob-
lem. Thus, the opinion expressed by FRA as quoted below could be
fully supported: 

"To reduce potential prejudice and bias, Member States
should encourage and promote diversity among judges,
prosecutors and criminal justice officials so that they are
representatives of all cultural, social and ethnic back-
grounds in a given society, including with respect to gender"
(FRA, 2021:9).

Concerning public reference to guilt, Art. 4 of Directive 2016/343,
addresses public statements suggesting or implying a defendant's
guilt before the final judgment. The obligation does not refer to the
accused as being guilty and extends not only to actors directly
involved in a given case but also to other public authorities, e.g.
politicians, who may also publicly comment on ongoing criminal
proceedings, which can influence the presumption of innocence
among the general public. In addition, acknowledging and empha-
sising the importance of freedom of the press and other media,
Recital 19 of the Directive specifies that the Member States should
ensure that public authorities when informing the media about the
ongoing case, "do not refer to suspects or accused person[s] as
being guilty as long as they have not been proven guilty according
to the law".

Another essential circumstance that should be considered so that
the presumption is observed is the physical presence of the suspect
and accused persons. Art. 5 of Directive 2016/343 obliges the
Member States to ensure that the suspects and charged are not
presented as being guilty, in court or public, through the use of
physical restraints such as handcuffs, glass boxes, cages and leg
irons (Recital 20) or inmate clothing (overalls) creating the impres-
sion that they are guilty. While security concerns could arise, the
restraints should be proportionate after individual risk assessments
have been carried out. Although such measures hardly influence
professional judges, they can affect public opinion, lay judges and
juries. A severe infringement of the presumption of innocence is
when the burden of proof is shifted from the prosecutor to the



defence and when the right to remain silent and not incriminate
oneself (Art. 7 of Directive 2016/343) is not respected.

It is necessary to underline that in its case law, the ECtHR usually
associates the application of the presumption of innocence with
the existence of a criminal charge (Council of Europe/ECtHR,
2022:68). The EU Directive 2016/343 goes beyond that, extending
the temporal scope of application from a more advanced stage of
criminal proceedings to earlier stages of the investigation, even to
the first moment of suspicion that a person has committed a crim-
inal offence. This gives more time and opportunities for infringe-
ments of the presumption from more persons related to the case. 

There is a vision, expressed that the presumption has two aspects,
namely internal and external. 

"The internal aspect relates to how the actors directly
engaged in the criminal proceedings, such as judges, prose-
cutors, police officers and lawyers, perceive the defendant
and how this affects their daily work. The external aspect
deals with the public image of the defendant, which to a
large extent, the media shape, including social media.
However, the distinction between these two aspects can, at
times, be blurred, as media coverage can also affect those
engaged in the proceedings" (FRA, 2021:26). 

This vision could be shared. This differentiation is essential not only
from the theoretical point of view, but also for practical reasons
related to the presumption's potential effect.

Many other opportunities affecting this universal instrument and
principle are explored in-depth in theory (Ashworth, 2006:241 et
seq.; Stumer, 2010:57 et seq.). An example is the deferred prosecu-
tion agreement - a discretionary tool to provide a way of respond-
ing to alleged criminal conduct. The prosecutor may invite a com-
pany charged with a criminal offence to enter into negotiations to
agree to a deferred prosecution agreement as an alternative to
prosecution (Serious Fraud Office, 2013:3). Some authors (Shiner &
Ho, 2018:708) claim that the deferred prosecution agreement that
has in the last decade become the tool of choice for the United
States Department of Justice in the quest to control behaviour by
corporations that violate the criminal law, does not affect the pre-
sumption of innocence. Others find this a violation of the rule of
law (Arlen, 2016:231) or a presumption of innocence (Husak,
2014:353-369). Although these studies concern corporate criminal
liability, they are indicative of a trend and deserve special attention.

In Bulgaria, the presumption of innocence has always been stipu-
lated in all Penal Procedure Codes throughout modern history.
Currently, it is fixed in Art. 31 of the Constitution and Art. 16 of the
operative Penal Procedure Code. In Bulgarian theory and practice,
understanding and applying the presumption of innocence does
not show any peculiarities. The same could be claimed about the
potential infringements. However, it is a well-known fact that
Bulgarian criminal justice, regrettably, operates far from the estab-
lished fundamental European standards. Hence, the numerous crit-
ical reports from various EU institutions, through the Monitoring
and Verification Mechanism1, and the multiple judgments of the

ECtHR (concerning violations of Art. 3 of the ECHR - Prohibition of
torture, Art. 5 - Right to liberty and security, Art. 6 - Right to a fair
trial, etc.2). This article intends to present some typical cases of
proven infringements of the presumption of innocence and present
ideas and recommendations to prevent further violations.

This is one of the first and perhaps most representative cases the
ECtHR has paid particular attention to. It was considered by a court
consisting of seven sitting judges. The case is exceptionally large
and concerns many violations of the Council of Europe Convention
for the Protection of Human Rights and Fundamental Freedoms,
committed in one of a series of police operations conducted by the
Bulgarian Ministry of Interior in the period December 2009 to April
2010, with the meaningful names "The Insolent", "Octopus",
"Jellyfish" etc., aimed at breaking up various criminal groups.
During these operations, the police detained many people, includ-
ing politicians, widely covered in the media and arousing great pub-
lic interest. Some of the ministry's intervention teams were accom-
panied by camera operators and photographers at the time of
detention of people suspected of belonging to these groups.
Several photos of the detainees were published in newspapers and
on websites. Many politicians, including the Prime Minister and
Interior Minister, and various prosecutors and police chiefs, were
regularly sought by the media to comment on the arrests and sub-
sequent prosecutions.

In the present case, the applicant was a Member of the National
Assembly from the Bulgarian Socialist Party list, and during the rel-
evant period, chairperson of the Varna Municipal Council. He com-
plained that the actions of the police in their home during the early
morning search, seizure and his detention in connection with a
prosecution for abuse of office and public funds on 31 March 2010,
caused his family psychological trauma considered as humiliating
treatment. In addition, the inviolability of their home was
breached; the initial detention was not ordered in accordance with
domestic law; the retention period was too long; they did not have
an effective means at their disposal to challenge the lawfulness of
detention and there was unjustified encroachment on their per-
sonal life and reputation, etc. In this article, the attention is focused
on the statements and, respectively the court's decision on the
infringement of the presumption of innocence (Art. 6 § 2 of the
Convention).

The applicant alleged that specific statements by the Prime
Minister, the Minister of the Interior, the Varna District Prosecutor
and the motives in the Varna District Court ruling of 18 May 2010
had violated his presumption of innocence. The ECtHR, after care-
ful examination, found an infringement only in the second and
fourth hypotheses but took a detailed look at his other allegations,
as well as on the Government's position on the admissibility and
merits of the appeal. This further developed the theory of 
presumption of innocence. In its position on the case, the
Government stated that the domestic remedies had not been
exhausted. In the criminal proceedings, the applicant had the



opportunity to effectively refute the accusations made by the pros-
ecution and prove his innocence. If convicted at first instance, the
applicant could appeal and argue that the court had been wrong-
fully influenced and biased. If he is finally acquitted, he can seek
compensation for the damage he suffered due to an unjust accusa-
tion, the Government argued.

The ECtHR strongly opposed the Government's thesis that the
applicant should make an effort to prove his innocence and wait for
a favourable outcome in order to receive monetary compensation
(para. 176 of the judgment). This contradicts the very purpose of
the norm, which requires respect for the presumption of inno-
cence. The Court also rejected the Government's assertion that by
attributing a crime to a person, considered by Bulgarian law to be a
defamation crime, the person concerned could file a lawsuit (para.
177). It is noted that given Art. 132 of the Constitution, the exercise
of this remedy seems to be excluded in principle, as magistrates
enjoy functional immunity and cannot be prosecuted in private
criminal proceedings for their official actions unless the offence is
an intentional crime of a general nature. Indeed, Bulgarian law does
not provide criminal and civil immunity to members of the
Government which means that they could be prosecuted. However,
following the case law of the Supreme Court of Cassation and other
courts in the country in specific cases, the ECtHR concluded that it
was inconsistent with the burden of proving defamatory allegations
(para. 73, 179). In several instances, the jurisprudence has held that
the complainant is the one who has to prove that he or she has not
committed the crime attributed to him or her. As the Government
merely cited the provisions of the Penal Code sanctioning defama-
tion without indicating consistent case law, the Court did not con-
sider it sufficiently established that in conditions of legal uncertain-
ty as to the distribution of the burden of proof and without evi-
dence, it is an effective means under Bulgarian law to remedy the
alleged infringement of the presumption of innocence and rejected
this objection of the Government.

It deserves to be mentioned that the relationship between the
reverse burden of proof and the presumption of innocence is an
important issue but contested terrain in the criminal procedure lit-
erature. It is seriously reflected in numerous research reports.
Many scholars and even jurisdictions (Canada, England and Wales)
consider the prohibition for the reverse burden strictly but on dif-
ferent, sometimes relatively small differentiating preconditions
(Picinali, 2017:681-703; Roberts, 1995:783-798 & 2002:17-37).
Separate researchers make different interpretations of how the
reversed burden can be compatible with the presumption of inno-
cence (Tadros & Tierney, 2004:402-434; Hamer, 2007:142-171). 

Indeed, it is more than surprising, even prima facie, that the
Bulgarian Government claims in the case above all mentioned argu-
ments, moreover, as will be seen below, in other cases too. The
explanation that government agents are not qualified enough is dif-
ficult to share, at least because Bulgaria has been involved in many
cases for almost three decades. It seems obvious that instead of fur-
thering the cause of human rights, specific interests have been
defended and short-term political dividends have been pursued,
which is, of course, highly unacceptable.

On the merits of the case, the Government claims that the state-
ments made by the politicians were aimed at informing the public
about the progress of the criminal proceedings in this critical, pub-
lic case concerning the spending of public funds and does not see
any violations. However, the ECtHR assessment is different. It
explicitly states that the presumption is violated when an official
statement concerning an accused person reflects the feeling that he
is guilty before his guilt is legally established (para. 201). Even in the
absence of an official finding, it is sufficient to give reasons to
believe that the magistrate finds the person guilty. In this context,
the choice of words used by the state representatives is of particu-
lar importance, as the presumption may be infringed by other pub-
lic bodies - members of Parliament, police officials and others. This,
as already mentioned, is a fundamental component of Directive
2016/343 too, which remained non-observed.

The applicant complained in particular about the words of the
Minister of the Interior published in the Black Sea newspaper dated
1 April 2010. In this connection, the Court notes that the Minister
disclosed specific information gathered in the course of the investi-
gation concerning the modus operandi of the group of suspects: 
"… what they have done is a scheme developed over the years
because there are three contracts worth 2 million euros for second-
hand buses." The Court found that the words went beyond the
mere communication of information, leaving the public with the
impression that the applicant was one of the "brains" of the crimi-
nal group that embezzled large amounts of public money. Although
it did not find intent, the Court found that the presumption had
been infringed (para. 198-200).

The other case in which the ECtHR finds an infringement is the
motives mentioned in the ruling, which aims to determine whether
the continuation of the remand measure is justified and necessary.
The judge had to make sure that there were still reasonable suspi-
cions that the applicant had committed a crime. To answer this
question, the magistrate used the sentence: "First of all, the court
continues to consider that a crime has been committed and that
the accused is involved in it …" The Court treats it as a declaration
of guilt before deciding the case on its merits. Therefore, with addi-
tional arguments too, it accepts that there is an infringement of Art.
6 § 2 of the Convention and awards just satisfaction.

The judgment in this particular case marks the development of the
jurisprudence of the ECtHR. It has been referred to many times in
some subsequent Bulgarian (and other) cases before the ECtHR
(Application No. 30336/10 Petrov v. Bulgaria, Application No.
39651/11 Popovi v. Bulgaria, etc.) regrettably testifying to the
recurrence of violations. 

The applicant alleged that he had been subjected to inhumane and
degrading treatment during a police operation held at his home on
10 February 2010, that statements by various magistrates and high-
ranking politicians had violated the presumption of innocence and
that his right to respect for his privacy was disrupted due to the



recording of his arrest by the police and the broadcast of the
recording in the media.

In the 1980s, the applicant began his professional career in the
Ministry of the Interior. Until 1989, he was a member of the min-
istry's counter-terrorism task force. In 1990, he received an officer's
degree and a diploma in higher economic education. In 1992, he
left office. Subsequently, in the 1990s, he engaged in various busi-
ness ventures, sports, higher education and public life as an entre-
preneur, university lecturer and an active member of the
Association of Entrepreneurs. In 2001, he was appointed to the
National Security Service as an undercover agent and later an
expert. In 2009, he finally left the Bulgarian state security services.

In the early hours of 10 February 2010, as part of the police opera-
tion "Octopus" to detain members of organised crime groups sus-
pected of forming and running an extensive network of prostitution
and involvement in various cases of extortion, embezzlement and
racketeering, tax fraud and money laundering, he was arrested. His
arrest was filmed with a camera and the recording was made avail-
able to the media. Television channels and news sites widely used
this recording. A series of statements by politicians and magistrates
concerning the two criminal proceedings against the applicant fol-
lowed in several dailies.

The applicant criticised the content of these statements in which he
was named as the leader of a powerful mafia-type organisation,
although no court had convicted him, thus violating the presump-
tion of innocence. The Government again disputed this, but the
ECtHR acknowledged that Art. 6 § 2 of the ECHR does not, in the
sense of Art. 10 of the Convention, prevent the authorities from
informing the public about ongoing criminal proceedings but
requires them to do so with all the discretion and restraint and to
observe the presumption of innocence. In particular, the Court
found that the statements of the Minister of Interior namely: "He is
a respectable figure in strengthening this hierarchical organised
criminal group and played a key role in everything," as well as "The
fact that Alexey Petrov was an undercover agent is just dust in the
eyes. We can say without a doubt that the mafia has introduced
one of its people into the country ..." go beyond the simple provi-
sion of information on the development of criminal proceedings or
the description of a state of suspicion. These statements unequivo-
cally indicate that the applicant had set up and led a large-scale
organised criminal group. Because of the brief period between the
arrest of the applicant and the lively interest shown by the media
and the public in this criminal case, the Court considers that these
words of the Minister were able to give the public the impression
that the person was guilty of the crimes of which he was accused.

Similarly, the ECtHR found that the words of the Sofia City
Prosecutor when speaking about the evidence gathered and in par-
ticular the testimony of some new witnesses: "When a leader of a
criminal group is under constant detention, the witnesses gain
more courage" had in mind the applicant. The Court found that the
prosecutor in question stated unequivocally that he was the head of
a criminal organisation. The sentence in question, therefore, con-
stitutes a confirmation of the applicant's guilt and is not merely an
opinion that there is suspicion against him. Thus, the Court found

that these statements were an infringement of Art. 6 § 2 of the
Convention and respectively awards just satisfaction (para. 72-74 of
the judgment). There is no need to comment further on the firmly
established consistent practice of the Court, which is also well-
argued in the mentioned theoretical sources and many others (Duff,
2013a:170-192; Lippke, 2014:337-352; Ho, 2012:259-281).

In the case, the Court again took a stand on the objections of the
Government, finding that the appeal was not premature and the
applicant was not obliged to wait for the outcome of the criminal
proceedings against him to seek protection against the statements.
Again, the Court found that the effectiveness of a defamation suit
in circumstances similar to those in the present case had not been
established: there was a degree of uncertainty in domestic law as to
the burden of proof in such cases, referring to his position in the
case of Gutsanovi v. Bulgaria.

In addition, the Court was confronted by a series of complaints as a
result of the said police actions (Applications No. 26966/10
Maslarova v. Bulgaria, No. 45773/10 Petrov and Ivanova v.
Bulgaria, etc.). The decisions taken are practically identical as the
violations are similar. As will be confirmed later, what is worrying is
that the Bulgarian police, prosecutorial and judicial practice, as well
as the new Government and the media, follow the same line, which
is critical for the status of human rights.

This is one of the newer cases from the last decade against Bulgaria.
It represents a recurrent violation, already considered by the ECtHR,
so the decision is taken by a committee comprising three judges.
The case again concerns a complaint that a statement by the
Bulgarian Minister of Interior at that time, commenting on offences
allegedly committed by the applicant, at a time when the investi-
gation of those offences is still pending, breached the applicant's
right to be presumed innocent under Art. 6 § 2 of the ECHR. During
the proceedings before the ECtHR, the applicant passed away, and
his son Mr. Vladimir Stefanov expressed a wish to continue the
application in his stead. 

The reason for the application is again a statement of the Minister
as a guest of a popular evening talk show on Bulgarian National
Television, called Panorama, commenting on the work of the judi-
ciary and, more precisely, the decision of the domestic court to
place the applicant under house arrest. He said the following:

"What is important for me is that institutions should work in
the interests of society … I can give you many astonishing
examples [such as that of] Vladimir Pelov; you know that a
year and several months ago, he committed an armed rob-
bery in Botevgrad. After that, he ran away unlawfully, took a
car with a woman and a child in it. [H]e shot at police offi-
cers. When we saw his criminal record, it turned out that he
had committed a similar robbery of a jewellery workshop,
and after that, he had also committed a murder for which
he had received a 20-year prison sentence. Ten years later,
he was granted early release for good behaviour. One year



after that, less than a year, in fact, he committed this armed
robbery in Botevgrad" (para. 9).

In the final judgment of 5 May 2016, the applicant was convicted of
the robbery in 2011.

The applicant claimed that the Minister of the Interior had stated
categorically and doubtlessly that his father committed criminal
offences during the pending investigation. The statement could not
be considered a critical political comment as it was broadcasted in
the context of a popular show. The Government contended that the
Minister made it spontaneously as an example of the judiciary's
work.

The judgment reconfirmed that under the Court's case law it is
firmly established that the presumption will be violated if a state-
ment by a public official concerning a person charged with a crimi-
nal offence reflects an opinion that he is guilty before his guilt has
been proven according to the law (para. 31-32). In this context, the
choice of words is critically important, especially for a high-ranking
public official. The Court found the statement went beyond a com-
ment on relevant factual developments or an explanation that the
person had been suspected of having committed criminal offences
and could give the audience the impression that the applicant had
undoubtedly committed the robbery. So, the Court again found an
infringement of Art. 6 § 2 of the Convention.

The judgment of the ECtHR in the case Banevi v. Bulgaria -
Application No. 25658/19 of 12 October 2021 falls in the same cat-
egory as the above6. Although it concerns events that took place in
the time long after the repeated rulings of the ECtHR, it indicates
that the problem is persistently present in the Bulgarian reality. In
the given case, the Court found that in their statements in connec-
tion with the applicants' investigation about involvement in an
organised criminal group, the Chief of the then Special Prosecutor's
Office and the Supervising Prosecutor had made very definite con-
clusions about the facts, suggesting that the applicants were per-
petrators, and thus undermined the presumption of their inno-
cence.

The considered cases show that criminal proceedings in Bulgaria
are not systematically conducted in compliance with the principles
of Bulgarian criminal procedure law and European and global stan-
dards, as established in the Penal Procedure Code, the ECHR and
the jurisprudence of the ECtHR, Directive 2016/343 and other listed
international instruments. A recent study shows that it is difficult to
find the right balance between the principle of publicity, namely
the right to a public trial and the presumption of innocence (Bogia,
2020:87-89). However, the theory is unanimous that exercising
some rights, e.g. the right to information, should not be at the
expense of other protected rights (Belova-Ganeva, 2013:58-61;
Georgieva, 2019:256-264).

As noted, pre-trial investigations are frequently overexposed in the
media, which are often invited in advance for important investiga-
tion actions and publishing numerous photos and other materials,
contrary to the principle that publicity in this phase is limited. 

A statement from the Secretary-General of the Ministry of the
Interior from 2010, published in the media, was cited in one of the
cases examined: "Our short recordings (of the police operations 'The
Insolents' and 'Octopus') are among the most-watched on YouTube.
We surpass film companies" (Case Alexey Petrov v. Bulgaria,
Application No. 30336/10, para. 20 of the judgment). This could
hardly be considered professional conduct of a high-ranking official,
as it is contrary to the already mentioned internal and supranation-
al acts and the established practice in comparative terms. 

Recommendation Rec (2003) 13 of the Committee of Ministers to
Member States of the Council of Europe on the provision of infor-
mation through the media concerning criminal proceedings in the
year 2003, warns that opinions and information relating to ongoing
criminal proceedings should only be communicated or disseminat-
ed through the media where this does not prejudice the presump-
tion of innocence of the suspect or accused. In addition, Opinion
No. 8 (2013) of the Consultative Council of European Prosecutors
(Council of Europe, 2013), set up by the Committee of Ministers of
the Council of Europe on relations between prosecutors and the
media, was adopted. It provides for highly detailed communication
regulations between them, including the requirement to present
messages in a neutral form and eliminate the possibility of person-
alisation. Unfortunately, some recent statements made by
Bulgarian prosecutors repeat old mistakes. This emphasises the
need for appropriate training in the field of communications to
properly present information through the media and achieve a dif-
ficult balance between the right of information to society and the
individual rights of the accused to a fair trial. It is necessary to turn
once again to Directive 2016/343, which, like the Bulgarian Penal
Procedure Code (Art. 198), allows public dissemination of informa-
tion and even evidence in criminal proceedings. However, the latter
should be done with permission, under exceptional circumstances
and very cautiously, due to essential circumstances such as reveal-
ing the objective truth, inviting the public to help identify the
alleged perpetrator, for safety reasons - avoiding environmental
pollution, preventing violations of public order, etc. The selective
publication of evidence or fragments by the public prosecution that
creates particular suggestions which are practised is very likely to
violate the presumption of innocence. Therefore, it is justified to
consider safeguards in this regard, such as an appeal in court by the
persons concerned to the ruling of the supervising prosecutor
authorising the disclosure of case materials.

In addition, in Bulgaria, a Unified Media Strategy of the Judiciary
regulates the principles of the media policy of the judiciary and the
methods of communication with the media. Although with a differ-
ent focus, building and maintaining a positive public image of the
bench and having a predominantly protective character for the sys-
tem itself, the Strategy contains milestones for the work of magis-
trates with journalists, where the public interest is satisfied and the
principles of the rule of law are observed. It is still not well-known
by all judiciary members, which again raises the question about
their training. It can be summarised that the state should take more
care with the education of its bodies, including public authorities,
especially when it comes to such sensitive human rights issues as
the right of an accused person to be presumed innocent until
proven guilty by a sentence, which is the focus of this article.



The interim conclusion that inevitably should be drawn is that
Bulgaria has a systemic problem with the adherence to the pre-
sumption of innocence by politicians, professionals, and media.
This has been confirmed by another recent survey (Markov &
Ilcheva, 2020:69-73). There is a critical mass of repeated judgments
of the ECtHR, but the problem persists. That is why it is indispensa-
ble for a pilot decision7 of the Court to be pronounced so that final-
ly, the judicial practice and the public authorities are obliged to fol-
low it. It could be daring to say that it will be beneficial to the other
European countries which have a similar problem. This issue has
predominantly practical dimensions, rather than a theoretical and
legislative nature. However, some minor changes in the operative
Bulgarian legislation, including soft law, will be welcome in the
country learning from the continental law system. 

Moreover, a regress liability is justified to be introduced towards
the civil servants, media, magistrates and everyone who violates
the presumption. In this respect, the decisions adopted in the
European Convention on the Compensation of Victims of Violent
Crimes and the national legislation could be used as an example. It
is fair and in compliance with the legal, ethical and budget princi-
ples, among others, those who have caused harm pay compensa-
tion. Such a decision will have a substantial disciplinary effect and
help to realise the rule of law. 

This article has inevitable limitations defined by its scope. There are
many closely related hypotheses. A good example could be given
with the advantages and disadvantages of moving from the pre-
sumption of consent to the presumption of a lack of consent in sex-
ual offences cases and the hypothetical conflict with the presump-
tion of innocence (Besedin & Stepanov, 2021:27). Some authors
have already explored a few of these dimensions (Estrich,
1986:1087; Randall, 2010:397), but there is room for further
research. The specific place and meaning of the presumption of
innocence in restorative justice and corruption crimes are under-
explored. Some new aspects of the correlation of presumption with
pre-trial detention also need consideration (Duff, 2013b:115-132;
Stevens, 2009:165-180).

The three investigated cases against Bulgaria before the ECtHR con-
cerning violations of Art. 6 § 2 of the ECHR demonstrate a lack of
respect by Bulgarian politicians and some professionals from the
judiciary regarding the presumption of innocence as a fundamental
element of the criminal procedural law. They also indicate that
human rights are not closely observed, especially from the specific
position of the suspect or accused, which is disturbing and needs an
adequate response. Paying more attention to university education,
additional training, disciplinary measures, etc. could improve the
situation. It can be reasonably argued that the presumption of inno-
cence is sacred to the fairness of the criminal process; it is the basis
of the identity of European criminal justice. Its strict observance
guarantees the protection of citizens involved in criminal proceed-
ings. Difficulties and mistakes in its application sometimes related
to developments in communication channels, technology and soci-
ety, seem inevitable, not only in Bulgaria. In this article, a limited
number of problems received attention. If the proposals offered are
taken into account broadly, they will help to reduce or even 

eliminate the existing deficiencies in understanding and practicing
the application of the presumption of innocence. 
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ernment concerned to bring the domestic legislation in line with the
Convention and indicates the general measures to be taken. It will
then proceed to dispose of the other similar cases.



Metropolitan policing in Tembisa, South Africa, is viewed as reactive because it does not enforce by-laws
with crime prevention in mind. That is because the mandate of the Metro Police Service is expressed
through traffic and by-law enforcement activities. This study evaluates the crime prevention activities per-
formed by Metropolitan Police Services and identifies the challenges that prevent the metro police in
Tembisa from implementing crime prevention optimally in that area. One-on-one semi-structured inter-
views were used to collect data from 30 participants operating and living in Tembisa. The participant sam-
ple reflected equal Metropolitan Police Service, South African Police Service and Tembisa community mem-
ber representation. In addition, the principal author observed metro police activities in Tembisa. Qualitative
data were collected and analysed thematically using the descriptive analysis process. It was found that the
metro police performed traffic-related duties, which they considered to be related to crime prevention. It is
recommended that the role, functions and responsibilities of the Metropolitan Police Service in crime pre-
vention should be defined clearly and resourced adequately.

community police forums, metropolitan policing, crime prevention, traffic law enforcement, policing.

There are eight fully functional Metropolitan Police Services (here-
after referred to as the Metro Police Service [MPS]) in South Africa.
These include services in the following metropolitan municipalities
namely Buffalo City (East London), City of Cape Town, City of
eThekwini (Durban), City of Johannesburg, Mangaung Municipality
(Bloemfontein), Nelson Mandela Metropolitan Municipality (Port
Elizabeth/Gqeberha), City of Tshwane (Pretoria) and Ekurhuleni
Metropolitan Municipality (East Rand). These MPS are further
divided into three regions, namely the northern, eastern and
southern regions (South African Government, n.d.). The focus of
this study was the Ekurhuleni Metropolitan Police Department

(EMPD) operating specifically in Tembisa on the East Rand of
Gauteng.

To better understand and evaluate crime prevention as executed
by metropolitan police officials in the study area, relevant litera-
ture and legislation were considered. Themes that emerged were
the lack of guidelines on the role of the MPS concerning crime pre-
vention, the lack of collaboration between the South African Police
Service (SAPS) and the MPS; the training of metro police officials;
their current and potential functions and relevant by-laws and 
legislation governing MPS functions and engagement; funding and
corruption.



The Constitution of the Republic of South Africa, 1996 (Republic of
South Africa, 1996a), does not offer an explicit description of the
functions, responsibilities and duties of the MPS. Section 221 of the
Interim Constitution of the Republic of South Africa, 1993
(Republic of South Africa, 1993a) allowed for the establishment of
metro police services to perform limited functions in terms of
crime prevention and local government policing by-laws. However,
when the final Constitution was drafted in 1996, that information
was omitted. Section 206(7) of the Constitution merely stipulates
that national legislation must provide a framework for the estab-
lishment, power, functions and control of metro police services, as
such recognising the SAPS as the only legalised policing service in
the country. That supports the current notion that the functions of
metro police services fall under the SAPS as the official police 
service.

The above resulted in metro police officers not having assigned roles
in terms of crime prevention, which poses a challenge for the MPS
and impedes the optimal functioning of the organisation. Section
64E of the South African Police Service Act 68 of 1995 (Republic of
South Africa, 1995) describes three MPS functions but does not
elaborate on what each function entails. The legislation does not
provide adequate information on the meaning of crime prevention
and the directives that underpin it. It also does not detail a realistic
set of expectations for the MPS on crime prevention. 

Furthermore, while both the MPS and the SAPS have a responsi-
bility concerning the safety and security of communities, the
apparent lack of collaboration between the two entities has been
highlighted as a serious challenge by Newham and Masuku (cf
2004:1-39). That results primarily because the MPS prioritises traf-
fic policing activities over crime prevention initiatives. Newham
and Masuku (cf 2004:1-39) identify South Africa's inadequate leg-
islation to guide the main functions of the MPS as a key challenge
affecting partnership efforts between the two services negatively.

Another theme identified was that of training. Adequate training is
essential for metro police officials to execute crime prevention
activities efficiently. Individuals wishing to join the MPS undergo
training for 64 weeks. During this training a road law enforcement
qualification and law enforcement skills development programme
must be completed. The completion of these two qualifications
certifies an individual as a metro police official. Additional training
is also offered under law enforcement skills development 
programmes (cf Van Biljon, 2014:1-331). However, Naudé (cf
2000:1-11) argues that the crime prevention training offered does
not meet the required standards at both national and local levels.

In exploring the capability of metro police officials in Tembisa, the
training offered by the EMPD was evaluated in detail. It was found
that this MPS takes the experience and training of its officials seri-
ously because it improves and sustains crime prevention. In that
regard, the EMPD pointed out that its officials undergo training in
crime prevention at the University of the Witwatersrand with good
results. In addition to that qualification, participants receive
firearm training and are taught to document statements. The
EMPD also allocated funding for officials to undergo advanced
driving training and accident investigation classes.

On the theme of current and potential functions and relevant by-
laws and legislation governing MPS functions and engagement, it
was found that the latter is mainly prescribed in municipal by-laws.
Section 10(1) of the Local Government Transition Act 209 of 1993
(Republic of South Africa, 1993b) authorises local municipalities to
institute by-laws in their respective areas and establishes the
processes that inform by-law enactment. By-laws are divided into
five sections and are enforced by metro police services to maintain
order in communities. Consequently, a person who commits an
offence in terms of or transgresses a by-law is punished according-
ly. Since by-laws are framed against the Criminal Procedure
Amendment Act 65 of 2008 (Republic of South Africa, 2008), the
Act functions as a tool for the MPS to enforce by-laws as it allows
them to report lawbreakers, where necessary. By-laws can also be
enforced by a court of law to duly punish transgressors. These laws
are furthermore used to encourage good standards of conduct in
communities by enforcing practices of safety, health and welfare
among people. During this study, the authors found that the EMPD
had drafted a set of by-laws of its own that describes the activities
to be carried out by its officials.

Rauch (cf 2002:9-26) points out that, since traffic policing is a pri-
mary function of the MPS, metro police officials dedicate most of
their time to that task. Shaw (cf 1998:1-8) describes traffic law
enforcement as a "crime prevention function provided that it is
done correctly". A key reason for this is that when traffic police
officers maintain a visible presence as legal guardians of society,
possible incidences of crime are reduced or prevented.
Furthermore, traffic law enforcement results in fewer road crashes
happening, which leads to lower road fatality rates. Faull (cf
2008:1-28) feels strongly that metro police officials should be
actively involved in traffic policing because that would enable
them to promote traffic enforcement activities. Such activities
include educating the community about traffic safety, supervising
evacuations and assisting the SAPS at road crash scenes.

Apart from by-laws, some Acts of Parliament also provide guide-
lines concerning MPS activities. The National Road Traffic Act 93 of
1996 (Republic of South Africa, 1996b) lists the requirements a
traffic officer must meet when enforcing traffic laws. Section 44 of
the Act allows a member of a metro police service (a traffic officer)
who is in uniform to inspect vehicle licences while on duty. Such an
officer is also authorised to determine whether the functionality
and equipment of the vehicle concerned comply with the provi-
sions of the Act. The Act permits metro police officials to drive any
vehicle if required in the execution of their duties. The MPS also
has the authority to determine the size and load permission of a
vehicle. A mass meter is used to determine these. If findings indi-
cate that the load or mass of a vehicle exceeds stipulated levels,
the official involved must prohibit the vehicle from operating on
public roads. 

Taking into consideration the National Road Traffic Act 93 of 1996,
traffic control remains the primary function of metro police servic-
es. However, it is worth noting that the effective enforcement of
some by-laws could contribute to crime prevention by metro
police officials. The correct enforcement of by-laws that prevents
socially deviant behaviour would, therefore, enable effective crime



prevention. Conversely, ineffective by-law enforcement of applica-
ble by-laws could cause unlawful behaviour, such as alcohol-relat-
ed misdemeanours. For example, failure to regulate alcohol sales
in communities has been proven to result in heightened levels of
violence and crime in such communities. During the performance
of traffic policing, metro police officials could also be on the look-
out for persons wanted on arrest warrants, stolen vehicles, illegal
firearms, drugs and stolen property. This was done by including
foot, vehicle and motorcycle patrols and establishing a rapid
response unit to attend to crimes in progress, the latter in support
of the SAPS as mandated by legislation (Newham, Masuku &
Gomomo, cf 2002:1-33). The responsibilities, functions and pow-
ers of the MPS, as described in the South African Police Service Act
and amended by the South African Police Service Amendment Act
83 of 1998 (Republic of South Africa, 1995 and 1998), furthermore
empower the MPS to assist the SAPS in crime prevention. Van
Biljon (2014:41) affirms that a metro police service acts as an
agency supporting the SAPS.

Other legislation guiding the conduct of the MPS includes section
64H of Act 83 of 1998. This Act addresses the actions metro police
officials are obliged to carry out after making an arrest. It stipulates
that, following an arrest by a metro police official, the individual so
arrested must be handed over to the nearest police station. Thus,
an individual arrested by a metro police official must, ultimately,
be attended to by the SAPS which will then continue with the
investigation. Section 64I(1) of Act 83 of 1998 covers legal pro-
ceedings against members of an MPS. This section specifically
states that MPS members will face suspension from work if any
criminal charges are laid against them.

Section 64C(2)(f) of Act 83 of 1998 authorises members of the MPS
to participate in community police forums in their respective
areas. In addition, the White Paper on Safety and Security
(Department of Safety and Security, 1998) acknowledges that the
MPS, as an arm of local government, needs to promote and
engage in programmes such as school-based public education pro-
grammes. Moreover, the MPS could disseminate information on
crime prevention via the media and pay close attention to road
safety programmes. 

Various programmes of other national departments further extend
the activities of the MPS. For example, the Department of Basic
Education has developed a national strategy to collaborate with
other institutions to address issues of crime. The aim is to work
closely with the SAPS and the MPS in addressing matters such as
road traffic management; school safety plans; access control meas-
ures for visitors and parents; prohibiting the possession of illegal
substances; and ensuring a functional school committee
(Department of Basic Education, 2016). Relevant programmes may
include drug testing in schools, safety as a social issue and bullying
in schools.

On the issue of funding, Shaw (cf 1998:1-8) highlights a lack of
funding as one of the challenges experienced by the MPS. Some
crime prevention initiatives are not allocated sufficient funds to
ensure implementation, which often leads to weak programme
management and a decline in financial accountability.

Furthermore, it adds to existing constraints in terms of resources
such as uniforms, vehicles, fuel availability, communication devices
and other essential items required to fulfil duties. 

As a final theme, the literature revealed corruption as a major 
hurdle in the prevention of crime. South Africa experiences worry-
ing challenges with service delivery. These challenges are often
rooted in corruption. Failure to bring offenders to justice affects
crime prevention rates and contributes to the depletion of state
resources. Bruce (cf 2014:49-62) concludes that, because corrup-
tion has become the norm in South Africa, it is being committed
everywhere. As a result, the credibility of the state system and any
aspirations towards advancing the rule of law are undermined.
Although the existence of corruption is acknowledged, the scale of
the damage it causes is still gravely underestimated. Among other
things, corruption limits the capabilities designed to sustain crime
prevention because offenders bribe their way out of being prose-
cuted for the offences they commit. Faull (cf 2008:1-28) describes
corruption as a serious matter in the MPS and the EMPD has, con-
sequently, established a committee to investigate bribery and cor-
ruption in the department. The EMPD has also drafted a discipli-
nary code aligned with that of the SAPS. The code aims to make it
justifiably harder for metro police officials who are found guilty to
retain their positions in the workplace.

Three criminological theories underpin this study. These are the
broken window theory, the routine activities theory and crime pre-
vention through environmental design theory. These theories are
relevant for this study because they draw on the role of the broad-
er society in crime and the reasons why certain individuals are
more susceptible to committing acts of crime than others.

In 1982, Wilson and Kelling introduced the broken window theory
(cf Bezuidenhout, 2011:129-135). The theory identifies three fac-
tors to consider in crime prevention, namely controlling petty
crimes, lowering anti-social behaviour and ensuring that commu-
nity members participate in crime prevention (Davis & Snyman,
2007:48). It argues that if someone in a community breaks a win-
dow, it should be fixed as soon as possible. Failure to do that
immediately could result in more individuals breaking windows in
the community. In essence, such failure implies that no one cares
that the window had been broken, which encourages others to
continue with the same misconduct. Thus, if not prevented at the
onset, more occurrences of a crime are likely (cf Bezuidenhout,
2011:129-135). The functions of the MPS are traffic law enforce-
ment, municipal by-law enforcement and crime prevention
(Newham, 2006:1). Based on this theory's understanding of how
crime is perpetuated, the MPS should, therefore, deal with petty
crimes such as theft, trespassing and shoplifting incidences as they
occur.

Similarly, when considering traffic law enforcement, it could be
argued that when the MPS neglects proper enforcement of traffic
laws, citizens would more likely take advantage and disobey the
rules of the road. If acts such as not fastening one's safety belt



while driving or exceeding the speed limit are not taken seriously,
citizens are likely to also engage in more serious traffic offences. It
could therefore be concluded that, if carried out effectively, traffic
policing plays an important role in preventing crime.

Concerning the enforcement of by-laws, this theory is also valu-
able in the context of the MPS. By-laws are established to ensure
behavioural order in a specific area; that is, to lower anti-social
behaviour. That suggests that metro police officials can enforce by-
laws as a mechanism to curb anti-social behaviour. However, by-
laws must be enforced as strictly as possible to prevent serious
crimes from occurring. It must nonetheless be noted that, while
some anti-social behaviours could lead to serious crimes if not
dealt with effectively, the theory also states that not all such
behaviours constitute a crime (Harcourt, 2001:1-304).

Based on this theory, it could lastly be asserted that it is important
for the MPS to involve communities in its efforts to prevent crime.
The broken window theory argues that crime prevention is every-
one's responsibility. As such, the MPS would benefit from promot-
ing social cohesion and individual responsibility. The theory further
suggests that the best approach for crime prevention is a multi-
disciplinary approach as crime prevention cannot be achieved by a
single organisation (cf Bezuidenhout, 2011: 129-135).

Cohen and Felson developed the routine activities theory in the
seventies. The theory involves the identification of criminal activi-
ties and patterns by examining changes in crime rate trends
(Newburn, 2007). Cohen and Felson observed the paradox of
improved socio-economic conditions in communities, but an
increase in the crime rate in the 1960s. They concluded that crime
rates are influenced by structural routine activity patterns and
trends and formulated their theory based on, among other things,
the view that routine activities, daily schedules and everyday life
structures could make people vulnerable to criminal acts. That
means that, for a crime to occur, there must be a motivated
offender who meets suitable targets in the absence of capable
guardians. An example of this is that individuals are at work during
daytime, leaving their houses unoccupied. Criminals are motivated
to commit criminal acts because unoccupied houses are suitable
targets for a criminal act to occur. However, the theory further
maintains that victims could choose whether to expose them-
selves to crime by considering the situations in which such actions
could be committed against them. For example, a change in rou-
tine could alter the likelihood of them finding themselves at the
wrong place at the wrong time. Simply put, less attractive targets
with capable and present guardians are unlikely to attract individ-
uals who wish to carry out criminal activities. These elements
should therefore be considered when planning crime prevention
operations and metro police should always be alert to such situa-
tions and patrol crime-risk areas effectively.

The theory argues that the convergence in time and space of a
suitable target and the absence of a guardian could lead to a sig-
nificant increase in crime rates. Therefore, a decrease in routine
activities could result in illegal predatory activities following suit,
thus preventing the successful occurrence of direct-contact 

predatory crime. An increase in the presence of any of the condi-
tions does, however, not necessarily motivate individuals to
engage in crime.

Centred on the theory's emphasis on a situational crime preven-
tion approach, it would therefore be critical for the MPS to elimi-
nate conditions that are likely to tempt a person to commit a crime
and for the EMPD to include such an approach in its strategies. 

The crime prevention through environmental design (CPTED) the-
ory proposes that there is a clear relationship between crime and
the physical environment. In addition, it suggests that when envi-
ronments are appropriately designed, crime prevention efforts are
likely to yield better results. This is viewed as a form of situational
crime prevention. In this regard, Rauch (2002:9-26) observes that
crime prevention includes controlling the amount of vacant land or
open spaces and maintaining well-lit public spaces and parks for
safe pedestrian roads and trading centres. When referring to the
concept of CPTED, Crowe (2000:3) supports the theory by saying
that "crime results partly from the opportunities presented by the
physical environment". Essentially, CPTED is concerned with envi-
ronmental conditions that prevent crime from taking place.
Therefore, it could be useful for the EMPD to assist in altering cer-
tain physical environments to enhance crime prevention efforts in
Tembisa.

Several municipalities in South Africa have acknowledged that the
environment impacts on behavioural patterns and perceptions of
safety. That view is also recognised in various policies, primarily
because the environment plays a visible role in creating conditions
that could enable crime. Rauch (2002:11) affirms that this view is
one of the four pillars of the National Crime Prevention Strategy
(NCPS). It is also covered in the White Paper on Safety and Security
(Department of Safety and Security, 1998) by the inclusion of the
following five principles encapsulated in the CPTED namely sur-
veillance; visibility; territoriality; access and escape route images;
and target hardening.

In applying the CPTED, the MPS would enhance efforts towards
crime prevention. Relevant by-laws should be enforced and sur-
veillance operations should be conducted routinely, for example
concerning street traders, public drinking, informal settlements
and other elements that could present an unsafe environment.
Among other things, surveillance enhancements such as CCTV
could assist in capturing criminal events in real-time. 

The study aimed to evaluate the crime prevention activities and
challenges of the MPS in Tembisa, South Africa, by focusing on the
following objectives:
 To determine the crime prevention activities of the metro

police in Tembisa; and 
 to identify the challenges that impede optimal crime preven-

tion in Tembisa.
A qualitative research design was used. Semi-structured interviews
and observation were used to collect data. Because of financial,



time and other constraints, the non-probability purposive sam-
pling method was used. Ten metro police officials, ten SAPS mem-
bers and ten community police forum members who do street
policing in Tembisa were chosen as the unit of analysis for the
study. The SAPS and community members were included to vali-
date the responses of the EMPD participants. The one-on-one
interviews were conducted in 2018. The principal author conduct-
ed observations of day-to-day street policing in Tembisa. A scien-
tifically structured interview guide was used for the interviews and
an observation checklist was used to conduct the observations.
The interview and observation data were recorded in a field jour-
nal.

The sample frame of the study comprised 30 participants as
described above. The interview and observation data were tran-
scribed and analysed thematically using the data analysis spiral
(Creswell, 2007:150). Ethical clearance to conduct this research
was obtained from the University of South Africa.

This section presents the study findings and discusses the qualita-
tive data collected from the participants during interviews and
observations.

A significant number of the participants were able to provide their
understanding of the crime prevention concept. Even though they
attached different meanings to it, they mostly illustrated a clear
understanding of the concept. Only a few participants said that
they would not be able to explain it clearly and, consequently, pre-
ferred not to attempt it.

Most of the participants understood traffic laws to be municipal
laws that control traffic. A few participants stated that traffic laws
were formal rules passed by the government to regulate the
behaviour of people using the roads. Several participants referred
to traffic laws as a set of laws among many others that are
enforced by the MPS. They understood such laws as including the
stopping and searching of vehicles; ensuring that drivers adhere to
speed limits; ensuring that drivers wear seat belts; and inspecting
driving licences and licence discs. Some participants indicated that
even if not continually done, the MPS did enforce traffic laws as
much as possible. However, some stated that traffic laws were only
enforced sometimes, namely over weekends and at month's end.

During the observation of EMPD by-law enforcement, activities
such as parking control, traffic control and control of street trading
in the Tembisa area were studied. It was found that traffic laws
were mostly enforced at roadblocks when vehicles were stopped
to inspect driving licences, licence discs, front and brake lights, 
triangles, the use of seat belts and, where applicable, to issue traf-
fic fines.

About half of the participants pointed out that the crime rate in
Tembisa was unacceptably high. They raised concerns about 
safety in the area, particularly at night. They further indicated that

people were losing their lives through crimes such as murder,
housebreaking, bank robberies, cash-in-transit heists and car
hijackings. Moreover, it was stated that these crimes were unbear-
able. About a quarter of the participants suggested that crime was
high but not severe and stated that the law enforcers were doing
their best to control it and to ensure people's safety in the area. A
few participants indicated that crime in the area was moderate in
comparison with previous years. They pointed out that there were
existing, sizeable differences in occurrences of criminal activities,
but that the SAPS and the EMPD were doing a lot to ensure peo-
ple's safety.

Almost half of the participants mentioned that the MPS assisted in
crime prevention. When asked to elaborate on relevant activities,
participants mentioned school visits to prevent crime, because
during such visits the learners at the school could be taught not to
commit crimes. In terms of by-law enforcement, several partici-
pants continued to state that daily by-law enforcement was very
useful in preventing people from committing serious crimes.
Participants singled out traffic policing as a primary function of
metro police officials in preventing crime through vehicle search-
es, checking for valid driving licences, inspecting vehicle licence
discs and ensuring that people adhered to speed limits. All the
activities mentioned were regarded as central in assisting in crime
prevention.

Responses also suggested that, although not all officials were part
of it, there was some involvement in social crime prevention activ-
ities. The social crime prevention division engaged in programmes
such as searching and visiting schools, drug abuse campaigns and
youth support to assist in addressing the social ills associated with
the youth.

The principal researcher did not observe the EMPD performing
general social crime prevention activities. However, on one occa-
sion the researcher saw metro police vehicles at a school.

Most of the participants stated that the metro police officials were
not involved in foot patrols. Only about a quarter of the partici-
pants indicated that metro police officials could sometimes be
seen involved in foot patrolling. The remaining participants
responded by stating that they did foot patrols when there was a
need for it (for example, in areas that had been identified as high-
risk areas).

Most participants indicated that the EMPD was not involved in
street policing (gambling, drugs, prostitution etc.) in Tembisa. A
few participants stated that traffic wardens (individuals employed
by the EMPD to assist in traffic policing in the community) or com-
munity police forum (CPF) members conducted street policing in
Tembisa, with the metro police only helping where needed. The
principal researcher did not find metro police officials involved in
street policing. Foot patrols were seen to be conducted by traffic
wardens.



Most of the participants responded positively to the involvement of
the MPS in vehicle patrols, pointing out that this made it easier for
them to always engage in physical surveillance. They further stated
that vehicle patrols would be assigned especially to areas experi-
encing an increase in housebreaking during the day. That was
observed by the principal researcher who noticed that the patrol car
would be occupied by two EMPD members during such patrols, but
that they remained stationed at the same location most of the time.

Only a quarter of the participants indicated that the MPS were
involved in physical surveillance if there was a need to do so (not
as part of their daily duties). The remainder of the participants dis-
agreed that metro police officials performed physical surveillance
for crime prevention. Many of them stated that they used traffic
wardens to perform that duty. The principal researcher noted
inadequate MPS participation in physical surveillance.

Most participants indicated that the MPS was not involved in elec-
tronic surveillance, only performing the task occasionally.
Participants highlighted challenges such as limited electronic sur-
veillance equipment in that regard. They added that the advanced
equipment that was available was simply not enough for everyone
and that only supervisors had access to such tools. Some did, how-
ever, believe that the MPS was always involved in electronic sur-
veillance. Those participants mentioned that electronic tools such
as dashboard cameras were used in some EMPD vehicles. Metro
police officials were also equipped with body cameras and other
devices such as automatic number plate recognition and speed
detectors, which aided in the recovery of stolen vehicles. The par-
ticipants further mentioned that, if needed, they worked mostly
with businesses to use their cameras, particularly in malls and
complexes where CCTV is available.

The principal researcher observed electronic surveillance activities
during roadblocks where metro police officials used numberplate
scanners. Further types of electronic surveillance involved dash-
board cameras in some metro police vehicles and a few speed
cameras installed in the area to capture speeding offences.

While responses to questions on arrests were equally divided
between positive (yes) and negative (no), participants mostly said
the metro police officials were not involved in arrests concerning
serious crimes. They indicated that the MPS participated in arrest-
ing perpetrators for minor crimes, particularly during traffic law
enforcement policing, for example, arrests for drunk driving, driv-
ing without a valid driving licence and road by-law infringements.
Some participants mentioned that some metro police officials
arrested criminals involved in community complaints.

The principal researcher found that metro police officials did not
make arrests as often as warranted. The principal researcher only
observed four arrests being made. The first arrest was during a
protest in one of the surrounding areas, two additional arrests
were made at roadblocks and the last one was the arrest of a shop
owner.

Most participants indicated that the MPS participated in regular
stop-and-search operations. They mentioned regular vehicle
searches during roadblocks involving the stopping of suspicious
vehicles and searches for items such as illegal objects (knives and
guns), drugs, alcohol and stolen goods. Some participants men-
tioned regular searches at schools to ensure the safety of learners
and some referred to regular searches conducted during either
foot or vehicle patrols to look out for suspicious-looking individu-
als walking around in the area. A few participants disagreed and
stated that the MPS did not conduct regular searches.

During observation, the principal researcher noted that the MPS
did search some vehicles during roadblocks and a search was also
conducted in a shop in a nearby area. Some perpetrators were also
searched before being arrested and locked up in police vans.

All participants indicated that the EMPD conducted roadblocks in
the Tembisa area daily as part of its traffic policing responsibility.
Some of the roadblocks were conducted in cooperation with the
SAPS as joint crime prevention operations. A few participants indi-
cated that, in some circumstances, metro police officials conduct-
ed roadblocks based on information received by their department. 
Roadblocks were conducted more frequently towards the end of
the month rather than during off-peak periods. The following road-
block activities were mentioned: verification of personal docu-
mentation; identification of un-roadworthy vehicles; searches for
stolen vehicles; identification of intoxicated drivers and mass load-
ing; looking out for cellular phone use while driving and non-
adherence to road rules. All these activities support the prevention
of crime.

During observation in this regard, the principal researcher found
that not one day went by without metro police officials being
involved in a roadblock. Such roadblocks were mostly conducted
on the main roads, with more taking place between Fridays and
Sundays. The researcher observed more than one roadblock. It
was noted that older vehicles were most often targeted during
such activities.

Most participants indicated that the EMPD was not involved in
community policing, saying that the Tembisa CPF conducted com-
munity policing jointly with the SAPS. One of the metro police par-
ticipants even claimed that the "CPF are the SAPS's babies; they
report to them, not us [the EMPD]".

A small number of participants agreed that they do conduct com-
munity policing infrequently (sometimes), more specifically when
joint operations between the three parties (EMPD, CPF and SAPS)
were required as in the case of policing necessitated after the iden-
tification of a specific flash point as a high-risk area.

The principal researcher's observation in that regard included an
EMPD escort of a crèche school bus during a funeral and the man-
agement of roads during protests. During such events, the task was
to ensure public order.



Participants noted that the most challenging factors affecting their
capacity to prevent crime were a lack of resources such as vehicles,
radios, stationery, cameras and phones. Another factor highlighted
was a staff shortage, which made it difficult for metro police offi-
cials to cover geographical areas successfully when patrolling, con-
ducting roadblocks and monitoring traders. Therefore, financial
constraints experienced within the EMPD contributed to their
inability to complete their crime prevention projects. Participants
also underlined corruption as a challenge. They mentioned that
there were elevated levels of dishonesty among metro police offi-
cials. One community participant even stated that "all the metro
police care about is taking bribe[s] from drivers and not preventing
crime". Participants agreed that, while technology had advanced
globally, the EMPD has experienced little in that regard.
Furthermore, crime prevention is about collaboration between the
community and the police. However, the MPS was faced with the
challenge of uncooperative community members. One community
participant described the attitude of metro police officials as 
follows: "If crime does not concern them, they don't care about 
others."

A final challenge noted was a lack of initiatives targeting the devel-
opment of the youth in the Tembisa area where many young peo-
ple are involved in the use of drugs and alcohol abuse, which
results in them engaging in criminal activities to meet their needs.

Several community participants indicated that the community
believed traffic policing to be the primary function of the MPS.
They voiced an expectation for greater SAPS visibility, especially as
far as roadblocks were concerned, and mentioned a need for
investigations to proceed soon after arrests had been made to pre-
vent offenders from returning to the community. A final expecta-
tion raised was that EMPD needed to operate like the SAPS.

It is recommended that formal agreements be entered into
because that would create a healthier working relationship
between the SAPS and the MPS. A memorandum of understanding
(MoU) is bound to support improved working relations because
the rules pertaining to the MoU and the roles and responsibilities
of each organisation would be explained clearly (cf Newham &
Masuku, 2004:1-39). Communication and evaluative processes
would improve collaborative efforts and senior managers and
supervisors should oversee tasks allocated to the SAPS and the
MPS. 

Both the SAPS and the MPS should institute joint operational com-
mittees to deal with crime prevention projects because both par-
ties would be represented on the community policing boards.
Participation in provincial police coordination committees would
be an added benefit for the SAPS and the MPS. Furthermore, since
the two organisations must work together to enable effective
crime prevention (cf Newham, 2006:1-5), a legal framework that
details the responsibilities of both entities should be developed.

That would prevent situations that could fuel hierarchical working
relationships. 

The MPS and the SAPS should plan more joint operations involving
crime prevention activities. The SAPS and the MPS are to have joint
training sessions to encourage collaboration. That type of collabo-
ration has the potential to foster improved relationship dynamics
that could improve effective crime prevention between the two
organisations. 

The SAPS must take the lead in crime prevention because of its
constitutional mandate. Based on that, the MPS and the SAPS in
Tembisa should collaborate and share valuable information across
reporting lines. Information sharing could also include sharing
technology and resources to improve the overall productivity of
officers (cf Newham & Masuku, 2004:1-39). 

Technology continues to shape the world we live in and how we
engage with the world at large. Criminals make use of technologi-
cal advancements to carry out illegal acts. That implies that tech-
nological development also influences how criminals operate. Fatih
and Bekir (cf 2015:286-296) acknowledge technology as an impor-
tant tool for police when attempting to combat high levels of crime. 

Technological tools include breathalysers, the results of which are
submitted in courts as part of the evidence against offenders.
Furthermore, mobile cameras are used during vehicle patrols and
to scan licence plates to alert officials about suspected stolen vehi-
cles. The system is useful because it can be accessed from any loca-
tion, while the cameras capture a thousand cars per minute.
Officials also use social media reports from various people across
the country to obtain information on criminal activity in real-time.
In addition, the South African Department of Communications and
Digital Technologies appoints social media analysts to keep track of
events occurring on social media, which could be used advanta-
geously by police services. CCTV has also been installed around
shopping malls and shopping centres, filling stations, highways and
other public gathering areas. CCTV can potentially prevent crime
because evidence directly linked to crimes being committed is 
captured. 

The findings indicate that the nature and extent of EMPD crime
prevention activities in Tembisa are not clearly defined or ade-
quately resourced by the executive. If this is done appropriately,
the challenges identified could be overcome. The participants did
not share a common vision of the functioning of the EMPD in
crime prevention. The activities of the MPS appears to be carried
out and enforced selectively. 

It can be concluded from the observation that the members of the
EMPD are involved in crime prevention activities to a limited
extent. Observation also revealed that traffic policing is the pri-
mary focus of the EMPD. It is therefore essential that the EMPD
should come up with innovations and strategies to improve its
crime prevention activities. 
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Innovative technologies, especially artificial intelligence and big data analytics, are increasingly attractive for
policing given their ability to enhance effectiveness and efficiency. Predictive analytics has already made
inroads into policing, making it one of the promising strategic technologies of the twenty-first century.
However, amidst the acclaim is a growing body of research highlighting the risks of artificial intelligence (AI)
deployment to fundamental human rights and public interest. This article explores the application of pre-
dictive analytics and specific-use cases deploying surveillance technologies as a function of policing. While
situated in South Africa, the research draws on comparative practices and legal and policy standards as it
highlights the need for the technology to strike a balance between the function of policing and competing
human rights and public interest.

artificial intelligence; predictive policing; surveillance technologies; human rights; racial profiling; algorithm
bias

Innovation and pioneering practices do not typically take place in
a vacuum but are most often a response to a particular set of con-
ditions and an identified need. Policing is not exempt from the
innovation discourse; however, policing is unique in that it has
bespoke roles, functions and responsibilities that have inimitable
and far-reaching impacts on individuals, communities and soci-
eties. In South Africa, these rules derive from the Constitution of
the Republic of South Africa, 1996 (the Constitution) and national
legislation, as well as international obligations such as the
International Rules and Standards for Policing (ICRC), the Code of
Conduct for Law Enforcement Officials (UN General Assembly
Resolution 34/169, International Human Rights Standards for Law
Enforcement (UN Centre for Human Rights) and INTERPOL Legal
Frameworks. 

Describing the fundamental role of the police and the duty owed
to the public in South Africa, the Constitutional Court, in AK v
Minister of Police [2022] ZACC 14 at para 95 emphasised that:

The police are under a duty to act promptly and expedi-
tiously, and they must furthermore take all reasonable
measures which are available to them in the circum-
stances. It is not sufficient that they mobilise the
resources at hand; they must also deploy those resources
diligently and effectively. They must act with haste, they
must take appropriate steps to secure the available evi-
dence, including eyewitness accounts, potential leads and
suspects and they must subject relevant evidence to
forensic analysis. They must never act in a cavalier man-
ner or display indifference … 



There is no gainsaying the potential for technology to be used by
the police to fulfil their duties, but congruent with their public obli-
gations, adoption must be balanced against the intrinsic risks that
may arise. Babuta and Oswald (2019:5) point out that the ques-
tion: Does the system work? is too simplistic for this purpose.
Instead, the authors note that the issues of effectiveness and accu-
racy that serve as a critical lens assuring ethics and legality are
more significant.

[I]f it cannot be demonstrated that a particular tool or
method is operating effectively and with a reasonable
degree of accuracy, it may not be possible to justify the
use of such a tool as necessary to fulfil a particular polic-
ing function (Babuta & Oswald, 2019:5). 

In similar vein, Strom (2017:2-3) warns that:
[L]aw enforcement technology adoption is often ad hoc
and not based on longer-term planning. The tendency to
purchase technology without a clear, strategic plan can
result in limited integration within the agency and a fail-
ure to recognise the primary or secondary benefits of
technology.

Today, public confidence in the effectiveness of the South African
Police Service (SAPS) is under strain with declining trust and
increasing fear. The media, social media and recent research reflect
the impact of limited budgets, constrained resources, corruption,
inadequate training and human rights abuses when discussing
policing in South Africa (Burger, 2011:13). Enhancing efficiencies,
performance and crime prevention capabilities by using technolo-
gy is thus an attractive option. Albertus (2019:4) stresses that sta-
tistics indicate that if the South African government does not act
swiftly to implement digital technology to transform all aspects of
policing, the prospects of curbing crime and dealing with corrup-
tion look bleak. Notwithstanding the exhortation by Albertus,
technology adoption is not an insular process - there is an addi-
tional onus on police leadership and management to ensure that
strategic and operational decisions to introduce new systems and
practices driven by technology will create overall value for both
the police and the public.

While this article explores specific applications of technology in
policing, it equally recognises that technology is not a silver bullet
- the weight (or lack thereof) and value of the commitments being
made at the national level must always be juxtaposed with the fun-
damental rights of the public. This article engages the following
key topics: the use of artificial intelligence (AI) in policing and spe-
cific-use examples; the human rights implications of AI systems
and policing; and comparative legal and regulatory frameworks for
technology-led policing.

The discussion does not attempt to cover all technologies of use to
the police but focuses on the use of AI and big data analytics by the
police (predictive policing) and the specific deployment of surveil-
lance technologies such as cameras and facial recognition systems.
It is beyond the scope of this article to delve into the technical
intricacies of the technologies being used; instead, as reflected
throughout this article, the undergirding aim is to highlight the
need for any technology deployed by the police to strike an 

appropriate balance between the role and function of policing on
the one hand, and the various competing human rights and public
interests - including the right to freedom and security of person,
privacy and equality - on the other.

Policing in South Africa is characterised by a dearth of technologi-
cal resources, as reflected in the Report of the Commission of
Inquiry into Allegations of Police Inefficiency and a Breakdown in
Relations between SAPS and the Community of Khayelitsha (the
Khayelitsha Report). As an example, the report (2014:260) docu-
ments the absence of any policy requiring every member of the
SAPS to have an e-mail address and further records that 3G cards
are only provided to branch commanders. Separately, the report
(2014:239) highlights the limitations created by all senior officers
sharing a single e-mail address, requiring all e-mails to be printed
and manually distributed by the cluster commander. The (obvious)
repercussions are e-mail correspondence being delayed, or even
worse, going astray. While there have been improvements since
the Khayelitsha Report, significant shortcomings remain. As such,
although using emergent technologies by the SAPS should be sup-
ported, it is also imperative to ensure that all police across the
country have at least a baseline level of technological ability.

Certain key terms used in this article should be defined. First, the
term "artificial intelligence" is described by the European
Parliament (2021b:1) as:

… the ability of a machine to display human-like capabili-
ties such as reasoning, learning, planning and creativity.
AI enables technical systems to perceive their environ-
ment, deal with what they perceive, solve problems and
act to achieve a specific goal. The computer receives data
- already prepared or gathered through its own sensors
such as a camera - processes it and responds. AI systems
are capable of adapting their behaviour to a certain
degree by analysing the effects of previous actions and
working autonomously.

The key distinction between AI and other technologies is its ability
to engage with a data set and synthesise that data using algo-
rithms, thereby enabling conclusions to be drawn and a course of
action to be determined based on its analysis of the data. Završnik
(2020:570) explains that the police "are using AI tools to penetrate
deeply into the preparatory phase of crime which is yet to be com-
mitted, as well as to scrutinise already-committed crimes". One
instance presented by Strom (2017:2-11) is the use of computa-
tional methods of crime mapping using Geographic Information
Systems (GIS) to map and analyse crime patterns over space and
time, locating crime hotspots and concomitantly optimising
resource allocations. Simply put, AI in policing may be used to
build human behaviour into programs that explore the spatial
environment autonomously while at the same time learning from
experience (Mbani, Kenduiywo & Odera, 2017:1). Using such tech-
nologies makes it increasingly possible for the police to proactive-
ly plan the deployment of resources to establish a better safety
presence.



The second term to be defined is "predictive policing", which is
closely linked to the use of AI and crime mapping approaches.
Predictive policing draws on personal and behavioural data to pre-
dict who has a high chance of being involved in future criminal
activity (Heaven, 2020:2). Strom (2017:4-9) summarises it as "a
strategy based on the logic that future crimes can be better antic-
ipated, responded to, or prevented using intelligence collected and
analysed from a variety of data sources". Joh (2018:1141) further
explains that "[a] police agency might use predictive algorithms to
forecast where crime is likely to occur in the future, or which per-
sons might be at highest risk for crime victimisation or perpetra-
tion".

In comparison with predictive policing, the concept of "intelli-
gence-led policing" is less clearly understood, notes the
Organisation for Security and Cooperation in Europe (OSCE)
(2017:18). On the one hand, intelligence-led policing has been lim-
ited to the practice of conducting risk assessments, while on the
other the term is used to describe a more inclusive process of gath-
ering data and information for purposes of policing. The OSCE
(2017:18) adopts the more encompassing definition. Thus, all
activities linked to predictive policing and proactive policing - two
different concepts - are embodied in the intelligence-led policing
framework. For the sake of completeness, proactive policing
describes those policing strategies that prioritise prevention or
moderation of crime, as opposed to "reactive policing", which
focuses on investigating or uncovering crimes after they have been
committed (Weisburd & Majmunder, 2018).

The Constitution is the supreme law and the Constitutional Court
is the apex court in South Africa. Any law or conduct that is incon-
sistent with the Constitution is invalid. According to section 8 of
the Constitution, the Bill of Rights binds the legislature, executive,
judiciary, all organs of state and natural or juristic persons. While
the rights contained in the Bill of Rights are not absolute, section
36 of the Constitution provides that any limitation of a right in the
Bill of Rights is only permissible if the limitation is reasonable and
justifiable in an open and democratic society based on human dig-
nity, equality and freedom.

As the use of technology and AI increases, so too does the concern
about the human rights implications, specifically the right to equal-
ity (section 9), human dignity (section 10), freedom and security of
person (section 12), privacy (section 14), freedom of association
(section 18) and freedom of movement (section 21). In striking the
appropriate balance, the new technological tools must be able to
pair the empathy of human judgment with the data-processing
ability of machines (Gelles, Mirkow & Mariani, 2019).

Although not explicitly required by law, there are nonetheless 
several policy documents that recognise the importance of tech-
nology in policing. Chapter 12 of the National Development Plan
(NDP) (National Planning Commission, 2013:385-406) deals with
the aspirations and standards to make South Africa safer. One of

the priorities identified in the NDP is the need to strengthen the
criminal justice system by using technology to address inefficien-
cies in the prevention of crime and in the analysis of current and
future threats to society. A second commitment is the need to pro-
fessionalise the police into one that is modern and intelligence-led
(National Planning Commission, 2013:388-389).

In support of the NDP, two national White Papers, namely the
White Paper on Policing (2016a) and the White Paper on Safety
and Security (2016b), were adopted by Cabinet, and both prioritise
the need for smart technology solutions to strengthen the South
African criminal justice system. The White Paper on Policing
reflects on "tech-driven solutions to enhance the functioning of
police services, specifically in crime detection and investigation,
and informing the strategic deployment of resources" (Stone,
2020:8); while the White Paper on Safety and Security calls for the
establishment of integrated data systems that collect information
in real time on types, prevalence and location of crimes, with the
aim of crime pattern and trend analyses (White Paper on Safety
and Security, 2016b:13-16).

While these two White Papers are critical national guidelines, the
provisions must still be managed within the parameters of other
competing rights and interests. In considering the opportunities
that are presented by technological solutions, equal regard must
be given to the concomitant challenges and risks that arise. It is
common cause that one of the primary roles of the police is to pro-
tect the community and its citizens from harm; however, this must
be considered in the light of society's expectations of the police
and specifically the understanding that the police should not act at
any cost. Reflecting on the acceptance of technology and predic-
tive policing, Rolland (2021:4) emphasises that "[t]he issue here is
not so much the use of AI in predictive policing, but rather what
law enforcement decides to do with the data generated to better
prevent crime".

POPIA is the comprehensive data protection law in South Africa. Its
purpose includes the need to give effect to the constitutional right
to privacy by safeguarding personal information and regulating the
way it may be processed. The term "processing" is given a wide
definition in section 1 of POPIA and generally encompasses activi-
ties ranging from the collection of personal information to the
deletion or destruction thereof. Disturbingly, however, the SAPS is
not required to comply with POPIA. The Protection of Personal
Information Manual of the South African Police Service (POPI
Manual SAPS, 2021: para 7), is explicit that POPIA does not apply
to records pertaining to the functions of the SAPS as set out in 
section 205(3) of the Constitution. 

The exclusion is based on section 6(c) of POPIA, which excludes
application of the legislation to the processing of personal infor-
mation by or on behalf of a public body:
(i) where the processing involves national security, including

activities that are aimed at assisting in the identification of the
financing of terrorist and related activities, defence or public
safety; or 



(ii) where the purpose is the prevention and detection, including
assistance in the identification of the proceeds of unlawful
activities and the combating of money laundering activities,
investigation or proof of offences, the prosecution of offenders
or the execution of sentences or security measures.

Although these exclusions are limited in POPIA and may only be
relied upon to the extent that adequate safeguards are established
in legislation for the protection of such personal information - and
it remains contentious whether the SAPS has such protection in
place - for now, it is accepted that the SAPS is exempt from the 
provisions of POPIA when undertaking their policing functions. 

The function of policing is intensely data-driven and often
demands the acquisition, sifting and analysis of large volumes of
information. In many investigations, the amount of data is often
simply too great for the investigating officers to effectively interro-
gate within the time limits, especially with their limited resources,
which may result in evidence being overlooked. The technology
presently available enables various efficiencies, allowing for large
amounts of data to be screened, scrutinised and packaged in a
fraction of the time it would take using manual methods (Fayyad &
Uthurusamy, 2002).

The police are also often criticised for their dependence on sub-
jective human behaviours and decision-making. Technology, on
the other hand, apparently devoid of human emotion and with the
(claimed) advantage of total objectivity, offers a resource that cre-
ates credibility and consistency in policing, so the argument goes
(Christie, 2021). According to a report by Deloitte (2021:131), AI
has helped to create and deliver innovative police services, con-
nect police agencies to its citizens, build trust and strengthen asso-
ciations with communities. In a subsequent report, Deloitte
(2022:1) refers to a study that found that smart technologies such
as AI could help cities reduce crime by 30 to 40 percent and reduce
response times for emergency services by 20 to 35 percent.
However, against this backdrop the research also provides cases
demonstrating a darker side to the use of AI and big data analytics,
not least in the form of algorithm bias. Growing numbers of stud-
ies show that rather than alleviating unfairness, the predictive
tools based on AI models are in fact entrenching prejudice - espe-
cially against more vulnerable, marginalised and disadvantaged
communities, to whom the police should, in fact, be affording even
greater protection. AI, notes Guariglia (2022), represents the key
problem of tech-washing, which is the process by which propo-
nents of the outcome can defend those outcomes as unbiased
because they were derived from "maths".

Dealing with the challenge of algorithm bias, Berk (2020:224)
points out that it is "often less about the artificial intelligence sys-
tem itself and more about the activities surrounding it".
Nonetheless, the outcomes and effects of algorithm bias make it a
critical factor in the adoption of any technology for policing.
Supporting the statement by Berk, evidence shows that where pre-
dictive tools are based on algorithms, it is most often not the tech-
nology that is the issue but rather the data that is used to feed the

algorithms. Acquiring reliable primary information for modelling is
vital. So, where the data is skewed (biased) by, for instance, the
programmers' sentiments, or is not representative of the popula-
tion to which it is being applied, or is not programmed to take cog-
nisance of the nuances and realities of the community, the integri-
ty and correctness of outcomes will always be open to contesta-
tion. The tools are likely to be less accurate in places where they
were not trained, as stated by Heaven (2020:5). In the USA a key
concern with the predictive AI tools currently used by law enforce-
ment is that many of the algorithms appear to have been trained
on white populations outside the USA with significantly different
racial and socio-economic profiles (Heaven, 2020:5). 

Introducing a more disconcerting element to the discussion,
Rolland (2021:2) emphasises that informing data is also easily sub-
ject to error, especially if drawn from an era when the police
engaged in discriminatory practices against specific population
groups and "unnecessarily or incorrectly classified certain areas as
high risk". This establishes a classic feedback loop, where the
"maths" continues to perpetuate historically rooted harmful out-
comes (Guariglia, 2022). Reflecting on the growing number of
reports suggesting that human prejudices and biased police
reports have been integrated into the algorithms that are now
being applied to predict crime and criminality, Heaven (2020:4)
agrees that "[w]e took bad data in the first place, and then we used
tools to make it worse". Thus, while predictive policing may offer
opportunities to make policing more effective, including alerting
the police to potential crime hotspots so they can adequately
assist the community at risk, the negative outcome is that it may
also result in the police being "more likely to stop or arrest people
because of prejudice rather than need" (Heaven, 2020:5). 

Further engaging with AI systems built on datasets collected by
police, it is obvious that these systems can only predict crime
based on data from neighbourhoods that police are already polic-
ing. Babuta and Oswald (2019:12) raise the concern that having
greater access to public data may lead the police to misconstrue
certain individuals as posing a higher risk. Similarly, Rolland
(2021:3) notes that police data is often directed at street crimes
associated with specific demographic groups and neighbourhoods,
while white-collar crimes such as embezzlement and money laun-
dering are given less attention by these systems. Additionally,
crime data is notoriously inaccurate, resulting both in crime being
missed in other neighbourhoods and in reinforcing the idea that
the neighbourhoods that are already over-policed are exactly the
neighbourhoods in which the police should direct patrols and
undertake surveillance. This effectively opens members of already
vulnerable populations to more police harassment, hinders trust
between public safety measures and the community and ultimate-
ly creates more danger (Guariglia, 2020). Stone (2020:11) express-
es similar disquiet about predictive policing and algorithm bias and
the potential to reinforce forms of discrimination and the crimi-
nalisation of certain groups and certain areas. Heaven (2020:3)
concludes "even without explicitly considering race, these tools
are racist". For the individuals targeted because of the bias in the
predictive algorithm, this is not just an isolated misfortune, as the
criminal record that is established exists throughout their lifetime. 



The use of predictive policing in the USA, as an example, continues
to be fraught with controversy. On the one hand, there are sever-
al examples in the literature of how AI technology and analytics
have benefitted the police. In the State of Virginia, the police were
struggling to control the frequent, random gunfire that took place
every New Year's Eve. Studying the information from previous
years enabled the police to anticipate the time and location of inci-
dents and strategically deploy their officials, resulting in a 47 per-
cent decrease in random gunfire, a 24 percent increase in weapons
seized and a saving for the police department of $15 000 in per-
sonnel costs (Pearsall, 2010). On the other hand, the use of pre-
dictive policing is rife with allegations of inherent racial bias, 
supplemented by the failure of the police and systems suppliers to
disclose the databases used to program the system. One example
is that in some states in the USA where the police identify persons
at risk of becoming involved in gang-related crime, they pre-emp-
tively warn them against such behaviours and "[i]f they were later
arrested for any type of crime, prosecutors used the prior warning
to seek higher charges" (Heaven, 2020:5). Allegations of racial bias
and the police’s refusal to disclose the databases used to program
the system, exacerbate the impression of the use of a delinquent
technology which has resulted in several major lawsuits against
the police, most of which are still ongoing (Campbell, 2018:6). As a
result, several cities in the USA have already banned the municipal
use of predictive policing (Guariglia, 2022).

Another alarming application of predictive analytics by the police
has been raised by Human Rights Watch in China. It reports that
using predictive policing programs, the police aggregate data
about people without their knowledge and then flag those consid-
ered potentially threatening for attention (Human Rights Watch,
2018:1). The system is programmed to highlight people who act in
a manner deemed "unusual" (but not necessarily criminal) by the
authorities. It also flags individuals who meet with others whom
the police consider threatening. Identified individuals may be
detained and sent to extra-legal "political education centres"
where they are detained without charge or trial. "These people are
then at the mercy of a judicial system … including torture, which
presents defendants with only limited scope to contest the state's
accusations" (Human Rights Watch, 2018:7). In a rights-based con-
stitutional democracy, such a perverse application of predictive
policing must raise serious constitutional concerns. The fact that
simply living or spending time in a neighbourhood or with certain
people can draw suspicion from police or cause them to treat peo-
ple as potential perpetrators is a blatant erosion of the presump-
tion of innocence, notes Guariglia (2020). 

Taking cognisance of the threats posed by predictive analytics, the
European Parliament Resolution of 6 October 2021 (European
Parliament, 2021a: para 24) held that while AI and predictive polic-
ing can analyse the given datasets for the identification of patterns
and correlations, they cannot answer the question of causality and
cannot make reliable predictions of individual behaviour and
therefore should never constitute the sole basis for an interven-
tion. 

A form of hard technology coupled with AI and big data analytics

used by law enforcement is cameras, including CCTV-closed circuit
cameras historically and more recently the revolution of body-
worn cameras and drone cameras. On the positive side, the use of
cameras in law enforcement assists in identifying crimes and crim-
inals, and in presenting key evidence in cases of alleged police 
brutality and violence. As highlighted by Strom (2017:4-13), body-
worn cameras in use in the USA have been generally successful,
bolstering police accountability and trust and increasing the arrest
rate. Further explaining the use of AI and camera surveillance,
Kwet (2019:4) points out that these days CCTV surveillance, pow-
ered by AI, can “… perform video analytics to recognise things in
the video, such as objects or behaviours”. With enough cameras,
computers could intelligently “watch” the neighbourhood and
notify private security officers in real time when the algorithm
detects something it deems suspicious. 

Acknowledging the potential for managing crime in the South
African suburb of Khayelitsha, the Khayelitsha Report (2014:
Recommendation 18: para 87) specifically recommended that:

… the City, Metro Police and the station commanders and
branch commanders of the three Khayelitsha police sta-
tions [should urgently convene] to discuss the best way of
using the CCTV cameras placed in Khayelitsha.
Consideration should also be given to relocating the cam-
eras for maximum effect; replacing the cameras with ones
that will not be disabled by cable theft; and increasing the
number of cameras, particularly in transport hubs and
near schools.    

The positive benefit of surveillance technology is that it success-
fully empowers proactive policing rather than the customary reac-
tive approach of only responding to incidents after they have
occurred.  

Kwet (2019:10) describes one example of surveillance technology
where a camera is fixed to a specific spot and allowed to film for
an extended period. Eventually, the software learns what to look
for and then raises an alarm when identifying something abnormal
"like loitering pedestrians or minivans". An alarm is then sent
directly to a control room where human operators assess the risk.
Their ongoing input into the system "trains the system to deter-
mine what is 'normal' for each camera". Kwet (2019:15) stresses
that camera surveillance systems are completely neutral, flagging
all unusual conduct irrespective of race. However, similar to the
challenges identified above, problems arise when those training
the system introduce their own bias when evaluating the evidence
that is used to inform the system. The system then picks up the
underlying assumptions introduced by the human intervention.
Relating this to the use of camera surveillance technology in a par-
ticular South African suburb, Kwet (2019:15-18) actually identifies
the application of race as an informer of "abnormal behaviour".
Thus, when the control room functionaries continually identify
black persons as suspicious, the system will replicate the bias. 
This, he explains, is why one report from the system flagged 14
incidents and 28 people, all black, for suspicious behaviour in a
predominantly white suburb. Among the people identified were
an electrician leaving work, five people walking together, an 
individual sitting on the roadside, the mail delivery men and 



construction workers loading bricks. "The introduction of such bias
should raise alarms," notes Joh (2018:1142), especially "when
applied to a criminal justice system that has imposed dispropor-
tionate burdens on racial minorities and the poor". Focusing
specifically on South Africa and the issues caused by the legacy of
apartheid, Stone (2020:11) notes: "These issues are especially rel-
evant to South Africa given its history of racism, sexism and clas-
sism as well as centuries of spatial and economic exclusion under
both Apartheid and colonial systems of rule." 

A survey of the literature confirms the concerns with algorithm
bias arising from skewed training data. However, more seriously,
Joh (2018:1142) also raises concerns about the potential for hid-
den bias in the algorithms and overall design of the system.
Exacerbating the concern, case studies also reveal instances of the
machines themselves introducing favouritism and prejudice "in a
case of AI going rogue" (Singh & Singh, 2021:81-82). 

In addition to system bias, another concern is the invasion of citi-
zens' right to privacy. "The range of intrusiveness of these systems
varies from passive (observation only) to active (seeking matches
to faces and other crime scene clues in large databases)"
(Campbell, 2018:3). As an example, Human Rights Watch (2018)
reports that in Xinjiang, China police use facial recognition body-
worn cameras embedded in glasses that enable them to know in
real time whether they are looking at someone on a police black-
list (Campbell, 2018:3-4). Such conduct is often without the indi-
viduals' consent or knowledge of the intrusion. Human Rights
Watch (2018:6) presented evidence of individuals being summari-
ly arrested and imprisoned without trial, in total violation of the
principle of innocent until proven guilty. 

Recognising the need for greater efficiency in policing, technologi-
cal innovation has been linked to "dramatic changes in the organi-
zation of police, particularly at the turn of the last century" (Byrne
& Marx, 2011:17). Facial recognition has always been part of police
work, where witnesses and victims are used to identify perpetra-
tors from line-ups or photographs. Acknowledging the potential
for human error, AI algorithms for facial recognition offer exciting
possibilities which are currently used at varying levels by law
enforcement agencies around the world. According to Muñoz
(2019), FRT is one of the most widespread and fast-growing appli-
cations of AI systems for policing and is integrally linked to the use
of CCTV technology, as FRT software is usually applied to analyse
live video feeds.

As a protagonist of FRT, Campbell (2018:2) reports that some FRT
systems have presented error rates as low as one percent. That
said, it is important to note that, first, while errors are mitigated
they have not been eliminated. Second, White (perpetuallineup
2016:1) points out that "exact error values vary as a function of
lighting, amount of the face exposed, motion and other factors",
making the technology "inherently probabilistic: It does not pro-
duce a binary 'yes' or 'no' answer, but rather identifies more or less
likely matches". Third, expanding on the need for caution, Babuta
and Oswald (2019:7) point out that often when advocating for a
system, emphasis is placed on the high accuracy rates. "[However,]

high accuracy rates at the group level can often conceal very low
accuracy rates for specific individuals or groups of individuals with-
in that larger group." 

Thus, while often presented as individual-level predictions, the
accuracy rating should be more correctly understood as a group-
level classification "describing the extent to which group members
conform to a certain profile" (Babuta & Oswald, 2019:13). These
warnings raise fundamental questions about the accuracy, fairness
and ultimately the dependability of the data when applied to an
individual case. This concern was reiterated by the UN Special
Rapporteur on the promotion and protection of the right to free-
dom of opinion and expression (28 May 2019: para 12):

12. Facial recognition technology seeks to capture and
detect the facial characteristics of a person, potentially
profiling individuals based on their ethnicity, race, nation-
al origin, gender and other characteristics, which are
often the basis for unlawful discrimination. 

Discussing the potential for abuse of the technology with con-
comitant human rights violations, the report continues:

Perhaps no other environment demonstrates the com-
prehensive intrusiveness of these technologies better
than China. Credible reporting suggests that the
Government of China, using a combination of facial
recognition technology and surveillance cameras
throughout the country, looks exclusively for Uighurs
based on their appearance and keeps records of their
comings and goings for search and review (para 12).

Accepting that AI algorithms can support facial recognition and
reduce errors, Gershgorn (2018:1) cautions care and deeper con-
sideration before the police become too reliant on the technology.
Quoting the CEO of Kairos, a facial recognition company, he agrees
that "[The technology of facial recognition] is not yet ready for the
burden of upholding the law". The fact is that the algorithms pow-
ering facial recognition have simply not been given enough data
"especially of people of colour" to function properly. Repeating
some of the concerns already identified, he notes that "[s]oftware
is only as smart as the information it is fed. If that's predominant-
ly images of, for example, African Americans that are 'suspect', it
could quickly learn to simply classify the black man as a cate-
gorised threat" (Gershgorn, 2018:1).

This fear of big data FRT systems is exacerbated by the fact that the
make-up of a training database can effectively influence the kinds
of photo that an algorithm is most adept at examining. If it is
skewed towards a specific race, "the algorithm may be better at
identifying members of that group as compared to individuals of
other races" (perpetuallineup, 2016:2). The case of Robert
Williams in the USA, which resulted in a case of wrongful identifi-
cation, highlights this point. Williams was arrested at his home
after being identified as a shoplifter when an image of a shoplift-
ing suspect caught on the security cameras was run through a FRT
database of 49 million driving licence photographs. Following his
arrest, Williams was interrogated, fingerprinted, photographed,
had a DNA sample taken and locked up for 30 hours - only to be
released with an apology when the state prosecutor acknowledged



that they had the wrong person. But Swart (2021:6) notes that
Williams' criminal record remains in place and that if he wants to
have it expunged, the onus is on him to go through all the formal
processes prescribed by law.

Understanding that facial recognition is effectively the automated
process of comparing two images to determine whether they rep-
resent the same individual (perpetuallineup, 2016:1), Swart
(2021:4) describes one possible identification system as follows:
"the unnamed suspect's photo is fed into a database of known per-
sons and if there is a match, the police have the identity of their
previously unknown person". A study by Gaines and Williams
(N.d.) from Georgetown University's Centre on Privacy and
Technology highlights that, using this technology, the American
Federal Bureau of Investigation (FBI) could search driving licences
and ID photos of 117 million people, effectively placing the adult
US population in a massive virtual line-up. Swart (2021:
5-6) also mentions a second facial recognition system which drew
its database from sources such as Facebook and Twitter.
Emphasising the civil liberty and human rights violation of such
practices, which allow the police to track someone from a distance
without their consent, and even harass and bully anyone thought
to be against the state, the Georgetown Law Report (2016) empha-
sises the main concern that "innocent people don't belong in crim-
inal databases". 

Recognising the legitimacy of the concerns highlighted, state and
local legislatures in the USA have stopped short of an outright ban
on the use of FRT, but have enacted legislation that imposes gov-
ernment oversight (Lively, 2021:5-9). At the federal level, two key
pieces of legislation appeared before Congress in 2021, namely the
Facial Recognition and Biometric Technology Moratorium Act of
2020, which currently pauses the use of FRT by the federal gov-
ernment until legislation is in place, and the Government
Ownership and Oversight of Data in Artificial Intelligence Act,
which seeks to ensure that federal contractors use any data col-
lected through AI (including FRT) in a manner that does not com-
promise privacy (Lively, 2021:9). Both pieces of legislation
acknowledge the risks of FRT, especially the challenges to fairness
and justice and the inherent human rights abuses. 

Specifically considering the use of FRT by the police, the UK
Appeals Court held that its use by the South Wales police was
unlawful on the grounds that first, the police had not properly
assessed the software's potential for gender and racial bias and
second, that no proper data protection impact assessment had
been performed before the system was implemented (Rees,
2020:2). In similar vein, in 2021 the European Parliament voted to
ban the use of FRT by law enforcement in public places and
referred the matter to the European Commission to submit an
informed legislative proposal on the use of AI by the police (Peets
et al., 2021:1). The final report, entitled the Report on artificial
intelligence in criminal law and its use by the police and judicial
authorities in criminal matters (July 2021), published by the Civil
Liberties, Justice and Home Affairs Committee of the European
Parliament, takes account of the tangible advantages of FRT and
balances them against the specific risks of "opaque decision-
making, bias, intrusion into private lives, and challenges to the 

protection of personal data, human dignity and freedom of expres-
sion and information" (Peets et al., 2021:1; EP Report July, 2021:
para O). In its conclusion, the report (EP Report July, 2021: para 27)
calls for (among other things) FRT for law enforcement that has the
function of identification to be banned "unless strictly used for the
purpose of identification of victims of crime until the technical
standards can be considered fully fundamental rights compliant
[and] results derived are non-biased and non-discriminatory". 

Notwithstanding the cautions raised internationally, Swart
(2021:7-9) notes that South Africa appears to be proceeding in the
opposite direction, excluding the SAPS from the provisions of
POPIA and setting up systems with the national Department of
Home Affairs for FRT to be deployed. The basis for the cooperation
is section 15B(i) of the Criminal Law (Forensic Procedures)
Amendment Act 6 of 2010, which provides that fingerprints and
photographic images stored may, for the purposes of crime detec-
tion and crime investigation, be checked against the database of
any department of state in the national sphere of government.
While Home Affairs now shares the personal data of civilians with
law enforcement, Swart (2021:13) confirms that the national draft
Identity Management Policy acknowledges that the Department's
Information System Security Policy is not aligned with the provi-
sions of existing legislation, namely POPIA. Against this back-
ground, Swart (2021:2) cautions that in South Africa "people of
colour are more likely to become targets". 

The key concern with FRT is that there is often a lack of specific and
robust regulation detailing the process and requirements to con-
duct a search through the system or establishing rules about which
individuals' faces can be included in the databases, used and for
how long (Muñoz, 2019; also see United Nations Special
Rapporteur on Racial Discrimination, 2020: paras 6-62). Added to
this, Muñoz (2019) notes that the potential for abuse is not limit-
ed to the arbitrary or discriminatory inclusion of databases in the
system; there is also a real risk that these tools may be used by the
police to spy on people for reasons that have nothing to do with
public safety, as well as protestors in public spaces who seek to
exercise their right to peaceful protest. The UN Report on the
Promotion and Protection of the Right to Freedom of Opinion and
Expression (28 May 2019: para 50) thus recommends that to pre-
vent an unwarranted invasion of privacy through FRT (and other
surveillance technology) it is key that countries intending to deploy
such technologies (i) have an appropriate legal framework in place
which (ii) specifically highlights the legal reality that surveillance
will only be authorised in law for the most serious criminal
offences. "[A]ny blanket application of AI for the purpose of mass
surveillance would be disproportionate" (European Parliament
2021b: para H).

Interrogating the meaning of right of privacy, in NM & Others v
Smith and Others [2007] ZACC 7, the Constitutional Court of South
Africa, described the right to privacy as "the right to live his or her
life as he or she pleases" (para 33). However, as "a person moves
into communal relations and activity, such as business and social
interaction, the scope of personal space shrinks accordingly"
(Bernstein and Others v Bester NO and Others [1996] ZACC 2,



Constitutional Court of South Africa: para 67). Having said that,
the Court in Bernstein went on to clarify that the right to privacy
remains protected where a person has a subjective expectation of
privacy that society considers to be objectively reasonable (para
75). So, although the right to privacy may be attenuated under
specific circumstances, the Hyundai Motors judgment
(Constitutional Court. 2000: para 16) held that "when people are
in their offices, in their cars or on mobile telephones they still
retain a right to be left alone by the state unless certain conditions
are satisfied". 

In South Africa, the use of surveillance in public spaces has, how-
ever, been approved by the courts especially if the circumstances
indicate that the affected parties had "no reasonable expectation
of privacy" (SAIIA, 2021:7). This aligns with the ruling of the UK
Court of Appeal in the South Wales case which went against the
police on two grounds but found that the use of surveillance tech-
nology was, in principle, proportionate interference with human
rights "as the benefits outweigh the impact on the complainant"
(Rees, 2020:1). Sharing this view, SAIIA (2021:8) states that public
surveillance will be lawful because it is geared to protect the safe-
ty and security of the data subject and is "in the legitimate interest
of those being observed". Kwet (2019:31-32), however, takes an
opposing view, arguing that "public spaces belong to the citizens
and the public at large. This kind of surveillance needs to be
banned because so many human rights can be contravened in
South Africa, taking us back to the days of apartheid." 

Stone (2020:10) also urges legislative clarity for what Professor
Jane Duncan describes as "locational privacy". Locational privacy
is:

The right of people to move about freely without having
their movements tracked, given the amount of personal
information it contains ... [Locational privacy thus]
bridges the conceptual divide between the right to priva-
cy and the right to freedom of movement …   

The European Court in PG and Another v United Kingdom, consid-
ering the right to privacy as contained in article 8 of the European
Convention on Human Rights, explained the position as follows: 

There are a number of elements relevant to a considera-
tion of whether a person's private life is concerned by
measures effected outside a person's home or private
premises.  …  A person who walks down the street will,
inevitably, be visible to any member of the public who is
also present. Monitoring by technological means of the
same public scene (for example, a security officer viewing
through closed-circuit television) is of a similar character.
Private-life considerations may arise, however, once any
systematic or permanent record comes into existence of
such material from the public domain. It is for this reason
that files gathered by security services on a particular
individual fall within the scope of Article 8, even where
the information has not been gathered by any intrusive or
covert method (own emphasis) (para 57).

Thus, urges Stone (2020), what South Africa requires is a legal
review that will align the following triad of factors: 

(i) stronger alignment between criminal procedure and protection
of information legislation; 
(ii) a better understanding of privacy in public spaces; and 
(iii) the adoption of measures and standard procedures to mitigate
against the biased and unlawful use of these technologies. 

Further, looking at the right to equality, it is acknowledged that the
data used to create, train and operate AI systems often reflects his-
torical, systemic, institutional and societal discrimination that
results in racialised people, communities and geographic areas
being over-policed and disproportionately surveilled, questioned,
detained and imprisoned (Fair Trials, 2022). As explained by the
United Nations Special Rapporteur on racial discrimination and
emerging digital technologies (United Nations Human Rights
Committee 2020: paras 7 & 8): "Datasets, as a product of human
design, can be biased due to skews, gaps and faulty assumptions,
which have the potential to lead to discrimination against certain
segments of the population based on race, ethnicity or gender." 

Police are using emerging technologies for predictive policing, in
which AI systems draw from multiple sources of data such as crim-
inal records, crime statistics and the demographics of neighbour-
hoods. Evidence confirms that many of these datasets reflect exist-
ing racial and ethnic biases, thus operating in ways that reinforce
racial discrimination despite the presumed objectivity of these
technologies and even their ostensible potential to mitigate the
prejudice of the human actors they supplement or replace. 

Emphasising the point with data drawn from the US Department of
Justice, Heaven (2020:3) notes that a black person in America is
five times more likely than a white person to be stopped without
just cause, and black people are more than twice as likely as their
white counterparts to be arrested. Notwithstanding that the law in
the USA excludes the specific use of race as a factor when algo-
rithms are designed, Heaven (2020:3) argues that the other vari-
ables of socio-economic background, education and zip code serve
as effective proxies. Rolland (2021:3) illustrates this with the exam-
ple of Brisha Borden, an 18-year-old black woman with no previous
convictions, and Vernon Partner, a 41-year-old white man previ-
ously charged with armed robbery, and sent to prison. When both
were subjected to the AI algorithm used by the police to assess
risk, Borden was highlighted as a "high risk" of future conviction,
while Partner was assigned a "low risk" status. 

Reflecting on the issue of racial bias ingrained in AI systems, Skeem
and Lowenkamp (2020:24 & 28) propose, somewhat controversial-
ly, that rather than excluding race as a predictor, the best balance
from their various programming options was achieved when algo-
rithms took race specifically into account but assigned black peo-
ple a higher threshold than whites for being deemed high risk.
Implementing the Skeem and Lowenkamp approach, however,
must raise questions of data manipulation and system credibility.
Heaven (2020:7) points out that "The idea of holding members of
different groups to different standards goes against many people's
sense of fairness, even if it's done in a way that's supposed to
address historical injustice."



In the current milieu, and especially with the realities of AI uncer-
tainties and bias, accountability and transparency become even
more material in any enquiry. Specific issues such as whether (i)
the training data will be available to the police and public; and (ii)
the algorithm using the training data will be available to the police
and public, must be confirmed in the affirmative. However, com-
panies responsible for the design and programming of AI tools
argue strongly for the secrecy of the information used because
sharing would compromise their trade secrets or the confidential-
ity of the information about the people used in the development
of the system. The available research demands that before any AI
system is introduced in support of policing, the benefits of the
technology must be balanced against ensuring that police do
uphold and are seen to be upholding fundamental human rights 
- anything else will have adverse reputational consequences, rais-
ing further issues of confidence in and the integrity of the entire
police system. Joh (2018:1143) summarises the concerns succinct-
ly: "[t]he harms of errors made by the police are not just abstract
concepts like trust and legitimacy - AI errors will lead to wrongful
stops, arrests, and unjustified force."

Analysing the current South African and comparative research on
policing and artificial intelligence, the conclusion is that mass sur-
veillance practices currently in place threaten fundamental human
rights. It is, therefore, disconcerting to note that notwithstanding
the evidence available -

"South African cities are increasingly turning to technolo-
gy-aided surveillance to police public spaces ... linking
cameras to form wide area networks that increasingly use
artificial intelligence (AI) to index, sort and interpret data
pooled into centralised surveillance-based 'nerve cen-
tres'" (SAIIA, 2021:2).

Even more disquieting for South African human rights activists is
the conclusion by SAIIA (2021:2) that "[w]hile these technologies
are deployed in the name of fighting crime, they reinforce some of
the very structural inequities that underlie that national crime
problem". Notwithstanding the imperative for innovation, it is
essential to recognise that while modernisation requires business-
es to adapt to seize the opportunities presented, it is equally about
"defending against disruptive change" (State of Data Innovation,
2021:3). Being aware of the limitations of AI does not mean throw-
ing the baby out with the bathwater; the technology needs to be
properly understood and proved before being implemented: "[i]t's
not quite as simple as scraping social media to find people who did
successive searches for 'crowbar' or 'balaclava'," notes Venter
(2021:2). 

Although some may argue that the genie is already out of the bot-
tle in South Africa, issues such as algorithm bias, opaque datasets,
the potential for invasion of privacy and violation of human rights
are all serious concerns that cannot be ignored. Strategic and oper-
ational decision-makers must be forced to address these chal-
lenges before AI is adopted and deployed into the structures of
policing and law enforcement. To do otherwise would show bla-
tant disregard for some of the most fundamental principles of
democracy enshrined in South Africa's Constitution and the inter-
national human rights instruments. Furthermore, if there is 

consensus that effective policing is necessarily about building part-
nerships with the communities it serves, relationship-building
relies on defending a set of shared values, key among which are
trust and transparency that facilitate cooperation and sustained
harmony. To effectively meet the transparency requirement,
machines must be able to explain why a decision was made (PEGA,
2019:7). A lack of transparency inevitably leads to suspicion and
raises questions about the credibility of the system. If the police
cannot explain the system, how then do they account for the cred-
ibility of the outcomes of the algorithms?

From a legal and regulatory perspective, one truth about the ava-
lanche of technology is that it has outpaced the law. The new real-
ities and opportunities posed by technology are often not covered
by legal provisions, and to apply existing laws to the new age of AI
and technology can lead to unfair and unjust results. In South
Africa, it is unfortunate that neither the NDP nor the policy direc-
tives in the form of the White Paper on Policing (2016a) and the
White Paper on Safety and Security (2016b) refer to the right to
privacy and the value of ensuring and protecting human rights.
However, as indicated earlier, the White Paper on Policing
(2016a:43) emphasises the need for the police service to identify
relevant new technologies to enhance their effectiveness and effi-
ciency, underpinned by an enabling legislative framework in place
that will optimise their use across law enforcement. It would be
both naïve and counterintuitive for the police leadership not to
read into this the absolute requirement to ensure that such leg-
islative framework is aligned with all other laws and citizens' rights,
especially those entrenched in the Constitution. As Stone (2020:9)
points out:

… South Africa's Constitution not only requires limitations
on the rights in Chapter 2 to be the least restrictive means
necessary for achieving the security objectives of the
State, but also for limitations to be conducted in a man-
ner consistent with human dignity.

Smith (2018:1) argues strongly for "thoughtful government regula-
tion", especially when the issues at stake "require the balancing of
public safety with the essence of our democratic freedoms". Smith
(2018:5) notes that it will not solve the problem to expect tech-
nology companies to develop acceptable standards, because even
if some adopt the standards, problems will remain if others do not. 
Finally, discussing the use of predictive tools by police agencies
and the link to racist behaviours, Roberts (n.d.) points out that
what is currently emerging is not novel: "[r]acism has always been
about predicting, about making certain racial groups seem as if
they are predisposed to do bad things and therefore justify con-
trolling them". Until AI systems are proved to fully safeguard fun-
damental rights in their design, development, deployment and
use, with the non-discriminatory aspect of AI systems being clear-
ly demonstrated, and decisions being both explicable and trans-
parent, the SAPS would be well-advised to reconsider the use of
predictive analytics and AI in policing. The findings of the United
Nations Human Rights Committee, in considering South Africa's
Initial State Report in March 2016 (United Nations Human Rights
Committee, 2016: para 43) expressed a similar caution, noting
that:



“The State party should take all necessary measures to
ensure that its surveillance activities conform to its obli-
gations under the [ICCPR], including article 17, and that
any interference with the right to privacy complies with
the principles of legality, necessity and proportionality.
The State party should refrain from engaging in mass sur-
veillance of private communications without prior judicial
authorisation and consider revoking or limiting the
requirement for mandatory retention of data by third par-
ties. … The State party should increase the transparency
of its surveillance policy and speedily establish independ-
ent oversight mechanisms to prevent abuses and ensure
that individuals have access to effective remedies."
(Authors’ emphasis.)

A worthy consideration when engaging with technology for polic-
ing is to recognise that efficiencies do not necessarily lead to effec-
tiveness. Before committing to the use of AI and predictive analyt-
ics or unproven surveillance systems, the SAPS - and all policing
and law enforcement agencies, for that matter - should proceed
with due diligence, strengthening internal capabilities and training
programmes to ensure a proper understanding of the technologies
being deployed. In the absence thereof, the challenges to the pro-
tection of privacy, freedom of movement and information, equali-
ty, the presumption of innocence, and risks for security and of
state sanction discrimination pose a critical barrier to adoption. 
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The World Economic Forum (2019:1) summarises the Fourth Industrial Revolution (4IR) as follows: 
"The Fourth Industrial Revolution represents a fundamental change in the way we live, work and
relate to one another. It is a new chapter in human development, enabled by extraordinary techno-
logical advances commensurate with those of the first, second and third industrial revolutions. These
advances are merging the physical, digital and biological worlds in ways that create both huge prom-
ise and potential peril. The speed, breadth and depth of this revolution are forcing us to rethink how
countries develop, how organisations create value and even what it means to be human. The Fourth
Industrial Revolution is about more than just technology-driven change; it is an opportunity to help
everyone, including leaders, policy-makers and people from all income groups and nations, to har-
ness converging technologies to create an inclusive, human-centred future. The real opportunity is to
look beyond technology and find ways to give the greatest number of people the ability to positive-
ly impact their families, organisations and communities."

When it comes to policing, especially policing in developing countries and societies, the aspects of both the
"promise" and "peril" of 4IR and its uptake, are evident. In South Africa, on the one hand, we are struggling
to navigate very complex socio-economic and political forces, to which the unexpected realities as a result
of the COVID-19 pandemic have to be added. On the other, we are aware of the tantalising potential and
promise of 4IR which offers a platform from which to transition into a more just, equitable, stable and rele-
vant future. Mediating these two ends of the spectrum is the Constitution of the Republic of South Africa,
1996 and the rights and responsibilities that it encompasses. This leads to the vital question of how we strike
the right balance between the two.



he momentum towards the 4IR in South Africa received a
boost with the work of the Presidential Commission on the
Fourth Industrial Revolution (PC4IR) which gazetted its

report in October 2020. The report envisages the 4IR as having
"the potential to catalyse South Africa's path to attaining the goals
of the National Development Plan (NDP)" (PC4IR, 2020:137). Two
of the outcomes of the NDP that are directly relevant to the South
African Police Service (SAPS) are Outcome 3: "All people in South
Africa are and feel safe"; and Outcome 11: "Create a better South
Africa, a better Africa and a better world" (NPC, 2012). Most would
agree that feeling safe is a prerequisite for a better South Africa,
which gives us some idea of how important it is to ensure that
policing meets its objectives as efficiently and effectively as possi-
ble. This sentiment was confirmed by a survey conducted by the
Centre for Risk Analysis (CRA) about the most serious problems in
the country in 2021: the abuse of women and children ranked 
second at 42.8%, followed by corruption at 14.8%, while crime or
safety and security was listed seventh at 10.3% (CRA, 2022).

Having contextualised 4IR, it is important to briefly explore four
areas that are currently at the forefront of global policing efforts in
their uptake and implementation of 4IR. This article will also briefly

consider the extent to which South Africa has, or could, adopt such
technology in the country's own policing efforts. In so doing, the
article will attempt to balance the scales between innovations, and
rights and responsibilities.  

Technological innovations in criminal justice can be divided into
two categories, namely soft technologies and hard technologies.
Soft technologies may be defined as computer software and infor-
mation systems, while hard technologies would, for example,
include new materials and devices and equipment that could be
used to either commit or prevent and control crime (Byrne &
Marx, 2011:19-20). 

The table below provides a simple indication of the differences
between hard and soft technologies used in crime prevention and
policing.  

 Closed-circuit television (CCTV)
 Street lighting
 Citizen protection devices (e.g. mace,

tasers)
 Metal detectors
 Ignition interlock systems (drunk drivers)

 Threat assessment instruments
 Risk assessment instruments
 Bullying ID protocol
 Sex offender registration
 Risk assessment prior to involuntary civil

commitment
 Profiling potential offenders
 Facial recognition software used in 

conjunction with CCTV

 Improved police protection devices 
(helmets, vests, cars, buildings)

 lmproved/new weapons
 Less than lethal force (mobile/riot control)
 Computers in squad cars
 Hands-free patrol car control 
 Offender and citizen IDs via biometrics/

fingerprints
 Mobile data centres
 Video in patrol cars

 Crime mapping (hot spots)
 Crime analysis (e.g. COMPSTAT)
 Criminal history data systems enhance-

ment
 Information-sharing within the Criminal

Justice System (CJS) and private sector
 New technologies to monitor communica-

tions (phone, mail, internet) to/from 
targeted individuals

 Amber alerts
 Creation of watch lists of potentially 

violent offenders
 Gunshot location devices

(Byrne & Marx, 2011:20). 

The South African government has recently taken a step in the
right direction in the application of soft technology, while simulta-
neously addressing a priority in fighting gender-based violence,
specifically the abuse of women and children (CRA, 2022). This
happened through the amendment of the Domestic Violence Act

116 of 1998, following the enactment of the Domestic Violence
Amendment Act 12 of 2021 earlier in 2022. In terms of this amend-
ment, section 4(1) of the principal Act now provides that any com-
plainant may, on an ex parte basis, in the prescribed form and
manner, apply to the court for a protection order either -



"(aa) with the clerk of the court; or (bb) electronically, by submit-
ting the application to an electronic address, of the court having
jurisdiction". Curran (2022) argues that this change in allowing for
the electronic application for a domestic violence protection order
will undoubtedly lessen the burden on such complainants who
seek urgent protection.

Various online platforms (soft technologies) have also been made
available to report corruption, which is another serious problem in
South Africa. In 2019, the SAPS turned to technology in an attempt
to turn the tide against crime when it launched its MySAPS mobile
App - a first of its kind on the African continent. The app aims to
provide South Africans with a new and easy way to access policing
services and information (SAPS, 2019). The MySAPS App allows its
users to submit tip-offs for various types of incidents, including
corruption, fraud, human trafficking, sexual assault/abuse and
murder. These tip-offs may be submitted anonymously, or users
have the option to opt to communicate further with the police via
the app, without them compromising their anonymity. The app
allows reporters to upload an image, video or audio as well as addi-
tional descriptive details about the incident. Users do not have to
complete their profile to submit tip-offs or use the other functions
on the app, which means that they can stay anonymous when
reporting crime. The information submitted via the MySAPS App is
sent to the Crime Stop Call Centre for analysis and to determine
whether it is sufficient to escalate it to the relevant investigating
unit whereafter an enquiry will be opened. The person who has
submitted the tip-off will receive a reference number whereafter
feedback on the specific reference number can be requested from
an agent at the Crime Stop Call Centre (SAPS, n.d.). 

When it comes to crime prevention, hard technologies include the
use of CCTV cameras in our cities and homes, luggage screening at
our airports, bullet-proofing in banks and motor vehicles, metal
detectors in schools and at functions and personal protection
devices such as pepper spray, tasers and even the ability to use
free emergency numbers of applications (apps) on our cellphones. 

Even though the general objective of installing CCTV cameras is
surveillance for public safety and security, policymakers and pri-
vate security companies believe that CCTV surveillance goes a step
further by not only detecting and deterring crime but also pre-
venting crime (Basimanyane & Gandhi, 2019). This is one of the
reasons why there was a major uptake already during the nineties
by major cities around South Africa to use CCTV for crime preven-
tion. In those years, this project was primarily driven by Business
Against Crime South Africa (BACSA) (Safer Spaces, n.d.). As a crime
prevention tool, CCTV creates awareness among members of the
public, especially potential offenders, that they are under surveil-
lance and that if a crime is committed, the authorities will have an
increased chance of identifying them as the perpetrators with the
help of CCTV footage. As a result, the presence of such surveillance
cameras and the subsequent possibility of easier identification
should, in theory at least, discourage criminals from committing a
crime in areas where CCTV cameras have been installed (Safer
Spaces, n.d.).

When it comes to policing, law enforcement agencies could
include the latest state-of-the-art protective gear, tasers and other
less-lethal technology, technology-enhanced patrol vehicles
(including dashcams) and body-worn cameras that contribute
towards regulating conduct and protecting police, but which are
also used for gathering evidence to be used in court cases.
Cowper-Johnson (2014:18-19) compares the evidential value of
traditional evidence when a law enforcement officer makes a writ-
ten record of an incident as soon as possible after that incident
occurred versus a recording made by body-worn cameras in real-
time. The latter he notes, is as precise as possible, only limited by
the field of view and the audio range of the device. This results in
much more accurate evidence, minimising any doubts as to the
actions (verbal and physical) of both the law enforcement officer
and the member of the public in question. So-called dashcams or
in-vehicle systems have the limitation of usually recording only
front-forward video material from the dash of the vehicle, along
with the audio. Body-worn cameras, therefore, provide a bigger
and more comprehensive picture of an incident, from beginning to
end, with audio. 

The Bureau of Justice Statistics published a report in November
2018, based on the use of body-worn cameras by law enforcement
agencies in the United States of America (USA) in 2016. The main
reasons why local police had acquired body-worn cameras were to
improve the safety of their officials, increase the quality of evi-
dence and reduce civilian complaints and agency liability.
However, a comprehensive review of 70 studies on the use of
these cameras showed no consistent or statistically significant
effects on the use of force, assaults on law enforcers, officer-initi-
ated calls for service, arrests, traffic stops and tickets, and field
interviews (i.e. stop and frisk). In contrast, other body-worn cam-
era programmes in the United Kingdom and elsewhere in the USA
showed promising results where there had been positive changes
in the use of force by the police. The conclusion is made that more
research is required to determine the value of body-worn cameras
(NIJ, 2022).

The use of body-worn cameras for law enforcement in South Africa
is very topical with limited implementation. In March 2021, the
Department of Transport issued a media statement in which it
noted that South African traffic officers were to be issued with
body-worn cameras as a useful tool in dealing with high levels of
corruption incidents by providing a factual account of events. It fur-
ther read: "The Road Traffic Management Corporation has taken a
giant leap towards reinventing law enforcement by introducing a
lasting solution to many law enforcement problems in the form of
a body-worn camera to be used by officers" (BusinessTech, 2021).
While in 2019, a spokesperson from the South African Police
Service (SAPS) told BusinessTech (2019) that body-worn cameras
were on top management's agenda but that no date for implemen-
tation was available, since the SAPS was awaiting funding. At the
time the SAPS's spokesperson was quoted as having said: 

"Body cameras will be used as - but not limited to - a safe-
ty measure to protect our men and woman in blue during
operations. They will also be used for data capturing as the
world is moving in the direction of the 4th industrial revolu-
tion and to advance policing." 



A valid question that the SAPS would have to add to the cost fac-
tor of the hardware relates to the storage of data (video footage
recorded) of the cameras which would have to be kept for a pre-
determined period for evidential value. Research conducted by the
Police Executive Research Forum concluded that security, reliabili-
ty, cost and technical capacity were the primary factors cited by
police executives from 40 different police departments in the USA
for choosing a particular method for storing video files from body-
worn cameras. Accordingly, all stored body-worn camera video
footage was stored on either an in-house server (managed inter-
nally) or an online cloud database (managed by a third-party ven-
dor). Consultation with legal experts was crucial to ensure that
data storage policies and practices were complying with a coun-
try's legislative framework and that the evidentiary chain of cus-
tody was adequately preserved (Miller, Toliver & Police Executive
Research Forum, 2014:15).

Perkins (2018:1-2) informs us that the use of body-worn cameras
has been met with a mixed response by police agencies across the
world. Some of these agencies regard this form of technology as a
positive tipping point in the transparency and accountability
offered to view the actions of police officials, hopefully encourag-
ing behavioural changes from both the police and public. Despite
the perception that the use of body-worn cameras are widely
regarded as a way to positively improve the behaviour of law
enforcement officers, a study conducted by the Center for
Evidence-based Crime Policy at George Mason University found
that behavioural changes were not consistent or significant. The
research claimed that the use of these cameras should not be
expected to single-handedly improve police accountability as
those police departments that wanted to see significant improve-
ments in police-community relations, should use such cameras as
a step in their broader series of reforms to support accountability
and transparency (Lum, Koper, Wilson, Stoltz, Goodier, Eggins,
Higginson & Mazerolle, 2020). Perkins (2018:1-2) further cautions
that some unintended consequences of the use of body-worn
cameras in police investigations include that the demeanour of the
aggressor might change upon the arrival of the police where the
recorded version of events consequently shows a calmer situation.
This can undermine the future credibility of the victim in court
proceedings. The last factor that needs to be considered is the
issue of privacy - the latter is also a factor with CCTV surveillance. 

There is a variety of technology that can be used for crime preven-
tion, including automatic licence plate recognition, drones, facial
recognition software, robots, thermal imaging and various other
forms of artificial recognition. The SAPS has access to some of this
technology through partnerships with various private organisa-
tions as well as BACSA. The concern is that the data often remain
in the hands of private organisations with which the SAPS has
signed memoranda of understanding, but that the data are not
transferred to the SAPS. With continuous budget cuts, it seems
unlikely that the SAPS will soon be in a position to acquire the nec-
essary newer technology to fight crime, and that private partner-
ships will have to continue to fill the gap to be the SAPS's extra
"eyes and ears" with the help of technology. After Gen Fannie
Masemola, the National Commissioner of the SAPS took office on 
1 April 2022, he reiterated that it was important for the SAPS to

find effective ways to enhance its crime prevention and combating
capacity, as well as its investigative and detective capacity. This
would include embracing "technology and gravitating towards a
fully-digital, 4IR-compliant organisation that is technologically able
to meet the policing demands of the 21st century," he said (SAPS,
2022a).

Drones are a relatively newer addition to the tools available to law
enforcers, even though they are also used by criminals to commit
crimes, such as to smuggle narcotics and other contraband
(Geldenhuys, 2019b:16-17). Geldenhuys (2019a:10-15) discusses a
variety of situations in which drones can be used in police work,
including the following:
 Mapping highly frequented locations in cities, such as shopping

malls and schools. In the event of an active shooter scenario,
or even in disaster management, such maps can help the
authorities to better understand the specific situation to famil-
iarise themselves with the location, and help with more effec-
tive and timeous reaction, evacuation or rescue attempts.

 Drones can be used in hostage situations to keep an eye on the
premises where the hostage is held, while drones with tele-
presence technology can be used to assist with the negotiation
process limiting the physical risks hostage negotiators have to
face when they are at the scene.

 Crowd monitoring is a regular occurrence in South Africa with
protests often turning violent. When large crowds are moni-
tored from the sky, it can result in faster, more targeted and
efficient responses to potentially risky situations. 

 In traffic law enforcement, drones can be used in various sce-
narios ranging from high-speed chases to providing informa-
tion during major road crashes about the magnitude of such
crashes and their impact on traffic flow allowing for more
appropriate and effective response by emergency services. In
the southwest of France authorities are using drones to catch
motorists who violate traffic laws, such as illegally passing
other motorists. A traffic officer will then intercept that offend-
ing motorist on the reception of the information relayed by the
drone.

 Drones can provide crime scene investigators with a bird's eye
view of a crime scene, optimising the possibility to collect
more evidence that could have been missed from a ground-
level perspective. This limits the amount of foot traffic at a
crime scene which can jeopardise and destroy vital evidence
required for forensic analysis to link suspects to a crime.

Drones can expand law enforcement's view to places and things
that fixed CCTV cameras cannot see (Alderton, 2018). 

In South Africa, drone use is strictly regulated by the South African
Civil Aviation Authority in terms of remotely piloted aircraft sys-
tems. The current regulations cover the area where drones may fly
and the distance between the drone and the requirements for dif-
ferent types of operators. Those who utilise drones for commercial
and corporate purposes have to adhere to additional require-
ments, including that such drone operators must be duly qualified
and licensed pilots (Geldenhuys, 2019a:14-15). In July 2022, the
Minister of Police published the first part of draft regulations relat-
ing to the use of remotely piloted aircraft (drones) systems in the
private security industry. According to De Wet (2022), the draft



regulations require anyone who uses a drone for private security
work to register with the Private Security Industry Regulatory
Authority (PSiRA), similar to what a company that offers armed
response services would have to do. In addition, the drone opera-
tors would also have to complete standard, low-level training for
security officers. Private security companies will have to use drone
pilots who are commercially certified, explicitly banning the use of
provisions that apply to private or recreational drone users.
Labuschagne (2022) reports that the Minister of Police, Mr. Bheki
Cele also announced in July 2022 that the SAPS was acquiring a
fleet of more than 160 drones in three phases to be rolled out to
more than 40 locations across the country. These drones would
then be used by the police's provincial and district operational
command centres and Safer City Projects, while specialised satel-
lite drone units will serve several police stations. Rural safety com-
mittees at police stations will also use drones in their safety plans.
During the Rural Safety Summit that was held in June 2022, it was
reiterated that although the rural safety strategy was relevant,
rural safety-specific resources were needed and that the use of
technology for rural safety needed to be investigated (Civilian
Secretariat for Police Service, 2022:5-6). The question should be
asked whether additional resources for rural safety will be provid-
ed by the government, and from which department's budget, or
whether it will be expected of organised agricultural organisations
to contribute to the funding of technology. However, no official
announcement has been made as to when these drones will be
procured and the technology put to use for crime prevention.

There is a large body of research that indicates that these crime
prevention measures - for example, CCTV cameras - are effective in
reducing some forms of crime such as property theft. In this
regard, Van der Haar, a cybersecurity expert at the University of
Johannesburg was quoted as having said that -

"… video surveillance has [been] shown to reduce crime
and ensure safety in certain public areas, such as parks
and metro train stations and is a deterrent to criminals.
Using a video surveillance model also reduces costs for
the other parties involved, especially the SAPS" (Okoye,
2019 in Geldenhuys, 2022a:19).

This, however, depends on the crime type as more serious and 
violent crimes, such as murder, are unlikely to be deterred due to
the presence of CCTV cameras only. This begs the question as to
whether the cost of such technology is justified when compared to
its efficacy. Another issue to consider is whether the presence of
CCTV cameras not simply displace crime from one focus area to
another where there are no CCTV cameras, as Basimanyane and
Gandhi (2019) rightly point out that CCTV is not the silver bullet as
it works in some context and some categories of crime. Yet, there
seems to be no stopping the momentum of the uptake, given 
popular beliefs regarding the preventative value of such 4IR 
technologies.  

With the increased use of CCTV for facial recognition and other
forms of societal control, we begin to enter murkier waters where
the balance between citizens' rights to privacy and governments'
need to manage or control their citizens more effectively, could be
construed as "policing" law-abiding citizens. The use of CCTV

footage must be balanced between actively searching for or iden-
tifying suspects and identifying body language or behaviour from
individuals who are likely to perpetrate crime, to protect law-abid-
ing citizens from such activities. Take as an example an individual
who made a cash withdrawal at an ATM and the CCTV operator
spots that such person is being followed by another person whose
behaviour is indicative of an intended mugging or street robbery.
In such a case, the CCTV operator can transmit a radio message to
locally deployed police officials or security officers about the sus-
picious behaviour who can react to warn the individual about
someone following them, thus preventing a crime.

One can also ask whether the police should be involved in the very
controversial stop/search/interrogate measures in use in the
United Kingdom for example, which are based on facial recognition
and identification via CCTV, and which have already proven to be
biased and deeply flawed. Burgess (2019) uses an example of what
happened on a cold winter's day in the east of London at the end
of January 2019, when a man, who had pulled his jacket over his
face as he moved in the direction of the police, was pulled over to
be questioned. This happened while the police, who had been sur-
veying the street around the blue police van from which it was
operating, was using facial recognition technology to look for
matches on their police database. The man had apparently cov-
ered his face to avoid facial recognition technology resulting in the
police taking his photo and issuing him with a £90 fine for disor-
derly behaviour. According to police officials at the scene, the man
was stopped because he was "clearly masking" his face from the
cameras which gives the police grounds to stop and verify.
However, incidents such as these highlight the fact that police
agencies around the world, most notoriously in China, are eager to
use technology to identify individual faces within groups of people.
Their reason is that it is more efficient and is aimed at keeping peo-
ple safe. One can also question whether police agencies would
regard the use of such technology as a method to deploy fewer
police officials on the street.

The public, and more specifically human rights groups in the
United Kingdom, have not taken kindly to the use of facial recogni-
tion by the police. Burgess (2019) also reports on a case against the
police in South Wales, in which it was demanded that the technol-
ogy should be banned. The case is argued around the breach of
three laws, namely the European Convention on Human Rights, UK
privacy laws and national equality laws. The human rights group
Liberty argued in this case that the police's use of facial recognition
has been indiscriminate, as the technology has primarily been
used at large events or in areas with high footfalls and not to
specifically help locate any individual suspects. It argued that there
were no published criteria of who should be included in the sys-
tem's watchlist of individuals as, at the time, the system was cap-
turing thousands of faces with the hope of identifying some peo-
ple in its dragnet (even though the data are not stored). The case
was regarded as a defining moment in the United Kingdom's use of
facial recognition, offering judges an opportunity to decide
whether the current system was breaching privacy and equality
laws. At the time of the court case, South Wales Police issued a
statement saying that the analysis of the systems used was 
welcome and that a "significant" number of arrests had been made



during its trials. "The force has always been very cognisant of con-
cerns surrounding privacy and understands that we, as the police,
must be accountable and subject to the highest levels of scrutiny
to ensure that we work within the law," their statement read. The
police's legal case was also based on the premise that the use of
facial recognition did not breach people's privacy rights as it was
similar to the use of CCTV.

These are issues that will need to be addressed in depth as we
move more deliberately into 4IR policing. How would we guard
against, for example, the kind of citizen policing, which is practised
in China? China's more than 1.4 billion people (Worldometer,
2022) are subject to facial recognition and identification to access
schools, work, hospitals and other "normal" infrastructure and
activities - even their own homes, which is also regarded as a con-
venience for not having to carry a key. However, having entire cities
that are under constant surveillance simultaneously also serves a
different purpose for the police as they can see who is coming and
going into a building. By combining this technology with artificial
intelligence (AI) with its huge national database of photos, it could
identify individuals who might have slipped through the net. Four
years ago, Denyer (2018) wrote that, at the time of his report,
facial recognition was the new hot tech topic in China where
banks, airports, hotels and even public toilets were trying to verify
people's identities by analysing their faces. The pilot project, trans-
lated into "sharp eyes", intended to connect existing security cam-
eras with private cameras and integrate these into one nationwide
surveillance and data-sharing platform. For the police and security
services, such a system will have the benefit of enabling them to
further use facial recognition and AI to analyse and understand the
mountain of incoming video evidence, track suspects, spot suspi-
cious behaviour and even predict crime. In addition, it would assist
in the coordination of emergency services and the movement of
the country's citizens. 

These examples make it clear that it is easy to blur the lines and
balance between privacy and policing. Thus, while crime preven-
tion is a most desirable end goal, the means to that end must be
carefully considered and weighed in the contexts of policing
responsibilities and citizens' rights. Educating the community
through public awareness campaigns about how technology such
as CCTV footage is gathered and the data are used, is of vital
importance if a police agency wants the public's buy-in in the use
of such technology. 

It is imperative that the police look very carefully at how data is
gathered, stored, utilised and managed. The Protection of Personal
Information Act (POPIA) 4 of 2013, provides clear guidelines on
how this needs to be done in various contexts and it is vital to
ensure that we all have a very sound understanding of the Act and
its applications as this new source of data is gathered and used.
Jacobsberg, Schepers and Novazi (2020 in Geldenhuys, 2022b:22),
explain that in terms of POPIA, "CCTV data would also fall within
the scope of personal information if such a recording provides
information relating to an identifiable, living, natural person and,
where applicable, an identifiable juristic person". Concerning CCTV
surveillance, every public or private body that collects personal
information through this means must have a lawful basis for doing

so. It is further important to note that -
"POPIA permits a public body (such as the SAPS or metro-
politan police department) to process personal informa-
tion where it is necessary for the performance of its pub-
lic law duty, and permits a private body (such as the occu-
pier of premises or owner of property) to do so to pursue
its legitimate interests. In this particular context, the CCTV
data is to be used for the lawful purpose of detecting,
investigating, prosecuting punishable offences, prevent-
ing crime and ensuring the safety and security of proper-
ty ... When processing personal information, public and
private bodies would have to justify the element of 'mini-
mality' because surveillance measures should only be
used if the purpose for which the personal information is
processed could not reasonably be achieved by other
means which are less intrusive to the fundamental rights
and freedoms of any person. Furthermore, they should
only monitor what is necessary and therefore they should
not survey areas that fall outside the locations they are
entitled or obliged to protect" (Jacobsberg et al., 2020).

Soft and hard technologies are being used to control and prevent
crime. On the soft technology side, one notes a very significant
increase in the strategic use of information to prevent crime
including in risk and threat assessments, fraud detection and pre-
vention, to improve police performance of their duties through
"predictive policing". Soft technologies include software programs,
classification techniques and data sharing and integration to pro-
vide more holistic views on a variety of policing activities. A few
examples include sex offender registers and locations, and the
newer predictive software that can "predict" which offenders are
likely to re-offend and when. Risk-assessment software can poten-
tially save millions by identifying crime hotspots and criminals
(individuals, syndicates or gangs) for targeted attention. Fraud-
detection software is now used extensively as a detection and pre-
vention tool in combating cybercrime.  

The potential value of hotspot analysis was revealed by Edelstein,
Arnott and Faull (2020:1-2) after these researchers had analysed
the SAPS's point-level murder and aggravated robbery data from
2006 to 2018 for two station precincts in the Cape Town metro-
politan area, by place and time, to reveal crime hotspots and time
patterns. They found that accurate, point-level crime analysis and
targeted hotspot policing can help to reduce murder and robbery
in South African cities. Their findings also included that in the two
police precincts, a large portion of murder and aggravated robbery
crimes occurred in predictable places and times and that focused
policing, guided by accurate crime data, could reduce harm where
it is most common. These researchers suggest that police in these
areas may be able to reduce crime by visiting hotspots for only 15
minutes per hour and that they may be able to reduce crime fur-
ther by focusing on problems, people and behaviour in hotspots.

It is in the realm of soft technologies - software and AI - where 
predictive policing comes into its own. Based on various, but com-
plementary notions about predictive policing in literature, Meijer



and Wessels (2019) developed the following definition: 
"Predictive policing is the collection and analysis of data
about previous crimes for identification and statistical
prediction of individuals or geospatial areas with an
increased probability of criminal activity to help develop-
ing policing intervention and prevention strategies and
tactics." 

One example that comes to mind is criminal profiling. However,
the moment one thinks about "human profiling" in any form, the
issues of protection of privacy and the blurring of the boundaries
between policing and civil rights, which could impair the relation-
ship between citizens and government, become apposite.

There is evidence that predictive policing is being increasingly
employed, but the jury is out on whether it is as effective as it
claims. While empirical studies demonstrate some positive corre-
lation, for example around the targeting of geographic areas and
criminal and victim profiling, Meijer and Wessels (2019) warn that
no significant results can be claimed. However, Edelstein, Arnott
and Faull (2020:2) recommend that police should focus their atten-
tion and resources on where, when and with whom violent crimes,
such as murder and robbery, are most predictable. This recom-
mendation is based on the premise that in the case of South Africa,
if the SAPS's crime data are accepted as accurate, there are
hotspots, peak days and times, that careful, evidence-informed
policing and violence prevention interventions, could disrupt. In its
simplest form, police stations can use spreadsheets for data input
to do analysis, but using specialised software designed for predic-
tion would be a more accurate way of providing early warnings
about crime. Such interventions should be followed by regular
evaluations to generate new evidence of what works to tackle spe-
cific problems and crimes to improve future efficiency and the
impact of targeting specific crime hotspots. It is clear that technol-
ogy can be used as a policing tool to overlay data on geographical
maps. Taking the provisions of POPIA into consideration, the ques-
tion is whether it would be possible for different government
departments to share real-time data containing personal informa-
tion. An example that comes to mind is when hospitals or clinics
treat individuals with gunshot or knife wounds who might have
been involved in crime and who can assist the police in the inves-
tigation of violent crime. 

Meijer and Wessels (2019) note that concerns surrounding predic-
tive policing are mainly directed towards the lack of transparency
of the predictive models which has consequences for both the
effectiveness and accountability of these models. If police officials
do not comprehend why the predictive algorithms derive certain
outcomes, or how their patrol routes are configured, they might
not be aware of how they should respond in certain situations or
how to act, leading to the delegitimisation of actions, especially
where behaviours are perceived to exacerbate bias and/or racial
and social inequalities, such as what the British activists were argu-
ing about the use of facial recognition technology in London in
2019 (refer to case example used on p58 explained in Area 2:
Crime prevention) (Burgess, 2019).

Currently, there is neither the will nor the proven reason to stop
the tsunami of technology. However, one of the most significant

risks of the 4IR is for individuals to be drawn into the hype and
excitement and, fearful of being left behind, inadvertently further
propagating and entrenching stereotypes and current inequalities.
Confirming this challenge, Alvero, Arthurs, Antonio, Domingue,
Gebre-Medhin, Giebel and Stevens (2019:3) reiterate that AI is
often described as having the ability to rapidly scale discrimination
and exacerbate social inequality, which would be the case if AI sys-
tems were to be used to adjudicate or recommend admissions
evaluations or decisions. One can, therefore, argue that human
intervention may still be required to create the context in different
scenarios.

As an example, we can mention Amazon's experimental recruit-
ment engine, which was intended to mechanise the search for "top
talent". Early in the process, the developers realised that the sys-
tem displayed a distinct gender bias towards male applicants when
it came to recruiting for specific technical positions. Upon further
examination, it transpired that the computer models had been
trained on resumés submitted to companies in the preceding ten
years - a time when the industry was overwhelmingly male-domi-
nated. Consequently, the machine learned to penalise resumés
which included the word "woman". The Amazon experience was
not an isolated instance of machine learning going rogue (Popenici
& Kerr, 2017:2-3). In a different experiment, researchers at
Carnegie Mellon University also noticed that men were more like-
ly to be targeted for high-paying executive jobs. In another project,
the system was explicitly trained to reject candidates with poor
English language skills, and, over time, the algorithm taught itself
to equate English-sounding names generally with acceptable qual-
ifications for the job. Such examples demonstrate the need for
absolute assurance that where the human factor is crucial, data
that informs the algorithm must be both reliable and valid. This
Amazon case confirms the importance of reviewing AI-driven prac-
tices especially when they are applied in settings or environments
with a history of inequality. This view is supported and reiterated
by Popenici and Kerr (2017) who warn in this regard that despite
rapid advancements in AI, we should steer clear of solely relying on
technology and that it is important to -

"… maintain focus on the idea that humans should identi-
fy problems, critique, identify risks and ask important
questions that can start from issues such as privacy,
power structures and control to the requirement of nur-
turing creativity and leaving an open door to serendipity
and unexpected paths in teaching and learning" (Popenici
& Kerr, 2017). 

When using AI is considered in a policing context, the research illu-
minates the need for policing entities to understand how and why
the machine was trained and who prepared it. Before a system is
adopted, one must understand the system and be able to clearly
define its value and its synergy with the institutional mission and
purpose. In this regard, Guariglia, a policy analyst working on
issues of surveillance and policing at the local, state and federal
level in the USA, warns that far too often, AI in policing is fed data
collected by police, meaning that it can only predict crime based
on data from neighbourhoods that police are already policing. He
reminds us that crime data is not always accurate, which results in
policing AI potentially missing crime that happens in other 



neighbourhoods while reinforcing the idea that the neighbour-
hoods that are already over-policed are exactly the neighbour-
hoods that police are correct to direct patrols and surveillance to
(Guariglia, 2022). To ensure that data from the majority of criminal
incidences are considered, alternative reporting mechanisms
could be developed especially for areas or neighbourhoods with a
history of limited reporting to the police. In the South African con-
text, community police forums or community safety forums that
operate in specific neighbourhoods can even be used to drive the
reporting of all crimes via a custom-developed crime reporting
app. 

In a country of acknowledged social, structural and economic
inequality, the factors applied must not - intentionally or otherwise
- reinforce discrimination. In South Africa with its multicultural,
multilingual, multiracial and geographically dispersed population,
predictive policing through the use of AI-driven software and pro-
grams will require highly sophisticated skills and capacities that are
fully trained and familiar with the potential pitfalls and failures of
biases. 

Ultimately, we must acknowledge that we can have all the sophis-
ticated technologies in place, but that 4IR is not the panacea to our
ills. If it is not properly designed and coordinated, it will not be
effective. We need to get systems synchronised to ensure optimal
benefit. This might be a challenge since data generated by differ-
ent government departments are not necessarily reliable or com-
patible. The question is whether one starts on a blank page, using
only relatively new data by ignoring historical data, or considers
ways to determine which historical data will be reliable to use.
Another important question is about using technology in commu-
nity policing: the benefits are well-known, but South Africa still
lacks sufficient broadband and bandwidth to use the technology
effectively, especially in rural and deep rural areas where Internet
services are often not available at all. The other factor that needs
to be considered is that network reliability is often questionable -
which is evident by how often the public is greeted by the words
"the system is off-line" when they walk into stores or government
departments (Afr-IX telecom, 2019). We have many hurdles to
overcome but we have to start somewhere. 

AI is undoubtedly a very complex and challenging matter, and yet,
its massive potential for improving our policing, given its vast
scope and application across so many areas of policing, cannot be
denied.

Possibly one of the most pressing and obvious areas is administra-
tive efficiencies. In recent years, it has not been uncommon to see
images posted on social media showcasing administrative ineffi-
ciency, such as photos allegedly taken at the SAPS's Central
Firearms Register in Pretoria, depicting the backlog in the process-
ing of firearm licences where thousands of documents were piled
on desks (Dolley, 2022). All of that could have been eliminated with
an integrated system that enables application, appointment and
registration in one system. Equally, it would be entirely possible to
develop an integrated national system for online crime reporting

that could cross-reference, pick up repeat offenders, identify crime
hotspots and trace the movement of criminals (for starters). The
Chicago Police Department in the USA offers the public the oppor-
tunity to report some types of crime on its online reporting plat-
form - it should, however, be noted that these are non-emergency
crimes (Chicago Police Department, n.d). In the South African set-
up, the implementation of an online reporting system for some
crimes risks criticism from those who do not have access to elec-
tronic devices with online connectivity (Internet access). Even
though it is not regarded or promoted as a platform to report a
crime, the SAPS's MySAPS App allows for online tip-offs of crime.
It is not clear whether data derived from these tip-offs are being
used or linked to the reporting of these crime incidents through
the conventional reporting system. The app currently allows the
reporting of tip-offs for crimes including corruption, fraud, human
trafficking, sexual assault/abuse, theft, drugs and murder.  

Various police departments and governments have also developed
online reporting systems for cybercrime, such as the American
Federal Bureau of Investigation's Internet Crime Complaints Centre
(FBI, n.d.) or Action Fraud - Britain's national fraud and cybercrime
reporting centre (Action Fraud, n.d.). There can be no doubt that
AI could significantly improve the efficiency and effectiveness of
the police service's administration - just for a start. 

The advent of AI and other similar technologies has given rise to
critical and problematic legal and ethical questions, including
questions about safety, security, the prevention of harm and the
mitigation of risks; human moral responsibility; governance, regu-
lation, design, development, inspection, monitoring, testing and
certification; democratic decision-making; and the accountability
and transparency of AI and "autonomous" systems (European
Group on Ethics in Science and New Technologies, 2018). To pro-
tect society against the abuse of AI and new technologies, the
European Group in Science and New Technologies proposes nine
ethical principles and democratic prerequisites when contemplat-
ing a new system namely: human dignity; autonomy; responsibili-
ty; justice, equality and solidarity; democracy; the rule of law and
accountability; security, safety and bodily and mental integrity;
data protection and privacy; and sustainability. These ethical con-
siderations should constitute the yardstick for the design and
implementation of any AI system, including when it is used in polic-
ing systems. 

The latter is confirmed in the report of the Presidential
Commission on the Fourth Industrial Revolution (PC4IR:26), where
one of eight key lessons that South Africa should consider is a
focus on regulation, ethics and cultural aspects of the internet.
This is important not only to create an enabling policy environ-
ment to support private and non-governmental organisations as
well as the state but to ensure the ethical and transparent use of
these new technologies.

The ethical considerations proposed and highlighted by both the
European Group mentioned above as well as the South African
Presidential Commission are vital, but they are not the panacea
that will ensure that criminals will not exploit any vulnerabilities in



4IR systems. This is especially important to take into consideration
considering South Africa's recent history of State Capture as well as
our high listing on the organised crime index, where we are placed
fifth out of 54 African countries (ENACT, 2021). Another factor rel-
evant to the successful uptake and implementation of technology
in South Africa as a means to address policing in the modern era
includes the willingness of the SAPS and metro police services as
well as police officials on ground-level to identify and use relevant
technology to fight crime. This is an important factor to consider as
many police officials may be biased in favour of continuing to use
tried, tested and conventional policing methods, even though
these methods might no longer be highly relevant or effective,
especially when dealing with criminals who use technology to
commit a crime. This also relates to the SAPS's willingness to part-
ner with the private sector through public-private partnerships to
use technology especially given the reality that continuous budget
constraints are likely to prevent the SAPS from acquiring the rele-
vant technology directly. One can argue that the SAPS has no
choice but to embrace the advantages of using 4IR in policing as
many examples used in this article have revealed, but whether and
when it will happen in the South African policing context are cur-
rently rhetorical questions.
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riminology is the scientific study of crime. Crime as a phe-
nomenon is central in the Southern African context. To use
two examples: in July 2021 South Africa was hit by riots and

in July 2022, South Africans and foreigners were shocked by mass
shootings and killings at taverns in different provinces. At a Soweto
Township tavern, 16 people were shot and killed by a group of
gunmen. 

Different people from diverse levels of society and professions
speculate about the nature and extent of crime, the causes of
crime, the profile and characteristics of offenders and the reasons
for their misbehaviour, while victims are suffering losses and des-
perately requesting protection. The focus in Southern Africa is not
only on violent crimes but also on newer crimes such as cyber-
crimes and identifying the way forward to bring an end to crime in
the Southern African setting. 

The book, 
, is a collective work of chapters authored by respect-

ed researchers in criminology and associated fields, edited by Prof.
Christiaan Bezuidenhout. This book can be described as a collec-
tion of different crime-related themes on fundamental criminolo-
gy, theoretical approaches and explanations as well as crime pre-
vention and specific crime types. It offers a sound foundation on
crime and the characteristics of criminology as an independent dis-
cipline. It paves the way to the measuring of crime, criminological
theoretical explanations and causes of crime and also includes
detailed discussions on specific crimes, offender - and victim
typologies and concludes with the topical chapter on African
Criminology.

The chapters are arranged in three sections (A, B and C) namely -
 An introduction to criminology in South Africa; 
 An overview of the most common crimes in South Africa; and
 Criminology in practice and recent developments. 
This division makes the book reader-friendly and useful to various
professions. 

Those who want to know about the fundamentals of the nature
and extent of crime will be able to obtain the necessary informa-
tion from Section A, without reading close to 670 pages. Those
who have an interest in certain crime types will obtain information
on recent research findings on various crimes in Section B, while
practitioners and those who follow or want to follow criminology
as a career will benefit most from Section C. 

The reviewer, currently employed as an Incident and Analytics
Manager at the Cash-in-Transit Association of South Africa
(CITASA), and previously employed at the South African Banking
Risk Information Centre (SABRIC) reviewed this book for its theo-
retical value and the practical application of crimes, for example,
violent crimes such as cash-in-transit robbery and economic
crimes. Chapter 7, entitled "Crimes of a violent nature" is exten-
sive, although mention is only made of the different specific crime
types discussed in the chapter under the heading, Study
Objectives. Had the title of the chapter reflected the specific crime
types, it would have assisted the reader who is looking for infor-
mation on a specific crime. For example, "Crimes of a violent
nature: Murder, assault, robbery, and rape." This change might
inspire the reader who is looking for contemporary information on
a specific crime type to read this chapter. 

Author:    Christiaan Bezuidenhout, ed. 
Published:     2020, Pearson.
ISBN:           978-1-485-715504 (print) 
ISBN:           978-1-485-5716822 (epdf)



Chapter 9 deals with "Economically motivated crimes: an
overview" and serves as a good introduction to copper cable theft,
Ponzi and Pyramid schemes, cybercrime and organised crime. The
same comment made about Chapter 7 is also applicable to this
chapter. These are topical crimes in South Africa influencing all 
levels of society. This chapter also fulfils the role of creating aware-
ness and empowering any reader.

Violence against women is a concerning issue, especially consider-
ing the gang rape of young women in Krugersdorp in July 2022.
Chapter 7 establishes a good balance between women as victims
but also as offenders with specific reference to rape. The focus of
Chapter 8 is on sexual crimes while Chapter 10 focuses on the
female criminal. Political crimes (Chapter 11) regarding corruption
and other examples not only focus on the South African perspec-
tive but also from an international perspective. Debates on con-
sensual and moral transgressions are discussed in Chapter 12
which summarises key findings for and against decriminalisation
and explains the principles behind so-called victimless crimes. This
chapter is not only useful for criminologists but also for focus
groups and non-governmental organisations (NGOs) addressing
the fields of pornography, abortion, sex work and substance abuse.
The ultimate purpose when studying crime is to control and pre-
vent crime. Initiatives as explained in Chapter 13 are theoretically
based and address different fields of expertise such as criminology,
law enforcement and architecture, to name a few. 

The application of criminology by crime analysts and experts con-
tributes further to the fight against crime through the use of tech-
nology and analytics. Therefore, Chapter 14, with the focus on
crime mapping, the identification of hotspots, geographic profiling

and crime mapping technology is valuable and will open the door
to future job creation and technological developments. Knowing
crime and applying technology and analytics go hand in hand as
theoretical knowledge leads to a better understanding and appli-
cation. Chapters 15 and 16, addressing the valuable contributions
of forensic criminologists and experts, although voluntarily or at
the request of the criminal justice system, highlight the need for
the professionalisation of criminology in a Southern African con-
text. The introduction and unfolding of forensic criminology open
another field of specialisation. This book ends on a positive note,
highlighting the development and future of criminology with the
chapter on African Criminology, an answer to the pledge by many
Southern African scholars in the 21st century. 

The index is useful and most concepts are listed. Referencing is
according to the Harvard method of referencing. The inclusion of
newspaper article examples emphasises the practical application
of criminology as a science. 

is
highly recommended to a wide spectrum of readers, from students
to professionals. It is a comprehensive and affordable textbook for
scholars of criminology and other related sub-disciplines. It has the
potential to be prescribed from the undergraduate to the post-
graduate level. Practitioners and academia will also find the book
a necessity in their daily dealing with the crime phenomenon. It
will also make good reading material for laypersons with an inter-
est in crime, especially the sections dealing with offender typolo-
gies and specific crimes. 


